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BeBepneHue

Hacrosue pekomeHaaumm cogepar onucaHue npotokona 6e30nacHOCTV TPaHCNOPTHOIO YPOBHS BEp-
cumn 1.3 (TLS 1.3) ¢ kpunToHabopamu Ha OCHOBE anropuTMoB BriouHoro wudposaHus «Marmay u «KysHeunkr,
onucaHHbix B FOCT P 34.12.

Heob6xoaMMocCTb pa3paboTkn HaCTOALLEro AOKYMEHTa Bbl3BaHa NOTPeBHOCTLIO B 00ECneyeHun coBme-
CTUMOCTW pasnUYHbIX peanusaumii npotokona TLS 1.3 ¢ ncnonb3oBaHWEM POCCUICKUX FOCYAapCTBEHHbLIX
Kpuntorpadmyecknux ctTaHaapTos.

MpumedaHune — OCHOBHas YacTb HACTOSLLMX peKOMeHAaLmii fononHeHa npunoxeHnammu A u b.
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PEKOMEHAADALMWUNMU n o CTAHAAPTMWSI3I ALULMUNMNU

MHpopmaLnoHHan TeXHONorma
KPUNTONPA®UYECKASA SALLNTA MHPOPMALIMU

Mcnonb3oBaHue poccUNCKUX KpunTorpad)Myeckux anroputMoB
B NPOTOKOsIe 6€30NacHOCTU TPAHCNOPTHOro ypoBHA (TLS 1.3)

Information technology. Cryptographic data security.
The use of the Russian cryptographic algorithms in the Transport Layer Security protocol (TLS 1.3)

Hara BBegeHusa — 2020—06—01

1 O6bnacTb NpUMeHeHus

Hacroswwume pekomeHgaumm cogepxar onucaHue npoTokona 6e3onacHOCTM TPAHCMOPTHOIO YPOBHSA (aa-
nee — TLS), cooreetcrBytowero sepcun TLS 1.3, onucaHHon B [1], U coaepxart onucaHue COOTBETCTBYIO-
LLMX AAHHOMY MPOTOKOMNY KpUNTOHAabopOB, NpeAHAa3Ha4YeHHbIX AN YCTAHOBNEHUSA 3aLLMLLIEHHOTO COeAUHEHUS
MeXY KIIMEHT-CEPBEPHbIMU MPUNOKEHMAMU C UCNONb30BAHUEM anrOpUTMOB, ONpeaenseMbIX POCCUNCKUMU
rocyaapCTBEHHBIMM KpunTorpadpuyeckuMy ctaHgaptamu, ans obecnedeHus ayTeHTudukauum CTOpoH, KOH-
duaeHunansHOCTU U LIeNOCTHOCTM MHopMaLmMK, nepegasaemMon nNo kaHany CBs3u.

2 HopmaTtuBHbIE CCbISIKU

B HacToswmx pekoMeHgaumsax ucnonb30BaHbl HOPMATUBHbLIE CCbISIKM HA Cnegyowme ctaHaapThl:

FOCT P 34.10—2012 WNHdopmaLmoHHasa TexHonorua. Kpuntorpaduyeckas sawiura uHdopmauuu.
Mpouecchl hopMUpoBaHMA U NPOBEPKU INEKTPOHHON LM POBOI NOANUCH

FOCT P 34.11—2012 WHcopmaumnoHHaa TexHonoruda. Kpuntorpadmyeckad sawmra uMHopmaumu.
PYHKUMA XALLUMPOBAHUSA

FOCT P 34.12 WNHdpopmauyunoHHasa texHonorus. Kpunrorpaduyeckas sawmra nidopmaumuu. bnoytole
wndpsbl

P 50.1.113—2016 WMHdopmaumnoHHas TexHonorusa. Kpuntorpadpuyeckas sawmra nicpopmayun. Kpun-
Torpadpuyeckme anropuTMbl, CONYTCTBYIOLLME NMPUMEHEHUIO anrOPUTMOB 3NEKTPOHHOW LMdPOBOW NOANUCK U
PYHKLUM X3LLMPOBAHUSA

P 1323565.1.012 UndopmaumoHHaa TexHonorusa. Kpuntorpaduyeckas sawmra mHpopMauuun. MNpus-
uunbl pazpaboTkm U MoagepHu3aumn WpoBanbHbIX (KpMnTorpacmyecknx) cpeacTs 3almTbl MHGOPMaLUK

P 1323565.1.020 MHpopmaynoHHasa TexHonorna. Kpunrorpaduyeckas sawmrta nHgopmauummn. Acnons-
30BaHWe POCCUMCKUX KPUNTOrpacpuyecknux anroputmMoB B MPOTOKone 6e30nacHOCTU TPaHCMOPTHOrO YPOBHS
(TLS 1.2)

P 1323565.1.023 UHpopmaymoHHasa TexHonorusa (UT). Kpuntorpaduyeckasa sawmra uHgopmaumm. Nc-
nonb3oeaHue anroputmoB FOCT P 34.10—2012, TOCT P 34.11—2012 B cepTudmkare, CNMcke aHHynnpoBaH-
HbIxX cepTudumkatoB (CRL) n 3anpoce Ha ceptudpukatr PKCS # 10 uHdpacTpyKTypbl OTKPbIThIX Kntoven X.509

P 1323565.1.024 UndopmaumoHHaa TexHonorusa. Kpuntorpaduyeckas sawmrta mHdopMauuu. MNapa-
METPbI AMANNTUYECKUX KPUBBIX ANA KPUNTOrpaduyeckux anroputMoB 1 NPOTOKOSOB

P 1323565.1.026 WudopmaumnoHHaa TexHonorua. Kpuntorpadpuyeckas sawmra mHgopMmauumn. Pexu-
Mbl paboTbl BnoYHbIX WM POB, peanuayoLme ayTeHTMUUMpOBaHHOE WndpoBaHue

M3paHue ochuuymanbHoe
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MpumevyaHue — lNpuU NONL3OBAHUN HACTOSILLUMU PeKOMEHAALMAMU LienecoobpasHo NpoBepuTb AeicTBue
CCBINOYHBLIX AOKYMEHTOB B MH(OPMALIMOHHOI cucTeMe obLuyero nonb3oBaHUst — Ha ouuuansHoM caiite degepansHoro
areHTCTBa No TEXHWYECKOMY PErynupoBaHWio U METPONOMUN B CETU MHTEPHET UNKU NO EXErogHOMY WHDOPMALUOHHOMY
ykasaTenio «HauuoHarbHble CTaHAapThI», KOTOPLIA ONy6GnukoBaH Mo COCTOSIHUIO Ha 1 AHBaps TeKyllero roaa, W no Bbl-
nyckam eXxeMecaYHOro MHHOpMaLMOHHOTO ykasaTena «HaynoHanbHble cTaHgapThl» 3a TeKywmii rog. Ecnu 3ameHeH ccbl-
NOMHbI JOKYMEHT, Ha KOTOpbIiA laHa HelaTUpoBaHHas! CChIfIKa, TO PEKOMEHAYETCS UCMONb30BaTb AEHCTBYIOLLYI0 BEPCUIO
3TOro AOKYMEHTA C YHETOM BCEX BHECEHHbIX B flaHHYIO BEPCUIO U3MEHeHUIA. ECnu 3aMeHeH CCbINOYHBIN AOKYMEHT, Ha KOTo-
phbiit AaHa fgaTupoBaHHas cchifka, TO PeKOMEHAYETCA UCMNONb30BaTb BEPCUIO 3TOM0 AOKYMEHTA C YKasaHHBIM Bbllle roAoM
yTBEPXAEHUA (NPUHATUS). ECnn nocne yTBepXAeHWs! HAacTOALMX peKOMeHAaLMi B CCLINOYHLIN JOKYMEHT, Ha KOTOpLIi
faHa AaTUpOBaHHas! CChiNKa, BHECEHO U3MEHeHWe, 3aTparnsaloLLee NonoXeHUe, Ha KOTOpoe AaHa CChiNka, TO 3TO Nono-
XeHue pekoMeHAYeTCsi IPUMEHSTL 6e3 yueTa JaHHOro U3MeHeHUs. Ecnun cebiNovHbIi AOKYMEHT oTMeHeH 6e3 3ameHsbl, To
NonoxeHue, B KOTOPOM AiaHa CCbifika Ha Hero, NPUMEHSIETCA B YaCTuW, HE 3aTparuBaroLLieil 3Ty CCbInKY.

3 TepMuHbI, onpeaeneHusn, 0603HaYeHUA U COKpaleHUA

3.1 TepmuHbl ¥ onpeaeneHna

B HacToAWmMX pekoMeHAauUAX NPUMEHEHBI Cneaylowme TEPMUHbI C COOTBETCTBYIOLLIMMU ONpeaeneHu-
AMU:

3.1.1 knueHT (client): CTopoHa B3anmMoaENCTBUNA, UHULIMUPYIOLLAA yCTaHoBNeHue TLS-coeguHeHus.

3.1.2 cepsep (server): CTOpoHa B3aUMOAENCTBUA, HE UHULMUPYIOLWAA ycTaHoBneHue TLS-coeguHeHus.

3.1.3 TLS-coeauHeHue (connection): CoeauHeHne TPAHCNOPTHOFO YPOBHS MeXdy CTOPOHaMu B3au-
MOAENCTBUA, BOZHUKAIOLLEE B MOMEHT OTNPAaBKU KNMeHToM coobweHus npusetcteus ClientHello (panee —
ucxogHoe coobuenue ClientHello1 ana gaHHOro coeanHeHus) n nepecraioLee CyLeCTBOBaTb NPY 3aKpbITUN
COEeAUHEHUSA C NOMOLLBIO NMEePECHINKM onoseLleHuii (CM. pasaen 7) nubo nNpu BHELTAaTHOM 0BpbIBE CBA3MW.

MpumevaHus

1 B HacToAWmMX peKoMeHAaLMsaX YCTaHOBIEHO, YTO TEPMUHBI «CoefuHeHne» U «TLS coeiuHeHne» SBMAIOTCS CU-
HOHUMaMM, €CNKU He OrOBOPEHO MHOE.

2 [pwv nosTopHoii otnpaeke coobieHns ClientHello (aanee — nosTopHoe cooblieHune ClientHello2) B otBeT Ha cooblye-
Hue HelloRetryRequest (cM. 5.5.3) HoBOe coeiMHEHWE He CO3AaeTCA.

3 B Bepcum npotokona TLS 1.3, onucaHHOW B TeKyWUX peKoMeHAaUusaAX, TEPMUH «CEeCCUs», CyLWecTBOBaBLWWA B
npeabiAyLWUx Bepcusx npotokona (cm. P 1323565.1.020), He ucnonb3yeTcsl, Tak Kak MexaHW3M BO30OHOBMEHUS coeaunHe-
HUS B HACTOSALLMX PEKOMEHAALMAX 3aMEeHeH MeXaHU3MOM UCTONbB30BaHUSA NpeABapUTENIbHO pacnpeaeneHHOro cexkpeTa.

3.1.4 Tekywee coeauHeHue: TLS-coeauHeHue, AN KOTOpPOro ucxoaHoe coobuweHue ClientHello1
ObINO OTNPABNEHO A0 TEKYLLEro MOMEHTA BPEMEHU, HO 3aKPbITUSA COEAUHEHUS ELLE HEe NPOU3OLLNO.

3.1.5 coeguHeHue, npeplwecTeyoWee TeKywemMmy coeauHeHuro: TLScoeauHeHue, BO3HUKWEE A0
MOMEHTA NepPechbInkn ncxoaHoro coobweHuns ClientHello1 ana Tekywero coeanHeHus.

3.1.6 MHMuManu3upyliee coeguHeHue: CoeguHeHne, NPeaLecTBYOLWEEe TEKYLEMY COEQUHEHUIO,
B pamkax KOTOporo 61510 BbipaboTaHO NpeaBapUTENbHO COrNacoBaHHOE CEKPETHOE 3HAa4YeHNe, CMOMb3yemMoe
B pamKax TEKYLLEro COeMHEHUS.

3.1.7 Tpaduk (traffic): MOTOK gaHHbIX, NepeaaLmMinca B COEUHEHNN.

3.1.8 kpunToHabop (cipher suite): Habop kpuntTorpaduyeckux anropuTMOB U UX NapameTpoB, onpeae-
nsowmin paboty npotokona TLS B pamMkax COOTBETCTBYIOLLETO AAHHOMY KpUNTOHabopy COeaNHEHMUS.

3.1.9 cormacoBaHHbIW KpUnTOHa6op: KpuntoHabop, COOTBETCTBYIOLUMIA UAEHTUDUKATOPY KPUMTOHA-
Oopa, cornacoBaHHOMY CTOPOHaMM B3aMMOAEWCTBUSA B NPOLIECCE BbIMOMHEHMA NpoTOoKona Handshake, onu-
CaHHOro B pasgene 5.

3.1.10 TLS 1.3 cepep/knueHT: CepBep/KNUeHT, nogaepxusatomii npotokon TLS 1.3.

3.1.11 pexum coBMmecTUMOCTU: Pexum pabotbl npotokona TLS 1.3, B pamkax kotoporo TLS 1.3 cep-
Bep/KNUEHT JonyckaeT BO3MOXHOCTb paboThl C KNMEHTOM/CeEpBEPOM B paMKkax Bepcum npoTtokona TLS, npea-
wecTeyowen sepcun TLS 1.3.

3.1.12 downgrade aTaka: Ataka, B pesynbrare KOTOPOW KIIMEHT U CcepBep ycTaHaBnMBalT COeauHe-
HWUS1 B pamKax BEpCUM NpoTOKOMNa, NPeALIeCTBYIOLLEN MakCuManbHON BEpCUK, NOAAEPKUBAIOLLENCA KITMEHTOM
n CepBEPOM.
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3.1.13

KIKOY NOANUCU: SNEMEHT CEKPETHBIX AAHHbIX, cneuuduyHbIA AnA cybbekTa u UCnonb3yembli TONbKO
JaHHbIM CyOBLEKTOM B npouecce hopMMpoBaHUs LUPOBOI NOAMUCH.

[FOCT P 34.10—2012, cratba 3.1.2]

3.1.14

KIKOY NPOBEPKM NOANUCKU: INIEMEHT AaHHbIX, MareMaTu4ecku CBA3AHHLIA C KMNIOYOM NOANUCK U
MCNonb3yeMbliii NPOBEPSIOLLEN CTOPOHOM B npoLiecce NpoBepku LmcpoBoi NOANUCH.

[FOCT P 34.10—2012, ctatbs 3.1.3]

3.1.15 3aKpbITbIK 3hpemMepPHbIN KNKU: SNEeMEHT CEKPETHbIX AaHHbIX, FeHepUpyeMmbli Cry4anHbiM 06-
pa3om Ans Kaxgoro HOBOro COEAMHEHUSI U UCTIONb3YEMBIN TONBKO B pamMKax AaHHOro coeanHeHus. B pamkax
HaCTOALWMX pEKOMEHAALMI 3aKPbITbIN I(DEMEPHbIN KIIOY ABMSAETCH YUCIIOM, ANANa3soH NPUHUMaeMbIX 3Ha4e-
HUIM KOTOPOro 3a4aeTCs B COOTBETCTBUM C BbIDPAHHON aNNUNTUYECKON KpuBOW (CM. nogpobHee 8.5.1).

3.1.16 OTKPbITLIN 3(PpeMepPHbIN KNKOY: DEMEHT AaHHbIX, MaTeMaTU4EeCKU CBA3AHHLIN C 3hEeMEPHbIM
3aKPbITLIM KNIOYOM, reHepUpyembli AN KaXKA0ro HOBOT0 COeAUHEHMUS! U UCTONb3yEMbIi TONLKO B PaMKax AaH-
HOro coeanHeHus. B pamkax HacToOALUMX PEKOMEHAALMI OTKPLITLIN 9heMEPHbIN KoY ABAAETCA Napon Koop-
AVHaT (X, ¥), ABNAOWENCA TOYKOW HEKOTOPOM aNnUNTU4EeCKon KpuBoW (CMm. nogpobHee 8.5.1).

3.1.17 npuknagHbie paaHHble (application data): [JaHHble npuknagHOro ypoBHS, Nepecbinaembie B
pamMkax paboTel npotokona TLS (cMm. nogpobHee pasaen 9).

3.1.18 npeaBapuTenbHO pacnpeAeneHHbI CEeKpeT: dHTPONUIHbLIE AAHHbIE, UCMONb3yeMble B HEKO-
TOPOM COeAMHEHWM ANA BbIpabOTKM 0BLLUMX CEKPETHLIX 3HAYEHUI B COOTBETCTBUMU C EPapXUEn Knoven (CMm.
8.2) 1 n3BecTHole 06enM CTOpoHaM A0 Hayana paboTbl JaHHOIO COEAUHEHUS.

MpuMmeyaHne — B HacTOAWMX PEKOMEHaLMAX YCTAHOBMEHO, UTO TEPMUHBI «MPEABaPUTENLHO pacnpeaeneH-
Hbll cekpeT» U «PSK-3Ha4eHWe» SBNAKOTCA CUHOHUMaMU.

3.1.19 BHewWwHUI NpeaBapUTENbHO pacnpeaesieHHbIA CeKpPeT: npeaBapuTenbHO pacnpeaeneHHbIin
CeKpeT, BblpaboTaHHbIN CTOPOHaMK BHe npoTokona TLS.

3.1.20 BHYTPEHHUI NpeaBapuTernbLHO pacnpeneneHHbI CeKpeT: npeaBapuTenbHO pacnpeaeneH-
HbIW CEKpeT, BbipaboTaHHbIN CTOPOHaMK B paMKax npotokona TLS.

MpumevyaHus

1 B HacTosimMx peKoMeHAaLUMsX B LENSX COXPaHEeHUsi TEPMUHONOMUYECKOW NPEEMCTBEHHOCTU C [eiCTBYIOLLIMMA
OTEYECTBEHHLIMU HOPMAaTUBHLIMU JOKYMEHTaMu U ony6rnuKkoBaHHEIMU HayYHO-TEXHUYECKUMMN U3[aHUAMU YCTaHOBIEHO,
YTO TEPMUHBI «3NEKTPOHHAS MOANUCHY, «LndpoBas NOLMUCLY», «3NEKTPOHHAA Ludposas NOAMUCH» U «MOAMUCHY SBNSA-
HOTCS CUHOHUMaMMW.

2 B HacTosAWuMX pekoMeHaLmMsIx ucrnonb3aytotest 0603HaueHUs NapameTpoB ANNAUNTUHECKUX KPUBBIX B COOTBETCTBUN
¢ FOCT P 34.10—2012 (pa3gen 5).

3 B HacTosAwwmx pekoMeHaaumsax nog obosHaveHnsmMm «[sender]» n «[receiverl» nogpasyMmeBaeTcs NnepeMeHHas], Npu-
HUMatoLLasn 3Ha4YeHns N3 MHoXeCTBa {«client», «server»}. Hanpumep, nop obosHaqeHneMm [sender] write key nopgpasyMeBaetca
nepeMeHHas|, MpUHMMaroLLasn 3Ha4eHNs U3 MHoxecTaa {client_write_key, server_write_key}.

3.2 O603HaYeHus

B HacTosAILMX PEKOMEHAALMSAX NMPUMEHEHBI CrieayioLme 0603HAYEHNS:

By — MHOX€ECTBO GaNToBbIX CTPOK ANUHLI S, § 2 0. CTpoka b = (b, ... , bg) NPUHAANENUT MHOXKECTBY
B, ecnm by, ... , bg e {0, ... 255}. Mpmu s = 0 MHOXXECTBO B COCTOUT M3 €4UHCTBEHHOM NyCTON
CTPOKM AnUHbI 0;

B* — MHOXeCTBO BCeX BaTOBbIX CTPOK NPOU3BOSIbHON KOHEYHOW ANUHDI;

|b] — anuna GaiTosow cTpoku b € B* (ecnu b — nycras cTpoka, 10 |b| = 0);

| — KOHKaTeHaLusa AByx GaNTOBbLIX CTPOK; AN ABYX CTPOK & = (&, ... , 8g1) €Bgy, b = (by, ... , byy)
€ By, Ux KOHKaTeHaumen alb Ha3bIBaeTCsA CTPOKa € = (@y, ... , @g, by, ... Bgo) €Bgy 4 s

b® — GaifToBas CTPoOKa ANWHLI S BUAA bS = (b, b, ..., b) EB,, e b € By;
Nttt/

)
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bli.jl — ctpoka bli.j]= (b bj,q, ... .b)e B;_j,q, e 1=isjssub=(by, .., by e Bg
LMBb) — ctpoka LMB(b) = (b,, ... , by € B,, cooTBeTcTBYIOWasA cTpoke b = (b,, ... , b)) € B, 1<t<s;
STR() — ctpoka STR () =(by, ..., by) € B, COOTBETCTBYOLLAA yucny r =2565-1 byt .. +256-b,_, Db <
< 256° — 1 (npeacrtaBneHune yucna r B Buae 6antoeon crpoku B popmare big-endian);
stry(r) — ctpoka stry(r) = (by, ..., by) € B, cooTeTCTBYIOWAsA UNCny r = 256° -1 by + ... + 256 - byt
+ b, < 256° — 1 (npeacraeneHne Yicna r B Buae 6anTosomn CTpoku B dhopmare little-endian);
& — onepauusi no6GMTOBOI KOHBIOHKUUK (Mobutosoe "U1");
[r] — HauMmeHbLLee Lienoe Yncno, GonbLIee UK PABHOE T |

n — napamMeTtp anroputMa 6no4YHoro wngpoBaHus, HasbiBaeMblii ANMHOW Gnoka, 3agaBaemblii CO-
rmacoBaHHbIM KpuntoHabopom (cM. 10.1.1); B paMkax AaHHOro AOKyMeHTa uamepsietcs B 6an-
Tax;

3

KLen — napametp anroputma 6rno4Horo wmdpoBaHus, HasbiBaeMblii ANUHON KNoYa, 3agaBaemblii CO-
rmacoBaHHbIM kpuntoHabopom (cMm. 10.1.1); B pamMkax AaHHOro AOKyMeHTa uamepsiercs B 6an-
Tax;

3

IVLen — panuHa BekTopa uHuumanusauum B GarnTtax, 3agaBaemas CornacoBaHHbIM KpUnToHabopom (Cm.
10.1.2);

OTKPbITLIN 9)EMEPHbIN KMOY KIMUEHTA;

— 3aKpPbITbIN 9WEMEPHDI K4 KIWEHTA;

OTKPbITbIN 3(PeMepHbIN KIOY cepBepa;

— 3aKpbITbii 3heMePHbIN KNoY cepaepa;

— 3NAUNTUYECKas KpUBas, ykazaHHasa KMMEHTOM B pacLuMpeHumn supported_groups;

nopsaoK rpynbl TOYEK SNAMMNTUYECKON KpUBOW E;;

— MOPSIAOK LIMKNIUYECKON NOATPYNMbl rPynnbl TOYEK ANNUNTUYECKON KPUBOI Ej;

— TOYKa ANNUNTUYECKOH KpMBON E; nopaaka g;,

KOCHaKTOP LMKIIMYECKO NOATPYNMbI NOpAAKa g; rPYNMbl TOYEK SNIMATUYECKON KPUBOI E;, 3HaYe-

o ©
I

o

e 3 mR mo
| |

>
I

m:

HUe KOTOpPOro paBHO q—’;

i

(d's, Qy) — achemepHas KnoHeBas napa cepsepa: 3akpbITbiil U OTKPLITLINA KIIO4YM, COOTBETCTBYIOLINE KPUBOJ
E;

(d’c, Qic) — adhemepHas KnoveBas napa KNMeHTa: 3aKpbiTbId U OTKPLITBIN KMKOYKM, COOTBETCTBYIOLLME KPUBON

E;

O; — Hynesas TOYKa SMNUNTMYECKO KPUBON E;;
Qve,,-fy — KIH0Y MPOBEPKU NOANUCU, XPaAHALLMICA B CEPTUMUKATE CTOPOHbI B3aMMOAENCTBUS;

dsign — KIKOY NOANMCU, COOTBETCTBYHOLLMI KITHOYY Qve”.fy;
SIGN — yHKUMsa popmMmpoBaHna NogNUCKU, NPUHMMAIOLLAS Ha BXO4 NPOU3BOSLHYIO BanTOBYIO CTPOKY
M € B* n knod nognucu dsign M BblaaloLwas B Ka4yecTBe pesynsrara cBoen paboTbl CTPOKY Sgn
(cm. 10.2);
@ — onepauus NOKOMMNOHEHTHOrO CAMKEHMSA N0 MOAYMIO 2 ABYX 6aNTOBbIX CTPOK OAMHAKOBOW AMNUHbI;
HASH — XxaLw-hyHKUMSA, 3a4aBaemas CornacoBaHHbIM KpuntoHabopom (cm. 10.1.4);
HLen — pnuHa BbIxoga xaw-dyHkuum HASH B Baritax (cM. 10.1.4);
HMAC — dyHKUMA BbIYMCINEHUSA KOAA ayTeHTMdmKkaumm coobuieHus, onpeaensemaa anroputmom HMAC,
onucanHbiM B P 50.1.113—2016 (noapasgen 4.1) n 3agawowpmmcsi B COOTBETCTBUM C XILU-
yHKUMEN, 3a4aBAEMON COrMacoBaHHbIM KpUNTOHABopoMm (cm. 10.1.4).

MpumevyaHusn

1 B HacToswWmX pekoMeHAaLmMax BCe CTPOKOBbIE KOHCTaHTLI NPUBOAATCA B KaBblUKax W MPeACTaBnsAlTCA B KOAU-
poBke ASCI| 6e3 TepMUHUPYIOLLErO HyNb-CUMBOSA.

2 B HacTosALWMX pekoMeHAaUnsx YCTaHOBNEH creayrowuii mopsfoK nepeBoja Yncen B CTPOKKU, eCn UHOe He oroBa-
puBaeTCcs: BCe YMCNOBLIE 3HaYeHns, nmetone Tun uint8, uint16, uint24, uint32, uint64, npegcraBnsaoTcA B BUAE CTPOK B
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¢opmare big-endian. Hanpumep, aecatudnoe uncno 16909060 ¢ Tunom uint32 npepcraBnsetcs B Buae 6aiToBoi CTPOKM
01 02 03 04 B WeCTHaaLATEPUYHOM BUaeE.

3 B HacToALMX pekoMeHaLMsax YyCTaHOBMNEHO, YTO BeCb TpaduK, NnepecbinaemMblii B KaHane cBA3n, uMeeT baiito-
BOe MnpeAcTaBneHue.

4 BaiiToBoe npefcTaBneHne aHHbIX, COOTBETCTBYIOLNX ONpeAeneHHON CTPYKTYpe, 3ajaeTcs KoHKaTeHauue 6aii-
TOBbIX NPefCcTaBNeHU 3Ha4YeHUIA Nonemn CTPyKTyphl B Nopsake ux o6bsaeneHns (ceepxy BHU3). baiiToBoe npegcTasneHne
3Ha4YeHWs Nons, SBNSAIOLLErocs BEKTOPOM aleMEHTOB HEKOTOPOro TUNa, 3afaeTca KOHKaTeHauueil 6aiiToBbIX NpeacTaene-
HWI arNeMeHTOB [aHHOro BEKTopa B MOpsifike UX HyMepauuu (cnesa Hanpaso). Bce uncnosble 3Ha4YeHUS NpeacTaBnAlTCA
B BuAe 6aiToBLIX CTPOK B COOTBETCTBUM C NMPUMEYAHUEM 2.

5 B HacToAlMX pekoMeH4aLmusax B LensAX COXpaHeHUs TEPMUHONOMNYECKON NPEeeMCTBEHHOCTU C AeiCTBYIOLMMU
0Te4eCTBEHHLIMU HOPMaTUBHLIMU JOKYMEHTaMU U ONyGNUKOBaHHBIMU Hay4YHO-TEXHUYECKUMMN U3AAaHUAMMW YCTaHOBIEHO,
YTO TEPMUHBI «X3LU-PYHKLUAY, «KpunTorpauyeckas Xaww-pyHKUNA», «PYHKUNA X3WUPOBaHUA» U «KpunTorpaduyeckas
PYHKLMSA X3LIMPOBaAHNSA» SBMAOTCA CUHOHUMaMMU.

6 [ns onucaHWs NpoToKona B HACTOSILLIMX pekoMeHAaLUMUAX UCNONb3yeTeA OBLLENPUHATLIN A3bIK NPEACTaBNEHUS AaHHbLIX
B npoTokorie TLS (ganee A3bIk npefcTaBneHuns TLS), onucaHHbIi B NPUNoXeHun b.

3.3 CokpaweHus

B HacToAwmx pekoMeHaaumnsax NPMMEHEHbI Cneaylowme CokpaLleHUs:
CK3WMN — cpepncreo kpunTorpachuyeckon 3awmTbl MHopMmauuu;

AEAD — (Authenticated Encryption with Associated Data) wudposaHne ¢ UMUTO3ALLUTON U acCOLUUPO-
BaHHbIMU AAHHbLIMW;

TCP — (Transmission Control Protocol) npotokon ynpasnesus nepeaaueii.

4 O630p npotokona TLS

OcHOBHOE HasHadeHue npotokona TLS — cosgaHue 3awmLLeHHOro KaHana CBa3u Mexay AByMs B3au-
MOAENCTBYIOLLMMU CTOPOHAMM, TO €CTb obecneveHue cneayoLmx CBOMCTB:

- ayTeHTuduKkauust CTOpoH: obecneumBaeTcsl 3a CHET NpoBepkn CHOPMUPOBAHHOTO 3HAYEHUSA NOANU-
CW UNK 3a CYEeT noaTBepXKaeHUA (HesaBHOro) chakta obnagaHusa obWwmMM NpeaBapuTesibHO pacnpeaeneHHbIM
cekpeTom (PSK). AyTeHTudukauusa cepeepa siBNAeTca 00a3arenbHOn, ayTeHTUUKaLMA KIMeHTa SBnseTca
ONMUMOHANLHOM;

- KOH(hMAEHLMANbHOCTb U LIENOCTHOCTbL: 06ecneunBaeTca 3a cyeT ucnonb3osaHua AEAD anroputma.

Mpotokon TLS coaepuT ABa OCHOBHbLIX NOANPOTOKONA, OTBEYAIOLLMX 3a 06ecneveHne CBOWCTB, nepe-
YUCTIEHHbBIX BbILLE:

- npotokon Handshake (pasgen 5), oTBeuatowmint 3a cornacoBaHue Kpuntorpaguyeckmx napameTpos,
BbIpaGoTKy 06LLero kno4yeBoro marepmana u ayTeHTuuKaUmio CTOPOH;

- npotokon Record (pasaen 6), ucnonb3yowmin kpuntorpadmyeckne napameTpbl U OBLLMIA KNIOYEBON
marepuarn, cornacoBaHHble BO BpeMs BbIMONHEHUA npotokona Handshake, ana 3awutbl Tpaduka mexay
CTOpOHaMK B3aUMOAENCTBUA.

CTOpPOHBLI MOTyT 06MEHMBATLCA MHOPMALIMEN O 3aKPLITUU COSAUHEHUA UNU O BO3HUKLIEN owmbke C
NOMOLLbIO Nepeia4n COOTBETCTBYIOLMX ONOBELLEHUI B pamkax npoTokona Alert (pasgen 7).

4.1 UNepapxusa uHpopMaLMOHHOIO OOMeHa

Mpotokon TLS 1.3 paboTtaeT noBepx TPAHCNOPTHOrO npotokona (Hanpumep, TCP) ¢ rapaHTMpPOBaHHON
JIOCTaBKOW NMaKeToB AaHHbIX, KOTOPbIN 0becnevymBaeT 4OCTaBKY COOOLLEHUI C COXPAHEHUEM X O4E€PEHOCTH,
OTCYTCTBMEM MOTEPb M AyOnuposaHuii. Mosepx npotokona TLS 1.3, B ¢BOIO oyepeab, paboTalor NpoToKOsbI
NPUKNAagHOro YPOBHSI.

Cxema obmeHa aaHHbIMK B npoTokone TLS 1.3 uzobpaxkeHa Ha pucyHke 1.
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anKJ’Ia,qHI:Ie NpoOTOKONbI

A A
\ 4 \ 4

MpoTokon TLS

A A
A 4 A 4

TpaHcnopTHLINA MPOTOKOS

I —

PucyHok 1 — Cxema o6meHa AaHHbIMU B npoTokone TLS 1.3

Wepapxusa nHdopmauuoHHoro obMeHa npotokona TLS 1.3 Bkniouaer B cefs coeauHeHUs, B paMkax
KOTOPbIX NEPECHINAETCA NMOTOK COOOLLEHNI PA3NUYHBIX TUMOB, MHKAMNCYIIMPOBAHHLIN B 3aNUCH.

4.2 CocTosiHMe coeauHeHus

CocTosiHMe coeguHeHNnsn onpeaenset nopaaok 006paboTkm AaHHbIX, NepeaaBaeMbiX B paMkax 3Toro co-
eanHeHus. B kaxabli MOMEHT BPEMEHU BbIAENAETCH TEeKyLLee COCTOSIHME YTEHUA U TeKyLee COCTOAHUE 3a-
nUCK AN KaXKaoi U3 CTOPOH B3aMMOAENCTBUS.

Ons kaXgon M3 CTOPOH C COCTOSIHUEM YTEHUA/3anucu CBsA3aHbl criegylome napaMeTphbi:

- HOMep nonyyaemoi/nepecsinaemoi sanucu seqnum (uucno or 0 o SNMAX-1 BKNIOMUTENLHO, rae
napametp SNMAX 3apaetca BbIOpaHHbIM KpUNTOHAO0pOM, cM. 10.1.3), KOTOPLIN YBENUYUBAETCA HA €AUHULYY
nocne Kaxzaoun nory4eHHoW/oTnpasneHHOo 3arnucu;

- KnodeBon marepuan tpadmka: [sender]_write_key, [sender]_wrife_iv (cm. 8.4).

B kaxkabli MOMEHT BpeMeEHU BCe 3anmcn 06pabaTbiBaloTCA B COOTBETCTBUM C TEKYLLIUM COCTOSIHUEM CO-
eauHenus. MNMpu nHULManm3auum CoeguHeHns HoMepy 3anucu NPUCBAUBAETCA HYNEBOE 3HAYEHNE, KNYeBOW
Martepuan He onpeaeneH (3anucy nepeaarTcsl B OTKPLITOM Buae). CMeHa COCTOAHUSA YTEHUA/3anMcu NPounc-
XOAUT MPU KKAOM M3MEHEHUU KNIOYEBOro Matepuana tpaduka, npu 3TOM COOTBETCTBYIOLMUIA AAHHOMY CO-
CTOSIHUIO HOMEpP nepecbinaemon/nonyyaemMon 3anmcm 0BHyNAETCS.

B pamMkax HacTosLMX pekOMeHAaLUUM BIAENSETCA TpU aTana COCTOAHWUA COEANHEHUSA:

- gtan kmoveBoro obmeHa: coobuleHus ClientHello, HelloRetryRequest, ServerHello npotokona
Handshake (cm. 5.5), Bceraa nepecbinaembie CTOPOHaMM B OTKPLITOM BUAE;

- 9Tan BblpaboTKkM NapameTpoB COeAMHEHUS U ayTEHTUdMKaumm: Bce coobieHus npotokona Handshake,
HaumMHas ¢ coobueHus EncryptedExtensions u 3akaHunBas coobuieHnem Finished co CTOpOHbLI knueHTa, Beer-
Aa nepepaioTcs B 3aLUMULLEHHOM BMAE C NMOMOLLbIO KMioveil, BbipaBoTaHHbIX HA OCHOBE CEKPETHOrO 3Ha4YeHus
[sender]_handshake_traffic_secret (CM. 8.2);

- 9Tan nepeckInku NpUKNagHbiX AaHHbIX (cMm. pasgen 9) u post-handshake coobweHuii (cm. 5.9): Bce
AaHHble, NoCkINaeMble B paMKax 3Toro arana, nepeaarorca B 3aliyLLEeHHOM BuAae. [ns ux sawurtbl CNonb3y-
IOTCSA KNtoun, BbipaboTaHHbIe HAa OCHOBE CEKPETHOro 3HadYeHus [sender]_application_traffic_secret_N (cm. 8.2).

MpumevaHus

1 MpwuknagHble faHHbIe, NepeckinaeMble B 3alUMLLEHHOM Ha Knkovax [sender] application_traffic_secret_N Buge,
MOryT GbITb NOCnaHLl CEpBepOM L0 NosnyveHusi cooblyeHus Finished co CTOPOHBI kIMeHTa B criydyae OAHOCTOPOHHENR ay-
TeHTUdUKaumm (cM. nogpobHee pasgen 9).

2 B pamkax aTana nepechinku NpuknagHelx AaHHbIX MOXET NPOXoAUTL CMeHa COCTOAHUA COeAUHEeHUA NyTeM cMme-
Hbl KIFOYEBOro Matepuana Tpaduka ¢ NOMOLLbIo MexaHWaMma cooblyeHunii KeyUpdate (cm. 5.9.3).

5 MNpotokon Handshake

5.1 ®opmar cooGweHunin nporokona Handshake

Mpotokon Handshake ncnonb3yercs ansa cornacoBaHus napameTpoB 6€30MacHOCTU COEAUHEHUSA, Bbl-
paboTku obLiero kn4eBoro marepuana um ayteHTudukaumm ctopoH. CoobuweHns npotokona Handshake
nepegarTca NpoTokony Record ana nocneayoLwen nHKancynauun B ogHy unu Heckoneko TLSPlaintext nnu

6
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TLSCiphertext cTpykryp (cMm. pasgen 6), koTopble 06pabaTbIBalOTCA U NepPeaaloTcsl B kKaHane CBA3U B COOT-
BETCTBUMU C TEKYLLMM COCTOSAHUEM COeAuHEHUsA (CM. 4.2).

Kaxxgoe coobuienne nporokona Handshake cogepxut cneumanbHbiil 3aronoBoK, COCTOALWMN U3 YeETbl-
pex 6anTtos. MNepBbii GaiT coaepXUT KOA Tuna coobLeHus (none msg_type), Tpu cneayowmx 6anta — anuHy
AaHHbIX coobiueHus (none length). Mocne 3aronoBka cneayloT nepecbinaemMbie B JaHHOM COOOLEHUN aaH-
HblE.

enum {
client_hello(0x01),
server_hello(0x02),
new_session_ticket(0x04),
end_of_early_data(0x05),
encrypted_extensions(0x08),
certificate(0x0B),
certificate_request(0x0D),
certificate_verify(Ox0F),
finished(0x14),
key_update(0x18),
message_hash(0xFE),
(OxFF)

} HandshakeType;

struct {
HandshakeType msg_type; /* handshake type */
uint24 length; /* remaining bytes in message */
select (Handshake.msg_type) {

case client_hello: ClientHello;

case server_hello: ServerHello;

case end_of_early_data: EndOfEarlyData;
case encrypted_extensions: EncryptedExtensions;
case certificate_request: CertificateRequest;
case certificate: Certificate;

case certificate_verify: CertificateVerify;
case finished: Finished;

case new_session_ticket: NewSessionTicket;
case key_update: KeyUpdate;

h
} Handshake;

[lanee no TEKCTy YCTAHOBMNEHO, 4TO noj TepmuHamu «coobuweHue ClientHello», «coobieHune
ServerHelloy, ..., «coobweHne KeyUpdate» nogpasymesaeTcs Habop AaHHbIX, COOTBETCTBYIOLLMX CTPYKTYpe
Handshake (B 4actHocTu, umetowmii nona Handshake.msg_type u Handshake.length), onucaHHol BbiLue,
Ana kotopsix none Handshake.msg_type cogepxut 3Ha4eHus client_hello(0x01), server_hello(0x02), ..., key_
update(0x18) COOTBETCTBEHHO.

[anee no TekcTy ycraHOBNEHO, uTO CTPOKKU ClientHello, ServerHello, ..., KeyUpdate siBnsatoTtcs 6anToBbI-
MU npeacTaeneHnamu coobweHnmii ClientHello, ..., KeyUpdate cootBeTCTBEHHO (CM. 3.2).

[anee no TeKCTy yCTaHOBMIEHO, YTO NOA TEPMUHOM «nepBoe coobuieHne Finished o CTOpoHbI KNueHTa»
nogpasymeBaetcs coobLieHue Finished, nocbinaeMoe Bnepebie B paMKax TEKYLLETO COEANHEHMS.



P 1323565.1.030—2020

J[lanee no TekcTy yCTaHOBMEHO, YTO Noa TepMUHOM «main-handshake coobLieHus» nogpasyMmeBaloTcs
co00LLeHNnA, NockiNaeMble CTOPOHAMU B3aUMOAENCTBUA B pamkax paboTbl npotokona Handshake, HaunHasn
¢ ncxoagHoro coobuenus ClientHello u 3akaHunsas nepsbiM coobweHnnem Finished co CTOpoHbI kKnueHTa, npu
aToM coobeHuss NewSessionTicket u KeyUpdate, koTopble MOryT GbITb NOCnaHbl CEPBEPOM 10 MONyYeHUs
nepsoro coo6uieHus Finished co CTOPOHbI KNMEHTA B Cy4Yae 0AHOCTOPOHHEN ayTeHTudmKkauuu (CM. noapos-
Hee 5.9.1 n 5.9.3), He BKNo4aloTCA B MHOXECTBO main-handshake coobieHuii.

[lanee no TekcTy yCTaHOBMEHO, YTO noa TepMuHom «post-handshake coobuieHun» nogpasymesaiorcs
BCe COOOLUEHUS, NOChINaeMble CTOPOHaMKU B3aMMoAencTeua B pamkax pabotbl npotokona Handshake, koto-
pble He aBnaloTca main-handshake cooGLeHuAMM.

CoobuweHua nporokona Handshake AomkHbl nepecbinaTbCa B CTPOrom (PUKCUPOBAHHOM NOPSAAKE, KO-
Topbin onpeaenserca cneayiowmm obpasom: ClientHello/(ClientHello1, HelloRetryRequest, ClientHello2),
ServerHello, EncryptedExtensions, CertificateRequest, Certificate co cropoHbl cepsepa, CertificateVerify co
CTOPOHLI cepBepa, Finished co ctopoHbl cepeepa, Certificate co ctopoHbl knneHTa, CertificateVerify co ctopo-
Hbl KNUeHTa, Finished co cTropoHbl knueHTa, post-handshake coobwenus (cMm. 5.9). Mpu 3TOM ONUUOHANBHLIE
co006LeHNUs M3 AaHHOTO CIMCKA MOTYT onyckaTbcA. CTOPOHA B3auMoAEenCTBUS, NONMy4YMBLIASA COOBLLEHME NpPO-
Tokona Handshake, kOTOpOe HE COOTBETCTBYET AaHHOMY MOPAAKY, AOIDKHA npepBaTb paboTy NpoTokona ¢
onoseLleHneM 00 owmbke unexpected_message (cm. 7.2).

MpnmeyvyaHue — B HacTosAwmX pekoMeHaaLmsax He onuceiBaeTcs coobleHne EndOfEarlyData, ykasaHHoe B [1], Tak
Kak B Bepcum npoTokona TLS 1.3, cooTRETCTBYIOLER HACTOALMM pekoMeHAaLMsaM, nepeckinka O-RTT AaHHbIX 3anpeLyeHa.

5.2 BasoBble npuHUMNLI pa6oTbl nporokona Handshake

B pamkax npotokona TLS 1.3 cywecTByeT ABa TMNA SHTPOMUIHBLIX AAHHLIX, KOTOpPbIE MOTYT ObiTb UC-
nonbL30BaHbl ANs BbIPAabOTKM 00LLMX CEKPETHBIX 3HAYEHUII B COOTBETCTBUM C Uepapxueii knioyei (cMm. 8.2):

a) obwee cekpeTHoe 3HaueHune ECDHE, sbipabatbiBaemoe npu MCnonb3oBaHuu nporokona Juddu-
XennmaHa Ha OCHOBE ANNTUNTUYECKUX Kpusblx” B cooTBeTcTBUM C 8.5. [Ina BbIpabOTKM AAHHOIO 3HAYEHUSN
CTOPOHbI B3aUMOAENCTBUS OOMEHUBAIOTCA OTKPbITbIMU 3(heMEepHbIMU KMOYaMM B paMKax COOOLLEHUI KIio-
yeBoro obmeHa;

0) npeaBapuTenbHO pacnpeaerneHHbIi CeKpPeT, U3BECTHLIN 00eumM CTOpoHaMm A0 Havana paboTbl Teky-
LLiero COeaMHeHUs 1 BbipaboTaHHbIN B COOTBETCTBUM C OAHUM U3 Cneayiowmx cnocotoe (cM. noapobHee 8.6):

1) BbipaboTaH B pamkax paborbl npotokona Handshake — BHyTpeHHUII npeaBapuTENbLHO pacnpe-
JeneHHbI cekpeT iPSK;

2) pacnpeneneH Mexgy CTopoHamu BHe npotokona TLS 1.3 — BHewWwHWt npeasaputenbHO pac-
npeaeneHHbI cekpeT ePSK. Hacrosiwmne pekomeHaauum He PUKCUPYIOT MexaHusMm hopMUpoBaHUS U pac-
npeaeneHns 3HaveHns ePSR. Mpu HeoGXoaMMOCTM UCMONb3OBAHMA AAHHOTO TUNa NpeaBapUTEnbHO pac-
NpeaeneHHoro Cekpeta OonuCaHue AaHHOro MexaHu3Ma, UccrnefoBaHue NpPeaocTaBnsemMoro nocpeacTsoM
MCNoMNb30BaHNS AAHHOIO 3Ha4YeHuss ePSK (byHKUMOHanNAa, a Takke aHanu3 CTOMKOCTU NPOTOKOMa AOMKHbI NPO-
BOAUTbLCA OTAENbHO.

B pamkax npotokona TLS 1.3 cywiectsyeT ABa cnocoba ayTeHTUuKaumum CTOpoH:

a) ayTeHTuMKauus 3a CHeT UCNONb3oBaHus cepTudukaTto U noanucu. Mpu 3ToM ayTeHTUdukauus
cepBepa sBnAeTcs 06a3aTenbHON U NPOUCXOAUT TOMbKO B paMKax Nepecbinku COOTBETCTBYIOLLMX main-
handshake coolueHuii, a ayTeHTUDUKALUA KNMEHTa ABMAETCA ONUMOHANbLHOW, BbINOMHSETCA NO 3anpo-
Cy OT cepBepa M NPOoxXoAuT B pamkax nepecbinku kak main-handshake, Tak u post-handshake cooGuueHui
(cm. 5.9.2);

0) ayTeHTudmMKaums 3a c4eT noaTBepxaeHuA (HesIBHOro) dhakta obnagaHusa npeaBapuTenbHO pacnpe-
JAeneHHbIM cekpeToM. Npu STOM Tun ayTeHTudnKaLmMmn (4ByCTOPOHHSAA UMM OAHOCTOPOHHASA) Nubo onpeaens-
€TCsl TUMOM ayTeHTUdUKaLUUM CTOPOH B COEAMHEHUN HA MOMEHT nepeckinku coobuwenun NewSessionTicket,
acCOLMUPOBAHHOTO C UCMONb3YEMbIM BHYTPEHHUM NPEeABapUTENIbHO pacnpeaeneHHbiM cekpeToM iPSK, nubo
BCErna SBMAETCSH ABYCTOPOHHENH?) B CMyyae UCMONb30BAHWUS BHELLUHErO NPEeABAPUTENLHO PacrpeaeneHHOro
cekpeta ePSK.

1) B cootsetcTaun ¢ [1] npoTokon TLS 1.3 fonyckaeT BO3MOXHOCTL paboTkl NpoTokona Handshake Ha ocHoBe Uc-
nonb3oBaHusi npotokona Auddn-XennmaHa B MynsTUNIMKATUBHO rpynne KOHEYHOro MOMS, ogHaKo STOT cnocob B Ha-
CTOSALYMX PeKOMEHAaLWsX He NoaAepKUBaeTCs.

2 [aHHoe TpeBoaHne oTCyTCTBYET B [1] M SBNAETCA 4OMNONHUATENBHEIM YCOBMEM, HaKNahbBaeMbIM Ha BHELLHW
npegBapuTENBHO pacnpefeneHHbI CeKpeT B pamMkaxX HacTOSALLMX peKoMeHAaLniA.

8
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MpumeyvaHusa

1 [anee no TeKCTy Noj «CepTUCUKATOM cepBepa, acCoLMMPOBaHHLIM CO 3Ha4YeHeM iPSKy, nogpasyMeBaeTcs cepTu-
douKaT, KOTOpbIi BbIN UCMOMNL30BaH CepBEPOM ANA YCNELLHON ayTeHTUMhNKaLWMK NPW YCTaHOBNIEHWU NepBOHaYarnbHOMo coeau-
HeHWs U3 LienoYkn CoeAnHEHNIA, B paMKax KoTopol Bbino BeipaboTaHo AaHHoe 3HaueHue iPSK. Mo «cepTudukaTom KnneHTa,
aCCOLMMPOBAHHBLIM CO 3HaYeHueM /PSK», NoApasyMeBaeTCs cepTUdUKaT, KOTOPLINA Bbin UCNOMBL30BaH KIUEHTOM ASs YCNELLHOMR
ayTeHTUPUKaLMK NpK YCTAHOBMNEHUN HEKOTOPOrO COEAUHEHUSA U3 LIENOYKN COEAUHEHMUI, B pamMKax KOTopoii Bbino BbipaGoTaHo
flaHHoe 3HaveHwe /PSK, 1 KOTOpLIA ONpeaenseT COCTOSHUE ayTEHTUDUKALMN KIWEHTa B COEANHEHUN HA MOMEHT NEPECHINKA
coobLeHnsa NewSessionTicket, accoLnnpoBaHHOrO ¢ faHHbIM 3Ha4eHueM iPSK.

2 [lanee no TeKCTy YCTaHOBMEHO, YTO NOA TEPMUHOM «3HaYeHWe ePSK, accoLmnpoBaHHoe co 3HaYeHneM iPSK», noapa-
3yMeBaeTcs 3HadeHne ePSK, cornacoBaHHoe B pamKax NnepBoHa4arisHoro COeAnHEHNs U3 LienoYKkN COEAVHEHWIA, B pesynbraTe
koTopoit 6bIno BelpaboTaHo AaHHoe 3HayeHue iPSK.

B HacToAmMX pekoMeHaaumax OnUChIBAOTCA TPU CXeMbl ayTeHTU(ULUUPOBAHHOW BbIpaboTkM 06LIero
KNIOYEBOro Matepuana, ucnonb3yembie B pexxumax pabotel npotokona TLS 1.3:

a) ecdhe_ke (cm. nogpo6Hee 5.3.1). B ka4yecTBe 3HTPONUIHLIX AaHHbIX ANs BbIPAB0TKU 06LLErO Kntove-
BOr0 MaTepuana coeiMHEHUs ucnonb3yetcs obuiee cekpeTHoe 3HavyeHne ECDHE, BbipabaTbiBaeMoe CTOpo-
HamK Ha aTane nepecbInku COOBLUEHWI KIo4eBoro obmeHa (CM. 8.5). AyTeHTudukaLmsa CTOPOH OCyLLECTBNS-
eTCs 3a CYET UCMOSb30BaHNUA cepTMdUKATOB U NOANUCH;

6) psk_ke (cMm. nogpoGHee 5.3.2.1). B kayecTBe SHTPONUIHLIX AAHHLIX ANs BbIpabOTKM 06LWIEro knio-
YEBOro Marepuana coeauHeHUs ucnonb3yerca obliee cekperHoe PSK-3HaueHue, BbipabaTbiBaeMoe B CO-
OTBETCTBUM C 8.6 (B pamKax HaCTOALMX PEKOMEHAauMUi AONYCKAETCs1 UCMONb30BAHUE TONbKO BHYTPEHHETO
npeasapuTenbHO pacnpeaeneHHoro cekpeta iPSK). AyTeHTudukaymsa CTOPOH OCYLLECTBISAETCA 3a CYET noa-
TBEPXKAEHMA (HeABHOro) chakta obnagaHus PSK-3HaveHuem;

B) psk_ecdhe_ke (cM. nogpobHee 5.3.2.2): Ha OCHOBE WUCMONb30BaHUSI ABYX MOAXOA0B, NepPeYnCneH-
HbIX BbILLE. B kayecTBe SHTPONUIHBLIX AAHHbIX ANS BbIPAbOTKM OBLLEro KioueBOro Marepuana coeauHeHus
MCMonb3yeTca nNpeBapuTensHO pacnpeaeneHHbli cekpet PSK, BoipabaTbiBaeMbliil B COOTBETCTBUM C 8.6, KO-
TOPbIN MOXET ObITb Kak BHYTPEHHUM (iPSK), Tak u BHewWwHUM (ePSK), u obLiee cekpeTHoe 3HavyeHne ECDHE,
BblpabaTbiBaeMO€E CTOPOHAMM Ha 3Tane nepecbisiku COOBLLEHM KioYeBoro obmeHa (cm. 8.5). AyteHtuduka-
LLMA CTOPOH OCYLLECTBMAETCA 3a CYET NOATBEPXKAESHUA (HeABHOrO) hakTta obnagaHusa sHadeHnem PSK.

Pexxumbl paboTbl npoTtokona Handshake nogpasaensiiorca Ha ABa cneaylowmx Tuna:

a) nonHas cxema obmeHa coobueHusimu (Full Handshake): k aanHomy Tuny otHocstcss ECDHE-only u
ePSK-ECDHE pexumbil;

6) Bo3obHoBNeHue coeauHenus (Resumption): k gaHHOMY Tuny oTHocaTcs iPSK-only u iPSK-ECDHE
pexumbl. [JaHHbIe pexuMbl paboThl ABASIOTCA aHanoramm mMexaHusMa BO30OHOBINEHUSI COEAUHEHURA 3a CYEeT
MCMONb30BaHNA MOAEHTUMUKATOPOB CECCUU, NPUMEHSIEMOrO B Gonee paHHUX Bepcusix npotokona TLS (cm.
P 1323565.1.020), 1 ucnonb3yoTcs AN OLICTPOro BOCCTAHOBNEHUA NApaMeTpoB C NMOMOLLbIO BHYTPEHHETO
npeasapuTenbHO pacnpeaeneHHoro cekpera iPSK.

B Tabnuue 1 npusogmTca nHopmaumsa 0 COOTBETCTBUU pexuMoB pabotbl npotokona Handshake cxe-
MaM ayTeHTUMULMPOBAHHON BbIPAOOTKM OBLLETO KIOYEBOro MaTepuana u TUnam UCMoNb3yeMbiX SHTPOMMIA-
HbIX JaHHbIX.

Tabnunya 1 — CooTBeTcTBMe pexuMoB paboTtel npoTokona Handshake cxemam ayTeHTUdUUMPOBaHHONW BblipaGoTKu
obLero kro4eBoro marepuana

CxeMa ayTeHTUDUUMPOBaHHOW BbIpaboTKu

Pexum paboTbl npoTokona Handshake

obLLero kno4YeBoro MaTepuana

McnonbayeMble 3HTPONUIHbIE JaHHbIe

ECDHE-only ecdhe_ke ECDHE
ePSK-ECDHE psk_ecdhe_ke ePSK u ECDHE
iPSK-only psk_ke iPSK
iPSK-ECDHE psk_ecdhe_ke iPSK w ECDHE

CoOTHOLLEHME pexuMoB paboTel npotokona Handshake npuBegeHo Ha pucyHke 2. OCHOBHOW NPUHLMN
3aKnoyaeTca B CneaylowemM: BHELWHE pacnpeaeneHHbln cekper ePSK mMoxeT BbiTb UCMONb3oBaH TONbLKO B
pamkax ePSK-ECDHE pexwima.



P 1323565.1.030—2020

ePSK

PucyHok 2 — CooTHoLWeHne pexnmMoB paboTbl npotokosa Handshake

MpumeuyaHune — B cootBeTcTBMM C [1] npotokon TLS 1.3 gonyckaeT ucnonib3oBaHme O-RTT gaHHbIX, OAHAKO npuv
paboTe NpOTOKONa B COOTBETCTBUM C HACTOALLMMY PEKOMEHAAUMAMU, AaHHbIA hYHKLMOHAN 3anpeLleH.

5.3 CxeMmbl ayTeHTU(MULMPOBaHHOI BbipaboTku 06LLEro K4eBoro Mmarepmana

B HacTosLweM pasfenie onuCbIBAIOTCA TPU CXeMbl ayTEHTUULMPOBAHHOW BbIpaboTKN 06LLEro K1to4YeBo-
ro matepuana ecdhe_ke, psk_ecdhe_ke, psk_ke, ona kaxaon 13 kOTOpbIX NPUBOANUTCA CXEMA PEXMMOB pabo-
Tbl NpoTokonia Handshake (cm. pucyHkm 3—5), cogepxalias Cnmncok Bcex coobLyeHnii npotokona Handshake,
KOTOpble MOryT 6bITb MOC/aHbl B pamMkax AaHHOro pexuma [kpome cooblieHus HelloRetryRequest, koTtopoe
MOXeT nocblnarbcs B pamkax ecdhe_ke n psk_ecdhe_ke pexumos (cM. nogpobHee 5.4 n 5.5.3)], a Takke 6a-
30Bblii HA6OP pacLUMPEHUi, HENOCPEACTBEHHO UCMNO/Ib3yEeMbIX A4NS1 ayTEHTUMLMPOBAHHON BbIpaboTKM 06LLe-
o K/II0YEBOr0 Mateprana B KaxAoM KOHKPETHOM pexume.

MonHbIli CNNCOK BCEX paclunpeHnii npusegeH B Tabnuue 2. MNoapobHoe onncaHve kaxaoro us cooblue-
HWiA npuBoguTca B 5.5—5.9.

5.3.1 Cxema ecdhe_ke

CxeMa ayTeHTUhULMPOBaHHON BblpaboTkM obLiero kntoya ecdhe_ke OCHOBLIBAETCSt HA UCMO/Ib30BaHNN
npotokona Aunddu-XennmaHa Ha OCHOBE 3NNMNTUYECKUX KPUBLIX. B kauecTBe SHTPOMUIAHBLIX AaHHbIX 415
BbIPabOTKM O6LLEr0 KI0YEBOro Mareprana CoefuHeHUss Ucnosb3yeTcs obliee cekpeTHoe 3HayeHne ECDHE,
BblpabaTbiBAEMOE CTOPOHAMW Ha 3Tane MepecbliKU COOBGLLEHNIA KoYeBOro obmeHa (cm. 8.5). AyTeHTudm-
Kauusi CTOPOH NPOMUCXOAUT 3a CYET UCMNO/Ib30BaHNA CepTUMNKATOB U NOAMNUCKU, NepPeCchIaeMbIX B paMkax Co-
o6uweHwnii Certificate n CertificateVerify (cMm. nogpo6Hee 5.8.1 1 5.8.2).

Cxema ecdhe_ke ncnonbsyetcs B pamkax ECDHE-only pexuma pa6oTbl npotokona Handshake.

Cxema obmeHa coobuieHusamn B ECDHE-only pexume pa6oTbl npotokona Handshake npusegeHa Ha
pucyHke 3.
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Knnent Cepsep

ClientHello:
¢ supported_versions
* signature_algorithms
« signature_algorithms_cert*
e supported_groups  mmmmeeeeeeee >
* key_share
ServerHello:
supported_versions ¢
key_share ¢
EncryptedExtensions:
supported_groups* «
CertificateRequest*:
signature_algorithms
signature_algorithms_cert*»
Certificate
CertificateVerify
Finished
Application Data*
® oo NewSessionTicket*
KeyUpdate*
Certificate*
CertificateVerify*

Finished

Application Data Application Data

NewSessionTicket*

KeyUpdate* KeyUpdate*

Vicnonb3yemas cucrema 0603HaYeHNI:

. - pacwmnpeHunsa, nocblnaembole B paMkKax C006U.I,eHVIF|, noa KOTOPbIM OHWU YKa3aHbl,
* -oNnuMoHasbHble faHHble;
-COOGUJ.eHVIFI, 3alleHHble Ha Knr4ax, BblpaﬁOTaHHbIX n3 CeKpeTHoro 3Ha4vYeHunA
[sender\ handshake traffic secret (cm. nogpo6Hee 8.4);
- coobueHus, 3alyLeHHble Ha Knoyax, BblpaboTaHHbIX n3 CEeKpeTHOro 3Ha4eHusn

[sender] application traffic secret N (cm. nogpo6Hee 8.4).

PucyHok 3 — Cxema o6bmeHa coobuieHnamy B ECDHE-only pexume pa6oTbl npoTokona Handshake

MNMpumeyvaHunsna
1 Ha pucyHke 3 npuknagHble aaHHble Application Data He oTHOCATCA K coo6LeHnaM npoTokona Handshake.

2 NMpuknagHele gaHHble (Application Data), nepecbinaemblie cepBepoM A0 MOMyYeHUs nepsoro coobuieHns Finished co
CTOPOHbI K/IMEHTa, MOryT 6bITb NOCMaHbI TOILKO B C/ly4ae OAHOCTOPOHHEN ayTeHTudmKkaumm (cM. nogpoGHee pasgen 9).

3 CoobueHnsa NewSessionTicket n KeyUpdate, nepecblinaembie cepBepoM A0 NosyvyeHus nepsoro coobeHuns Finished
CO CTOPOHbI K/IMEHTa, MOryT 6blTb NOC/aHbI TONILKO B C/lyyae OAHOCTOPOHHEN ayTeHTudmkauyun (cm. nogpobHee 5.9.1, 5.9.3).

[Ona yctaHoBneHus coeagnHeHuns B pamkax ecdhe_ke cxembl B coobuweHnn ClientHello Heob6xogmmo yka-
3aTb cnefywLWmnin MUHUManbHbIA HAbop paclupeHunii:

a) ob6a3aTenibHOe paclwupeHune supported_versions, ucnosb3yemoe A5 cOrnacoBaHusa Bepcum npoTo-
kona TLS (cm. 5.6.1);

n
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6) obsazarenbHOE paclumpeHue signature_algorithms, cogepxxaiiee nHdopmaumio 06 anropuTmax nog-
nUcK, NOAAEPKUBAEMBIX KITMEHTOM, U OTBEYAKOLLEE 38 BO3MOXHOCTb ayTEHTU(dMKALMN CTOPOH C MOMOLLbIO
cepTudmkatos (cm. 5.6.2);

B) obsizatenbHble paclumpenus supported_groups (cm. 5.6.3) n key_share (cm. 5.6.4), oTBevatoime 3a
BbIpabOTKY 06Lero cekpeTHOro 3HavyeHuss ECDHE, rpe:

1) paclumpeHue supported_groups cogepxuT MHOPMaLUIO 00 ANNUNTUHECKUX KPUBBIX, NOAAEPXKM-
BaEMbIX KIIMEHTOM M yKa3blBaeMbIX B nopsake yObIBaHUA NPeanoYTEeHUS;

2) paclwmpeHue key_share cogepxut MHGOPMaLMIo 06 OTKPLITEIX 3EMEPHBIX KIoYax Q1c, ch, e
npeanaraemMblX KIMEHTOM U yKa3blBaeMblX B nopagke yobiBaHWs NpeanoyTeHus.

Ons ycraHoBneHus coeauHeHusi B pamkax ecdhe_ke cxembl B coobuieHnn ServerHello Heo6xoaumo
yKasaTb CreayloLwmuini MUHUManbHbI Habop pacLUMPEHUii:

a) obssatenbHoe paclumpeHue supported_versions, ncnonb3yeMoe Ans cornacoBaHus BEPCUU NPOTO-
kona TLS (cm. 5.6.1);

0) oBsazarenbHoe paclumpeHne key_share, cogepxatuee nHdopmauuio 06 OTKPLITOM 3heMePHOM KIto-
ue cepeepa Qg, NPUHAANEXKALLEMY TOW JKE KOUBOM, YTO U HEKOTOPbIN OTKPBITHLIA dheMepHbIN KIiod KnueHTa
@', BbiBpaHHbIit ceppepom U3 Cnucka, ykasaHHoro B paclumpeHum key_share co CTopoHsl knuenTa. Mpu sTom
JaHHOe pacLuMpeHne NoCbINaeTcs, B Criy4ae ecnum cepeep rotoe paboTatk € AaHHbIMW, NEPEAAHHBIMU B pac-
LmMpeHunsx supported_groups u key_share co CTOPOHbI KNMEHTA.

MpuMevyaHus

1 PaclumpeHrue supported_groups ABMSIETCA ONLMOHANbHBIM ANA cepBepa U CoAepXUT MHdopMaLmio 06 annunTu-
YeCKWUX KpUBbIX, MOAAEPXKNBAEMBIX CEPBEPOM.

2 Pacwwupenue signature_algorithms sBnsetcsa o6s3aTentHbIM AN cepBepa B criyvae [BYCTOPOHHENW ayTeHTUdu-
KaLuu 1 AOMXHO Nepeckinatees B cooblenun CertificateRequest.

3 PacwupeHne signature_algorithms_cert sBnsieTcA onuuoHankeHeIM st KNWEHTa U cepsepa (cM. nogpobHee
5.6.2).

Mocne o6meHa coobLUeHUsAMI KNOHEBOro 06MeHa CTOPOHbI BbipabaTbiBaloT 00Lee CEeKpeTHOe 3Hade-
HWe ECDHE B cooteTcTBUM € 8.5. [laHHOE 3HAYEHWE MCMONb3YETCH B KAYECTBE SHTPONUINHBIX AAHHBLIX AN
dOopMUPOBaHUS nepapxumn Knoven (cMm. 8.2).

CepBep MOXeT BOCNOMNb30BaThCA NPOLIEAYPOI NepPecoriacoBaHus OTKPLITbIX 3heMepHbIX KIoYen Knu-
eHTta (oM. 5.4). Ecnmn kakas-nubo u3 CTOPOH HE MOXET UCNOMb30BaTb NapameTpbl, NPeanoXeHHbIe BTOPON
CTOPOHOIA, TO OHa [OIKHa 3aBepLUUTb coeauHeHne nubo ¢ onoselyeHuem handshake_failure, nn6o ¢ onose-
weHuneM insufficient_security (cm. 7.2).

B cnyyae He06x0AMMOCTU CMEHbI KMIOYEBOro matepuana Tpacduka nobas u3 CTOpoH MOXET nocnatb
coobwenue KeyUpdate (cm. 5.9.3).

5.3.2 CxeMmbl, UICNONb3yOWME NPeABAPUTENBHO pacnpeaeneHHbli cekpeT

Ons yCcTaHOBNEHUS 3aLULLEHHOTO COEAMHEHUS MEXY KIIMEHTOM U CEPBEPOM MOXET ObITb UCMONL30BA-
HO PSK-3HaueHue, u3sectHoe obeum CTopoHam 40 Hadana paboTbl TEKYLLEro coegnHeHus 1 BoipaboTaHHoe
B COOTBETCTBUM C OAHUM U3 CrieayIoLMX Crnoco6oB:

a) BbipaboTaHo B pamkax paboTbl nporokona Handshake B coeguHeHnu, npeawecTByOWEeM TEKYLLEMY
(MHUUMaANU3UPYIOLLEM COEIMHEHMM), B COOTBETCTBUU C 8.6: BHYTPEHHUI NPeaBapuTEnbHO pacnpeneneHHbIn
cekpet iPSK. Mpu atom 3HaveHue iPSK MoxeT GbiTb MCNONb3oBaHO B pamkax pabotel iPSK-only n iPSK-
ECDHE pexumos;

6) pacnpeaeneHo Mexay CTopoHamu BHe npotokona TLS 1.3: BHeLWHUN npeasapuTensHO pacnpeae-
neHHbil cekpetr ePSK. Mpu arom 3HaueHne ePSK aonmxHo obecneunBatb ABYCTOPOHHIOW ayTEHTUdMKALMIO
CTOPOH U MOXET ObITb UCNONbL30BaHO TONLKO B pamkax pabotsl ePSK-ECDHE pexuma.

[BYCTOPOHHAA ayTeHTU(UKALMA C NOMOLLBIO UCMNOMb30BAaHUS BHELLHETO NpeABapuTenbHO pacnpeae-
NeHHOro cekpera ePSK obecneunBaeTcs C NOMOLLBIO MEXaHM3Ma BHELLHEro pacnpeaeneHus cekpera mexay
ABYMSI CTOPOHaMU, rapaHTUPYIOLLETO, YTO AaHHbIA CEKPET HEM3BECTEH HUKOMY, KPOME AaHHbIX CTOPOH. Mpu
3TOM B pamMKax AaHHOI0 MeXaHu3Ma AOMKHbI ObiTb OAHO3HAYHO 3aPUKCUPOBAHLI PONW CTOPOH B3auMoaeli-
CTBUA (KNMMEHT UNU CepBep), NPMYEM KaXKaoin CTOPOHE MOXET COOTBETCTBOBATbL TONbKO OAHA POsb Ha NPOTSA-
YKEHWUM BCETO Cpoka Xu3Hu ePSK.

Mpumevyanus

1 TpeboBaHue ABYCTOPOHHEN ayTEHTU(DUKALUN OTCYTCTBYET B [1] 1 ABNSIETCS AONONHUTENBHLIM YCIIOBUEM, HaKNa-
AbIBaeMbIM Ha BHELWHWIA NpefBapuTENbHO pacnpefeneHHbIn cekpeT ePSK B pamMKkax HacTOSAWMX pekoMeHAaLMNA.

12
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2 3HadeHue iPSK He pekoMeHAYeTCSH UCNOMb30BaTh B Ka4eCTBE 3HTPOMMUIAHBIX AaHHLIX ANS ayTeHTUdULMpPOBaH-
Holi BblpaboTku obLLero kntoveBoro Matepuana Gonee 4YeM AN OGHOTO COeAUHEHUS.

Ons BbipaboTkn 3HaveHusa iPSK B paMkax paboTbl MHULMANU3NPYIOLLEro COeaMHEHUS CEPBEP MOXET
nocnatb coobeHne NewSessionTicket (cm. nogpobHee 5.9.1), coaepxallee AaHHble, O4HO3HAYHO accoLu-
MPOBaHHbIE C CEKPETHbIM 3Ha4YeHneM iPSK (cm. noapobHee 8.6).

AyTeHTudukauus ctopoH B pamkax psk_ke u psk_ecdhe_ke cxem ayTeHTuuumMpoBaHHOi BbipaboT-
Kn OOLLEro KMYeBoro Matepuana Bcerga npoucxoauT 3a cHeT NOATBEPXKAEHUS (HesiBHOro) chakta obnaaa-
Hua PSK-3HaveHuem, npu atom coobuleHus CertificateRequest, Certificate u CertificateVerify nocbinarbcs He
OOJDKHbI.

[na yctaHoBneHua coeaumHeHnsa B pamkax psk_ke unu psk_ecdhe_ke cxem B coobweHun ClientHello
HeobxoaAMMO yKasaTb CneayoLmin MUMHUManbHbIA Habop pacLUMPEHUIA:

a) obsAsarenbHoe paclumpeHue supported_versions, UCMOMb3yeMOe Afis COrnacoBaHWs BEPCUM NPOTO-
kona TLS (cm. 5.6.1);

6) obsasarenbHble Ans kaxaon u3 asyx cxem (psk_ke unu psk_ecdhe_ke) paclumpeHus pre_shared_key
(cm. 5.6.5) u psk_key_exchange_modes (cm. 5.6.6), oTBevaioLme 3a cornacoBaHne PSK-3HadeHus u pexxuma
€ro MCnosb3oBaHus:

1) pacwmpenue pre_shared_key cogep>kuT CNMCOK AAHHbIX, CBSAA3AHHbLIX CO 3HAYEHUAMMW NpeaBapu-
TenbHO pacnpeneneHHbIX CEKPETOB, KOTOPbIE KITMEHT FOTOB UCMOMNb30BaTb B KAYECTBE SHTPOMUNHBIX AaHHBLIX;

2) pacwwupeHnune psk_key_exchange_modes, cogepxallee mHhopMauuio 0 cxemax ayteHTuduum-
pOBaHHON BbipaboTKM OBLLEro KNOYEBOro marepuana, noaaepXmBaemMbliX KIMEHTOM;

B) obsasarenbHble ans psk_ecdhe_ke cxembl paciumpenus key_share u supported_groups, oTeeua-
owme 3a BbipaboTKy 00LIero cekpeTHoro sHadeHus ECDHE u nocbinaemMble KIMEHTOM B Crnyvae, ecnim OH
rOTOB NOAAEMKMBATL AAHHbIA (PyHKLMOHAN.

MpumMmevyaHue — YToGbl NPeAOCTaBUTEL CepBEPY BO3MOXKHOCTL NPpK HEOOXOAUMOCTM OTKMOHWUTE NpoLeaypy Bo-
306HOBNEHUS COeUHEHUS], KITMEHTY PEeKOMEHAYETCS BCErga NockiNaTb paclumpeHusi, obasatenbHble AN YCTaHOBREHMA
COEefJUHEHMIA B COOTBETCTBUU C MOJSTHOM cXeMol 0BMeHa COOBLUEHNAMN.

Ins yctaHoBneHusa coeguHeHns B pamkax psk_ke unu psk_ecdhe_ke cxem B coobuieHum ServerHello
HeobxoauMO yKasaTb CneayoLwwmuii MUHUManbHbIN Habop pacLUMpPEHMIA:

a) obsszarenbHoe paclumpeHue supported_versions, ucnonb3yemMoe Ansi COrnacoBaHusi BEPCUU NpoTo-
kona TLS (cm. 5.6.1);

6) obasarenbHOe ANA ka)aoi u3 aAyx cxem (psk_ke unu psk_ecdhe_ke) pacwumpenue pre_shared_key,
coaepkailee nHgpopmaumio o BbiIGpaHHOM cepBepoM 3HaueHum PSK 1 nocbinaemoe B criyyae, ecnu cepeep
rotos pabotath C AaHHbLIMK, NepeaaHHbIMKU B paclumpeHusx pre_shared_key u psk_key_exchange_modes co
CTOPOHbBI KNUEHTA;

B) obasarenbHoe aAns psk_ecdhe_ke cxemMbl pacimpenue key_share, orBevaiolee 3a BbipaboTky 06-
Lero cekpeTHoro sHaveHua ECDHE. B cny4ae psk_ke cxembl faHHOE paclLuMpeHue NoChiNAaTbCA He AOSMKHO.

MpumevyaHune — PacwupeHne supported_groups siBNsi€TCA oNUMOHarnbHbLIM ANS cepBepa U CoaepXUT UHAOp-
MaLmio 06 aNNUNTUYECKUX KPUBLIX, NOAAEPKUBAEMBIX CEPBEPOM.

Mocne obmeHa COOBLLIEHUAMM KNO4eBOro 0OMeHa CTOPOHbI B3aMMOAENCTBUSI COrNacoBbIBalOT obLuee
3Ha4YeHne PSK u, onuuoHanbHo, BoipabatbiBatlot obLuee cekpeTHoe 3HayeHme ECDHE (cM. nogpoGHee 8.5),
MCNonb3yemMble B KAYECTBE IHTPONUINHBIX AAHHBIX AN hopMUpPOBaHMA nepapxuu knioden (cMm. 8.2).

Ecnun kakas-nubo U3 CTOpoH He MOXeET paboTarb Ha napameTpax, NPeArOKEHHbIX BTOPONA CTOPOHOIA,
TO OHa AOSPKHA 3aBeplnTb coeauHeHue nubo ¢ onoselwyeHnem handshake_failure, nu6o ¢ onoselueHuem
insufficient_security (cm. 7.2).

MpumevyaHue — Ecnu npu Bo30GHOBNEHUN COEMHEHUSI CepBEpP HE MOXET COrflacoBaTb NapaMeTpbl, nepe-
cbinaemMble B paclumpeHusx pre_shared_key u psk_key_exchange_modes co CTOPOHbI KNUEHTa, HO NPU 3TOM KIMEHT
npeAocTaBun Habop paclwMpeHnii, HeOBXOAUMBINA AR Nepexofa Ha NOMHY cxeMy 06MeHa COOBLIEHUSIMU, CepBEp MOXET
He pa3pblBaTb COEAWHEHUe N NeperTn Ha MOrHYy cxeMy obMeHa coobLYeHUAMK, yKkasaB COOTBETCTBYIOLWUIA OTBETHbINA
Habop paclumpeHuid.

B cnyyae Heo6x0aAMMOCTM CMEHbI KMIOYEBOT0 Marepuana Tpaduka nobas M3 CTOPOH MOXET NOCNaTb
coobuweHue KeyUpdate (cMm. 5.9.3).

Moapo6Hasa cxema pexumon paboTbl npotokona Handshake B pamkax psk_ke u psk_ecdhe_ke cxem
ayTeHTUDULMPOBAHHON BbIpaboTKM OBLLEro Kno4eBoro matepuana npusoaurca B 5.3.2.1 u 5.3.2.2 cooTseT-
CTBEHHO.

13
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MpumedyaHne — B cootBetcTBuM c [1] npotokon TLS 1.3 gonyckaeT ucnosb3oBaHne O0-RTT AaHHbIX, 0AHAKO
npu paboTe NPOTOKOMa B COOTBETCTBUM C HACTOALLMMN pPeKOMEHZAUMAMUN JaHHbIA (DYHKUMOHAT 3amnpeLleH.

5.3.2.1 Cxema psk_ke
Cxema psk_ke ucnonb3syetcsa B pamkax iPSK-only pexuma pa6oTtbl npotokona Handshake, cxema pa6o-
Tbl KOTOPOrO NMPMBEAEHA Ha puUCYyHKe 4.

KnueHt Cepsep
ClientHello

¢ supported_versions

* [signature_algorithms]*

* [key_share]*

¢ [supported_groups]*

e pre_ shared key e >

* psk_key exchange_modes

ServerHello
supported_versions ¢
pre_shared_key ¢

EncryptedExtensions
Finished
Application Data*
e NewSessionTicket*
KeyUpdate*
______________ >
Finished
e >
Application Data Application Data
4. _____________
NewSessionTicket*
e >
KeyUpdate* KeyUpdate*
Vicnonb3yemas cucteMa 0603HaveHuiA:
. - paclumpeHus, nocbinaemMble B paMkax COOBLLEHNS, MOA KOTOPbIM OHM yKa3aHbl;
*
- ONUUOHA/IbHbIE AAHHbIE;
I -paclumpeHmne, MNoCbINaeMoe KIMEHTOM B pexuMe BO30OHOBMEHWSI COoeduHeHus ans  obecneyveHus
BO3MOXHOCTM Nepexofa K NOJHON cxeMe 06MeHa COOBLLEHNAMY;
-coobLeHus, 3alyLLEHHbIE Ha KtoYax, BbIpaboTaHHbIX VB  cekpeTHOro 3HaYeHVst
[sender] handshake traffic secret (cm. nogpo6Hee 8.4);
-co06LLeHus, 3alUMLLEHHbIE Ha Kovax, BbIpaboTaHHbIX u3 CEeKpeTHOro 3HaYeHnst

[sender] application traffic secret N (cm. nogpoGHee 8.4).

PucyHok 4 — Cxema o6meHa coobuieHnsimmn B iPSK-only pexume paboTsl npotokona Handshake

MpumeyvaHus
1 MpuknagHble gaHHble Application Data He OTHOCATCA K coobuieHmaM npoTokona Handshake.

2 Ha pucyHke 4 npuknagHble aaHHble Application Data, nepecbliaemMble CEPBEPOM [0 MOJyYeHWs1 NMepBOro Co-
06LeHnsa Finished co cTOpOHbI kNMeHTa, MOryT 6bITb NOCAaHbl TO/ILKO B C/lydyae OAHOCTOPOHHEN ayTeHTudukauum (nog-
pobHee pasgen 9).

3 CoobuweHns NewSessionTicket n KeyUpdate, nepecblnaembie cepBepom [0 NOJyYEeHWs MNepBOro CoobLeHus
Finished co cTOpoHbI KMEHTa, MOryT 6biTb MOCAaHbI TO/IbKO B C/lyYae OAHOCTOPOHHEN ayTeHTudmkaumm (cM. nogpobHee
5.9.1, 5.9.3).

5.3.2.2 Cxema psk_ecdhe_ke

Cxema psk_ecdhe_ke ncnonbsyetcsa B pamkax ePSK-ECDHE wnnun iPSK-ECDHE pexumoB paboTbl npo-
Tokona Handshake, cxema pa6oTbl KOTOPbIX NpMBEeAEHA Ha pUcyHke 5.
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Vcnonb3yemas cuctema 0603HaYEHWIA:

. - pacLumpeHusi, Nocbl/laemble B pamMKax COOOLLIEHNS, MO KOTOPbIM OHU yKasaHsbl;
* - OnuuoHas1bHbIE AAaHHbIE,
O - pacwupeHne, nocbllaemMoe KIMEHTOM B pexuve BO306OHOB/MEHUS coegnHeHna AaOnAa obecneyeHus
BO3MOXXHOCTU nepexoa K MoJiHol cxeme obmeHa 0006LLI.EHVIFIMVI;
-COO6U.I,eHVIFI, 3alyieHHble Ha Kno4ax, Bblpa60TaHHbIX n3 CEeKpeTHOoro 3Ha4YeHuA
[sender] handshake traffic_secret (cm. nogpo6Hee 8.4);
-COOﬁLIJ.EHI/Iﬂ, 3auyileHHble Ha KMtoYvax, Bblpa60TaHHbIX n3 CEKpEeTHOoro 3HavyeHuna

[sender] application traffic_secret_N (cm. nogpoGHee 8.4).

PucyHok 5 — Cxema obmeHa coobuweHnsimm B ePSK-ECDHE 1 iPSK-ECDHE
pexumax paboTbl npotokona Handshake

MpumMmeyaHuns

1 MpuknagHble gaHHble Application Data He OTHOCATCA K coobuieHuam npotokona Handshake.

2 Ha pucyHke 5 npuknagHble gaHHble Application Data, nepecbifiaemble CepBepoM [0 MOJSyYeHUss MepBoro co-
06weHns Finished co cTOPOHbI KNMeHTa, MOryT BGbiTb NOCAaHbl TONIbKO B C/lyvyae OAHOCTOPOHHel ayTeHTudukauum (nog-
pobHee paszen 9).

3 CoobueHns NewSessionTicket n KeyUpdate, nepecbinaembie CepBepoM A0 MNOyYEeHWs NMEpPBOro COOOLLEHMS
Finished co cTOpOHbI KMeHTa, MOryT ObITb NOC/aHbI TOMILKO B C/lyYae OLHOCTOPOHHEN ayTeHTudmkauumn (cM. nogpobHee
5.9.1, 5.9.3).

B cniyuyae ecnv cepBep He NogfepXuBaeT napameTpbl, ykadaHHble B pacwimpeHun key_share, oH moxeT
BOCMO/b30BAaTbLCA NPOLEAYPOil NnepecornacoBaHnsa OTKPbITbIX 3)eMepHbIX Koueil knmeHta (cM. 5.4).

5.4 MepecornacoBaHne OTKPbITbIX 3P EeMEpPHbIX KIYen

Ecnun B pamkax pexumoB Ha ocHoBe ecdhe_ke n psk_ecdhe_ke cxem ayTeHTU(nNUMpoOBaHHOR BbipaboT-
KM 06LLero k/AK4YeBOro matepuana faHHble, nepefaHHble KAMEHTOM B pacwupeHun key_share coobuweHus
ClientHellol, He moryT 6bITb cornacoBaHbl CepBepoM (Hanpumep, COOTBETCTBYIT nmapameTpam anauniuye-
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CKMX KPUBLIX, HE NMOAAEpXMBaeMbIX CepBepoM), HO B paclumpeHun supported_groups ykasaHbl napamerpsl,
nogaepXxuvBaeMble CEPBEPOM, CEpPBEP MOXET MHULMWUPOBATL NPOLEeaypy NEepecornacoBaHusa OTKPbIThIX ade-
MEPHbIX KNtoven knueHTa. [ns aToro oH 40mKeH nocnark knueHTy coobueHune HelloRetryRequest (cm. 5.5.3).

Mpu nonyyeHun coobuienusa HelloRetryRequest knueHTy Heobxoanmo nocnate MogucMLUMpPOBaHHOE
coobuweHue ClientHello2, cogepxxallee paclumperune key_share ¢ napameTpamm, CKOPPEKTUPOBAHHbLIMU B CO-
OTBETCTBMU C NOMYyYEHHbIM paHee coobuleHnem HelloRetryRequest.

Mpumevyanune — OB6osHayeHus «ClientHello1», «ClientHello2», ucnonbayemble B HacToseM pasfene, noa-
po6Ho obbscHATCA B 5.5.1.

5.5 CoobleHunn KnYeBoro oomMeHa

5.5.1 ClientHello

CoobueHne npusetcteus ClientHello nocbinaercst KMMEHTOM B OAHOM U3 CIeyoLLMX Cry4Yaes:

- KIUEHT BNEepBbIE MOAKMIOYAETCS Kk cepBepy (McxogHoe coobweHune ClientHello);

- BOTBET Ha coobLeHmne HelloRetryRequest, nocnaHHoe cepepom (NoBTOpHOe coobLueHue ClientHello).

MpnmeyvyaHune — [anee no TekCTy yCTaHOBIEHO, YTO Nog TepMuHamu «cooblyeHune ClientHello1», «coobLieHue
ClientHello2» nogpasymeBatoTcs UCXOAHOE U NOBTOPHOE coobLLeHNe COOTBETCTBEHHO, a cTpoku ClientHello1, ClientHello2
aBnsTcsA 6aiiToBEIMU NpeacTasneHnsaMu coobienunii ClientHello1, ClientHello2 cooTBeTCTBEHHO.

Mpu nonyyeHun coobwenus ClientHello B nto6om apyroMm crnyyae, He NEPEYUCIIEHHOM BhILLE, CEPBEP
JOMKEeH 3aBepLUNTbL COEAUHEHUE OnoBeLLEeHUEM unexpected_message(CM. 7.2), NOCKOMbKY BEPCUSA MPOTOKO-
na, onnucaHHas B HACTOSILLMX PEKOMEHaLUMAX, HE NOAAEMKUBAET NpoLeaypy NepecornacoBaHus COeaMHEHUA
(renegotiation), onpeaeneHHyto B P 1323565.1.020.

B cnyuae ecnu cepsep ycTtaHaBnmBaeT coeuHeHNe B paMkax npotokona TLS sepcuu Hwke 1.3 u nony-
YyaeT B pamkax npoueaypbl nepecornacoBanns coeauHeHust (renegotiation) coo6uenune ClientHello, cchopmum-
poBaHHOE B COOTBETCTBUM C NpoTOoKonomM TLS 1.3, oH AOMKEH COXPaHMTb NPeabIAyLLYIO BEPCUIO MPOTOKONa
TLS. B yacTtHOCTH, CepBep HE JOIMKEH COrmacoBbiBaTb NpoTokon TLS Bepcumn 1.3 B ykazaHHOM Criyyae.

B cnyyae nonydyeHusa coobuweHus HelloRetryRequest knueHT AomkeH OTNPaBuTL COOOLLEHME
ClientHello2, cogepxaliee cneaylowme U3MeHeHns No cpaBHeHuUto ¢ coobuieHnem ClientHello1:

- ecnu pacwmpeHue key_share 6b1no ykasaHo B coobuleHuu HelloRetryRequest, cnncok agpemepHbix
kntouen KeyShareClientHello gormkeH cogepxate oauH anemeHT KeyShareEntry, cooTBeTcTBYIOWMIA rpynne
ANNUNTUYECKON KPUBOK, YKa3aHHON B paclumpeHun key_share coobueHus HelloRetryRequest (cm. 5.6.4.2);

- ecnu pacwmpenue cookie(cm. 5.6.8) 6bino ykasaHo B coobuieHun HelloRetryRequest, oHO AomkHO
npucytcreoBatb B coobueHun ClientHello2;

- pacwwupenue pre_shared_key, ecnu oHO npucytcrBoBano B coobuueHun ClientHello1, aomkHo GbiTh
obHoBneHo B coobueHun ClientHello2 nytem nepeBblumcnenust nonsi obfuscated_ticket_age cTpykTypbl
Pskidentity B ctpyktype PreSharedKeyExtension, onucaHHoi B 5.6.5, u binder-3HayeHuin, onuCaHHbIX B
5.6.5.3; a Tarke nyTem (ONLMOHAanNbHOrO) yaasneHusi TMKETOB (M BCel CBA3AHHON C aHHbIMU TUKETamMn MHOp-
MaLmn), HECOBMECTUMbIX C KPUNTOHABOPOM, YKa3aHHbIM CEPBEPOM;

- MOryT ObITb MPOBEAEHbI MOAUMDUKALIMK APYTUX OMNLMOHANBHbIX PACLUMPEHU, ONpeaeneHHbIX BHE AaH-
HbIX pEKOMEeHAALMI U NpUCYTCTBYIOWMX B co0bweHnn HelloRetryRequest, oqHako BO3MOXHOCTb TakUX MOAU-
dvKaLmii AOIMKHA OrOBapUBaThCA OTAENBHO U HE pacCMaTpPUBAETCS B paMKax TEKYLLEro OKYMEHTa.

Crpyktypa ClientHello coo6wenus ClientHello 3agaerca cneaytowmm obpasom:

uint16 ProtocolVersion;

opaque Random[32];

uint8 CipherSuite[2]; /* Cryptographic suite selector */

struct {
ProtocolVersion legacy_version = 0x0303; /*TLSv1.2%
Random random;
opaque legacy_session_id<0..32>;
CipherSuite cipher_suites<2..2*16-2>;
opaque legacy_compression_methods<1..2"8-1>;
Extension extensions<8..2*16-1>;

} ClientHello;
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norne AnuHoii B 2 Gaiita, oTBeqaloLlee B 6onee paHHUX BEpCUAX NPOTOKONa
TLS 3a nHgmKauuio MakCMManbHOW BEPCMK NPOTOKONA, NOAAEP>KMBAEMOMN
KNMUEHTOM, W COXpaHEeHHOe B TEeKyLleW BepcuM NpoTOKOna B LEensx
noaaepXXku COBMECTUMOCTU hopMaToB COOOLLEHUN.

B npotokone TLS 1.3 uHcopmauus o nogaepxmpaemMbiX KNMMEHTOM BEPCU-
SIX yKa3blBaeTca B pacumpeHun supported_versions, onucaHHoM B 5.6.1.

B pamkax npotokona TLS 1.3 gaHHOe none AO0MKHO NPUHUMATL 3Ha4e-
Hue 0x0303 (cooTBeTCTBYIOLLEE 3HAUEHMIO NONA client_version coobLeHuna
ClientHello ansa npotokona TLS 1.2);

CTPOKa AAHHbIX AnuHoW B 32 GaliTa, BbipaboTaHHAA KNUEHTOM CrydYaiHbIM
o6pasom;

none, oteevaiowee B 6onee paHHuX Bepcusax npotokona TLS 3a mexaHu3m
BO30OHOBNEHUA coeauHeHus, onpeaeneHHbin B P 1323565.1.020, 3a-
MEHEHHbI B HACTOALWMX PEKOMEHAALMUAX MEXaHM3MOM WCNOSb30BaHUS
3HaveHun iPSK, u coxpaHeHHOe B TeKyuwlenh BepCcuu nNpoTokona B LEensix
noaAepPXKN COBMECTUMOCTH (DOPMATOB COOOLLIEHUIA.

B pamkax pa6Gotbl npotokona TLS 1.3 He B pexume COBMECTUMOCTH
AaHHOE none AOMKHO coaepXaTb BEKTOP HYNEBON ANUHBI.

B pamkax pa6Gotbl npotokona TLS 1.3 B pexume COBMECTUMOCTH
AaHHOE nore AO0MKHO coaepatb CTPOKY AaHHbIX AnuHON B 32 GaiiTa,
CreHepupOBaHHYIO KNMeHTOM. [Mpu 3TOM AaHHOE 3HaYeHne He 06a3aTenbHO
JOJDKHO ObITb CNyYaiHbIM, HO AOSMKHO ObITb HENpeaCKa3yeMbIM (TakKUM, YT
€ro Hemnb3s 3apaHee onpeaenuTb C A0CTaTOMHO GONbLUION BEPOATHOCTLIO);

CNUCOK KPUMTOHAOOPOB, KOTOPbIE MOAAEPXMBAET KNUEHT. Mopsaaok kpun-
TOHaboOpOB B CMKUCKE OTPAKAET UX CTeNEeHb NpeanovTeHus (NpeanoydTu-
TernbHbIE UAYT NEpPBbIMM). ECNn CNUCOK CoaepXUT KPMNTOHABOPLI, KOTOPbIE
CepBeEpP He Pacno3HaeT, HE NOAAEKUBAET UITU HE XKEMNAeT UCNOomNbL30BaTh,
cepBep AOMKEH UX NPOUrHopupoBaTb. ECnu KNMEHT nbiTaeTca ycraHo-
BUTb coeauHeHne B pamkax psk_ecdhe_ke unu psk_ke cxembl ayTeHTU-
ULMpPOBAHHONM BbIPABOTKM OOLLEro KM4eBOro marepuana, eMmy cnegyer
NpeabsABUTbL MO MEHbLUEN Mepe OAWH KpunToHabop, noaaepXKuBaroLLui
anropuTM X3LUMPOBAHKSA, aCCOLIMMPOBAHHbIN C NPearioXKeHHbIMU TUKETaMK
(cm. 5.6.5.2).

3HayeHnsa KpMnToHabopoB, AOMYCTUMbIX K UCMONb30BaHUIO B pamMKax JaH-
HOro AoKymeHTa, 3agatorcs B 10.1;

none, cogepxXaLlee BeKTOP ANMHON 1 CO 3Ha4YeHneMm, paBHbIM 0 (COOTBETCTBY-
rowee metoay null), otBevasLuee B Gonee paHHUX Bepcuax npoTokona TLS
3a BbIOOp METOAA CXKATUSA, UCNOMb30BaHWe KOTOPOTO 3anpeLLeHo B paMKax
TekyLlen Bepcun npotokona. Ecnu B nonyyeHHom coobuieHnun ClientHello
3HaA4YeHWe 9TOro NONsi OTIIMYHO OT HyNSA, CEpBEP AOJHKEH NpeKkpaTuTb paboTy
npotokona Handshake ¢ onoseweHnuewm illegal_parameter (cm. 7.2).

B pexkume COBMECTMMOCTU CEPBEP MOXET nony4yatb coobueHus ClientHel-
lo npotokona TLS Bepcuu 1.2 u HuMxe, cogepxalume MeToabl oxatus. B
3TOM CrnyyYae cepBep AOSHKEH CnejoBaTh npoueaypam, COOTBETCTBYOLLUM
yKkasaHHou sepcun TLS;

pacLumMpeHus, nocblnaemble CO CTOPOHbI KNUeHTa. PaclumpeHuns BbiOMparoTes
U3 Cnucka, NpUBEAEHHOro B Tabnuue 2. CepBepbl 4OMKHbI UTHOPUPOBATh
HepacnosHaHHble pacLUUPEHUS.

MoxHO BbIAEMUTL TPU TuUNA paclUMpeHuWit: paclumpeHue supported_
versions, Heobxogumoe Ana CornacoBaHus BEPCUU NpoTokona (cMm. 5.6.1);
pacwmpenusi, Heobxoaumble Ans obecnevyeHUs KOpPPeKTHOM paboTbl NPo-
Tokona Handshake, ucnonb3yiowwero ogHy u3 Tpex cxem ayTeHTuduum-
poBaHHON BbipaboTkn o6wero kmodeBoro marepuana: psk_ke, psk_ec-
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dhe_ke wunu ecdhe_ke, onucanHyo B 5.3.2 n 5.3.1 COOTBETCTBEHHO; a
TaKke ONUUOHanNbHbLIE paclIMpeHusi, OTBevalolwme 3a WUCMonb3oBaHWe
AONONHUTENBLHOIO (byHKLMOHANa NpoToKona.

B cnyyae ecnu cepsep OTKasancs nogaepkueatb kakoe-nmbo u3 pacium-
PEeHUR, NPEANOXEHHbIX KNMEHTOM, KNUEHT MOXET npekpaTuTb paboty npo-
ToKona Handshake, nocnas cOOTBETCTBYIOLLEE OMOBELWEHNE (Hanpumep,
missing_extension, cm. nogpobHee 7.2).

B cnyuae ecnu knueHT ykasbiBaeT 3Hadenne 0x0304 B pacwumpenunu supported_versions (cm. 5.6.1), co-
o6weHue ClientHello 1omkHO yA0BNETBOPATL CNEAYIOWNUM YCIOBUAM:

- ecnu ykasaHo pacwmpenue pre_shared_key, aaHHOe coobLeHne A0MKHO coaepXaTb pacluMpeHue
psk_key_exchange_modes (cMm. 5.6.6);

- €CIM He yKka3aHo paclumpenue pre_shared_key, aaHHoe coobLUeHne 4OMKHO coAepXaTb paclLMpeHust
signature_algorithms u supported_groups;

- €Cnu ykasaHo pacwumpeHue supported_groups, 4aHHoe coobLueHne JOMKHO coepkaTh pacLuMpeHue
key_share, n HaoGoport. Mpu atom cnucok client_shares, ykasoiBaeMblit KNMEHTOM B paciuMpeHuu key_share,
MOXeT ObITb NyCcTbiM (CM. 5.6.4.1).

Cepsep, nonyumsLumi coobuenune ClientHello, koTopoe He yaoBneTBopsieT ykasaHHbIM YCNOBUSIM, AOf-
»XeH 3aBepLunTb paboTty npotokona Handshake ¢ onoselwieHuem missing_extension(cm. 7.2).

Mocne otnpaBku coobueHusa ClientHello knuent oxuaaer ot cepeepa coobuienus ServerHello unu
HelloRetryRequest.

5.5.2 ServerHello

JaHHoe coobuieHue o0TNpaBnAeTca cepepom nocne nonyyYeHus um coobuwenus ClientHello npu ycno-
BUU, YTO CPEAN NAaPaMETPOB, NePeAaHHbIX KNMEHTOM B COODLLIEHUU NPUBETCTBUSA, NPUCYTCTBYET NOAAEPKUBA-
eMblii cepBepom Habop napaMeTpoB, HEOGX0ANUMBII ANsi NPOAOIKEHUA YCTAHOBIIEHUSI COEANHEHUS.

CrpykTypa ServerHello coo6wenus ServerHello 3agaercsa cneayowmm o6pasom:

struct {
ProtocolVersion legacy_version = 0x0303; /*TLS v1.2%
Random random;
opaque legacy_session_id_echo<0..32>;
CipherSuite cipher_suite;
uint8 legacy_compression_method = 0;
Extension extensions<6..2416-1>;
} ServerHello;

rae legacy_version — none anuHoii B 2 6ainTa, oTBevaloLlee B bonee paHHUX BEpCUsIX MPOTOKONa
TLS 3a unaukauuio eepcum NPoToKona, noaaepxmsaemor cepBepomM, u co-
XpaHEHHOE B TeKyLLEen Bepcun NpoToKona B LIeNAX NoaAepXkUu COBMECTHU-
MocCTU (popmaToB COOGLLEHUIA.
B npotokone TLS 1.3 uncdopmaumsa o BeIGpaHHON cepBepOM BEPCUMN YKa-
3bIBaeTcA B pacwmpernn supported_versions, onucaHHom B 5.6.1.

B pamkax npotokona TLS 1.3 gaHHoe none AOMKHO NPUHMMATbL 3HAYEHUE
0x0303 (COOTBETCTBYIOLLIEE 3HAYEHUIO NONA Server_version coobeHus
ServerHello gna npotokona TLS 1.2);

random — CTpOKa AaHHbIX AnuHou B 32 GainTa, BbipaboTaHHas cepBepoM CryqaiHbIM
00pasom U He 3aBUCALLAA OT 3HAYEHUS, NePeAAaHHOro KIMEeHTOM B none
ClientHello.random.
B cnyuae ecnu TLS 1.3 cepsep cornacoBbIBaeT napaMmeTpbl COeAUHEHUA B
paMkax pexxuma COBMECTUMOCTM U MaKCUManbHO NoaAEpPXKUBaEMas Bep-
cus npotokona TLS, ykasaHHas knueHToMm B ¢oolLieHuu ClientHello, co-
OTBETCTBYET BEPCUUW, NpedLluecTeyowien sepcun 1.3, B Lenax 3awmrbl OT
downgrade atak cepsep UCNONb3yeT MexaHU3M hOPMUPOBAHUA 3HAYEHUSA
nonsi random B coorBetcTBun ¢ 11.2.1;
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legacy_session_id_echo — none, cogepxallee AaHHbIe, yKa3aHHbIE KNMMEHTOM B none legacy_session_
id coo6Luenunsa ClientHello, n sanonHsemoe Takum 06pasom aaxe B cnyyae,
€Cnu 3HayeHue, ykasaHHoe KnueHTom B none legacy_session_id coo6ue-
Huga ClientHello, cooTBETCTBYET K3LUMPOBAHHOMY 3HAYEHUIO CECCUU, COOT-
BETCTBYIOLLEN Bepcun npotokona TLS 1.2 n Huxke.
Knuent, nonyunsumin coobuwenue ServerHello unu HelloRetryRequest co
3HaueHnem nons legacy_session_id_echo, He COOTBETCTBYIOLUMM 3HAYe-
HUIO, NOcCnaHHoMy B coobuieHun ClientHello, gomkeH npekpatuth patoty
nporokona Handshake ¢ onosewenunew illegal_parameter(cm. 7.2);

cipher_suite — kpuntoHabop, BbiOpaHHbIN cepeepoM u3 cnimcka ClientHello.cipher_suites,
npeanoXeHHOro KNUMEeHToM. KnueHT, NonyumBLUMiA KPUNTOHAOOop, KOTOPbLIN
He Obin npeagnoxeH um B cnucke ClientHello.cipher_suites, gormkeH npe-
KpatuTb paboty npotokona Handshake ¢ onoseleHuem illegal_parameter
(cm. 7.2);

legacy_compression_method — none agnuHou B 1 6alT, KOTOPOE AO0MKHO NPMHUMATL 3Ha4YeHue 0 (CooTBeT-
creyioLiee metoay null);

extensions — cnucok pacwmpeHuin. CoobuweHne ServerHello MmoxeT coaepxarb TONbKO
Te pacLUMpEHUs], KOTOpble Obinu NepevncneHsl B none extensions coobuye-
Hua ClientHello.
CoobweHue ServerHello gomkHO Bceraa coaepaTb paclUMpEHUWe
supported_versions, Heob6xoaumoe ansa COrnacoBaHusi BEPCUM NPOTOKONA.

Coobuienue ServerHello aomkHO cogepaTb Habop pacLUMpeHuid, He-
06x0oauMBbIX Ansi pOpMUPOBAHUS KPUNTOrpaPUUECKOro KOHTEKCTa, COOT-
BETCTBYIOLLEro OAHON M3 TPEX CxXeM ayTeHTU(ULMPOBAHHOW BbIPabOTKu
obwero kmouyeBoro martepuana psk_ke, psk_ecdhe_ke unu ecdhe_ke,
onucaHHbiX B 5.3.2 n 5.3.1 cOOTBETCTBEHHO, B paMKax KOTOPON cepsep
nraHupyeT AanbHeiee B3aumMoAencTBue C KNMeHToM. Takum obpasom,
JaHHOe nomne JOIMKHO coaepxaTtb nubo paclumpenue pre_shared key (B
cnyyae ucnons3oBaHua psk_ke cxembl), nubo pacwmpenue key_share (8
cnyyae ucnonb3oBaHusa ecdhe_ke cxembl), nubo 06a ykasaHHbIX pacLuu-
peHusa (B crnyyae ncnonb3oBaHus psk_ecdhe_ke cxembl). Bce octanbHble
pacLUMpPeHUs AOMKHbI Nepeckinarbcs B coobueHnn EncryptedExtensions.

TLS 1.3 KNWEHT, BLINOMHAOLLMIA NPOLEAYPY NEPECOrnacoBaHus COeAMHEHUS B pamkax npotokona TLS
Bepcun 1.2 u HUXKe U nonyyueLuMin coobeHne ServerHello, cooTBeTcTBytowwee npotokony TLS 1.3, B MOMEHT
NMOBTOPHOrO COrfacoBaHuA, AOMKeH npekpatuTb paboty npotokona Handshake ¢ onoselueHnem protocol
version (cMm. 7.2).

5.5.3 HelloRetryRequest

Cepsep MOXeET oTnpasuTb coobLueHne HelloRetryRequest B oTBeT Ha coobuieHue ClientHello (nanee —
ClientHello1), B cnyyae ecnu cepsep cMor BbiGpaTb noaxoasiume Ans paboTbl NapameTpbl, HO KIUEHT He
ykasan B coobueHuu ClientHello1 goctaTtouHOro KonuyecTBa AaHHbIX, HEOOXOAMMBIX AN 3aBEPLUEHMS dTana
knoyeBoro obmeHa. Hanpumep, KIIMEHT MOT yKa3aTb MAEHTUDUKATOP NoaAEPKUBAEMOI CepBEPOM SMSIMMTH-
YECKOM KPUBOW B pacLumMpeHun supported_groups, HO He ykasaTb COOTBETCTBYIOLLUI €l OTKPbITbIA adhemep-
HbI KNioY B paclumpeHun key_share. Takke cepsep MOXeT oTnpaBuTb coobuieHne HelloRetryRequest ans
TOro, 4ToObl BOCMONbL30BATLCS MEXAHU3MOM, NPeAOCTaBNsAEMbIM pacLumpeHnem cookie (cm. 5.6.8).

CoobueHune HelloRetryRequest nmeer TouHo Takow e Tun (server_hello, cMm. nogpo6bHee pasgen 5) u
CTPYKTYPY, 4TO 1 coobueHune ServerHello. Mpu aTom 3Ha4YeHUst NONEN AaHHOTO coobLUeHMs 3a4al0TCA B CO-
OTBETCTBUU C TEMMU Xe npasunamu, Yto u nona coobuieHusa ServerHello, 3a ncknodueHmem nonein random u
extensions:

a) none random cooblieHus HelloRetryRequest gomkHO 3aaaBaTbCsA CTPOKOM, coiepKallen 3HaYeHne
xaww-dyHkuun SHA-256 ot coobLueHus "HelloRetryRequest”, paBHoe

CF21AD 74 E5 9A 61 11 BE 1D 8C 02 1E 65 B8 91

C2A21116 7TABB 8C 5E 07 9E 09 E2 C8 A8 33 9C;
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6) none extensions coobulenuns HelloRetryRequest 40rmKHO COOTBETCTBOBATH CrieaytowmM TpebosaHu-
AM:

1) MOXET coaepxaTb TONMbKO T€ pacLUMPEHUA, KOTOpbIE ObiNM nepevnucneHbl B none extensions co-
obwenuns ClientHello1, 3a uckmoueHmem onumoHanbHOro paciumpeHus cookie(cm. nogpobHee 5.6.8);

2) DOMKHO coaepXaTb pacLumpenune supported_versions U MMHMMAanbHbIN HAGOP pacLUMPEHUi, He-
06x0aAuUMbIN ANA TOro, YTOObI KIIMEHT CreHepupoBan KOPPEKTHbIE NapaMeTpbl ANS BbINONHEHMS 3Tana Kode-
BOro obmeHa.

Mocne nony4eHus coobuieHus ¢ Tunom server_hello KNMEHT AOMKEH NPOBEPUTL 3HAYEHUE nonsA random
W, €CAN 3TO 3HAYEHNE OKaXeTCsl paBHbIM (PUKCUPOBAHHON CTPOKE, YKa3aHHOW BbiLLE, BbINOMHATL AE€CTBUS B
COOTBETCTBUM CO cny4aem nosy4veHusa coobuueHus HelloRetryRequest (cm. 5.5.1).

Ecnu coobuwenue HelloRetryRequest He npuBeno HKM K 0AHOMY M3MeHeHuI0 B coobweHuun ClientHello,
KNUEHT AOMKeH 3asepwmnTb paboTy npotokona Handshake ¢ onoseluenuem illegal_parameter(cm. 7.2). B cny-
Yyae NoBTOPHOro nonyveHns coobeHus HelloRetryRequest B pamkax TeKyLIEro CoeAuHeHUs KIMEHT JOMKEH
3asepwmTb paboty npotokona Handshake ¢ onoseuwieHuem unexpected_message(cm. 7.2).

KnueHT, nonyuMswmii KpUNTOHAOOP, KOTOPLIA HE COAEPXUTCH B NPEATIOXKEHHOM UM CMUCKE KPUNTOHA-
6opoB, aomkeH 3asepwmnTb paboty npotokona Handshake ¢ onosewyeHuem illegal_parameter (cm. 7.2). Mpu
nony4eHun coobuwenusn ClientHello2 cepsep aomkeH ybeauTbcs B TOM, YTO Obin BbIOPAH TOT e KpUNTo-
Habop, KOTOpbIN yka3biBancsa cepsepom B coobuieHun HelloRetryRequest. Mocne nonyyeHus coobuieHusn
ServerHello knueHT AOMKEH NPOBEPUTL, YTO KPMNTOHAOOP, yKa3aHHbIN cepepoM B coobuieHun ServerHello,
coBnagaer ¢ kpunToHabopom, ykasaHHbiM B coobuleHun HelloRetryRequest. B npoTUBHOM crny4ae KnueHT
JOmKeH 3aBepwuTb paboty npotokona Handshake c onosewienuem illegal_parameter(cm. 7.2).

B coobweHun ClientHello2 knueHT He gorkeH npeanaraTb UCMOMb30BaTh TUKETbI, KOTOPbIE aCCOLUMPY-
HOTCA C X3LW-CPYHKLMEN, OTIIMYHOM OT X3LL-PYHKLIMM, 3a[a10LEeNCA B paMKkax BbiIGPAHHOIO CepBepoOM KPUMTO-
Habopa, ykasaHHoro B coo6wieHnun HelloRetryRequest.

Mpwn nonyyeHun coobieHnin ServerHello u HelloRetryRequest knueHT AomkeH NPOBEPUTD, UTO 3HaYe-
Hue nona selected_version pacwmpeHus supported_versions coobuieHus ServerHello coBnapaet ¢ cooTseT-
CTBYIOLLIMM 3HAYEHMEM, yKasaHHbIM B coobLyeHum HelloRetryRequest. B npoTUBHOM cry4yae KNMEHT JOIDKEH
3asepmTb paboty nporokona Handshake ¢ onoeewieHuewm illegal_parameter(cm. 7.2).

5.6 Pacwupenun

CoobLweHus npotokona TLS 1.3 MoryT cogepxarb pacLUMpeHusi, 3agaiomecs cTpyktypoin Extension,
onpeaensemoi cneayloLwmmMm o6pasom:
struct {
ExtensionType extension_type;
opaque extension_data<0..2*16-1>;
} Extension;

rae:

- none extension_type COAEMKUT 3HAYEHWE TUNa pacLUMpPEHUs, KOTOPOe 3a4aeTcad B COOTBETCTBUM C
Tabnuuen 2;

- none extension_data congepxuT AaHHbIe, XapaKTepHbIe A5A KOHKPETHOTO PACLUMPEHUS.

Hacrosime pekomeHgauum onpeaenstor Habop paclunpeHuii B COOTBETCTBUM C Tabnuuen 2.

Tabnuya 2 — Pacluuperus

HasBaHue paclumpeHus Tun paclumpeHus CoobLeHue, B KOTOPOM OHO MOXET nepeckinaTbes
server_name 0x0000 CH, EE
supported_groups 0x000A CH, EE
signature_algorithms 0x000D CH, CR
pre_shared_key 0x0029 CH, SH
supported_versions 0x002B CH, SH, HRR
cookie 0x002C HRR, CH
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OkoHyYaHue mabnuupl 2

HasBaHue paclunperus Tun paclumpeHns CoobLeHre, B KOTOPOM OHO MOXET nepeckbinarteca
psk_key_exchange_modes 0x002D CH
post_handshake_auth 0x0031 CH
signature_algorithms_cert 0x0032 CH, CR
key_share 0x0033 CH, SH, HRR

Mpumedanus

1 B Tabnuue 2 wcnonbaytoTca crnegyrowme obosHadeHus ans Tunoe coobuenuns: CH — ClientHello, SH —
ServerHello, EE — EncryptedExtensions, CR — CertificateRequest, HRR — HelloRetryRequest.

2 B HacTosAlwMx peKoMeHAaLWsX He paccMaTpuBAlOTCA Clefyrollue pacluMpeHws, ykaldaHnHele B [1]: max_
fragment_length(0x0001), status_request(0x0005), use_srtp(OXx000E), heartbeat(Ox000F), application_layer_protocol_
negotiation(0x0010), signed_certificate_timestamp(0x0012), client_certificate_type(0x0013), server_certificate_
type(0x0014), padding(0x0015), certificate_authorities(0x002F), oid_filters(0x0030). HacTosiwue pekoMeHaauun He
3anpeLyaoT UCnonb3oBaTh JaHHble paclUMPeHNUs, OAHAKO UX OMUcaHue, WccriefoBaHue yHKUMOHana, npejocTaense-
MOrO AaHHBIMU PacLUMPEeHUsAMM, a TakKe aHanna CTOMKOCTHU NPOTOoKoNa B Criydae MCnosib30BaHUA faHHbIX pacluMpeHuit
JOMKHbI MPOBOANTLCSA OTAENBHO.

3 B HacToAwwmx pekomeHfauusax pacumperune early_data, onucaHHoe B [1], 3anpeLLeHo K UCMONb3oBaHNIO, TaK Kak
B Bepcuu npoTtokona TLS 1.3, COOTBETCTBYIOLLEN HACTOALLUM peKkoMeHAauuaMm, nepecbinka 0-RTT AaHHbIX 3anpeLueHa.

Bce peanu3auuy JOMmKHBI NOAAEMKUBATL CrEAYOLME PaCLUIMPEHUS Npu NPeaoCTaBneHU COOTBETCTBY-
toLero pyHkumnoHana:

- pacwwupeHue supported_versions npu cornacoesaHuu sepcumn nporokona TLS 1.3 (cm. 5.6.1);

- pacwwwmpeHue signature_algorithms npu ycTaHOBNEHUU COEAUHEHMA B pamKax Mcnonb3oBaHusa ecdhe_
ke cxembl ayTEHTUMMLMPOBAHHOI BbIPAOOTKM OOLUEro Knio4eBoro Matepuana afs ykasaHusi nogaepxusae-
MbIX anropuTMOB (POPMUPOBAHUA U NPOBEPKU NoANKUCH (CM. 5.6.2);

- pacwupeHue supported_groups npy ycTaHOBNEHUU COEAUHEHUA B paMKax ucnonb3osaHua ecdhe_ke
unu psk_ecdhe_ke cxeMbl ayTeHTUPULMPOBAHHOW BbIpabOTKM OBOLLEro KNIOYEBOro marepuana ansa ykasaHua
UHopMaLMn 0 noaaep>KnuBaeMblX NNUNTUYECKUX KPUBBIX (CM. 5.6.3);

- pacwwupeHue key_share npu yCTaHOBMEHUM COeAUHEHUS] B paMkax ucnonb3osaHua ecdhe_ke unu
psk_ecdhe_ke cxeMbl ayTeHTUULUPOBAHHON BbIPabOTKM OOLLIEro KMo4eBOro MaTtepuana aAnsa ykazaHus aaH-
HbIX, UCNOMIb3YEMbIX NPK BbipaboTke 06LLero cekpeTHoro 3HadyeHus ECDHE (cm. 5.6.4);

- pacwmpenus pre_shared_key u psk_key_exchange_modes npu yCTaHOBNEHWUN COEAMHEHUSI B paMKaX
ucnonb3osaHua psk_ke unu psk_ecdhe_ke cxembl ayTeHTUMLMPOBAHHOW BbIPAGOTKM 06LLIEro KMo4eBoro
martepuana Ana ykasaHus OaHHbIX, UCMOMNb3yeMbiX NPU COMMacoBaHUM obLLEro CekpeTHoro 3HadeHuss PSK
(cm. 5.6.5 1 5.6.6);

- pacwwupeHue post_handshake_auth ana nopgaepxku mexaHusma post-handshake ayreHTudmkaumm
(cm. 5.6.7).

KnueHTy pekomeHayeTcs noaaepxusarb 00paboTky paciumpeHnust cookie (cm. 5.6.8). KnueHty u cepse-
py pekomeHayeTcs noaaepxuBath pacluMpeHus signature_algorithms_cert u server_name (cMm. 5.6.2 1 5.6.9).

B GonbLUMHCTBE Cryvyaes paclUMpPeHUsi peann3oBaHbl B hopmare 3anpoc/oTBET, OAHAKO B HEKOTOPbIX
CcUTYyaLuaX OHM MOTYT He npeanonararb OTBETHOMO paclunpeHusi. KnueHT MOXeT nocnartb paclUMpPeHus B Ka-
yecTBe 3anpoca B coobueHun ClientHello, cepeep MOXeT nocnartb pacluMpeHust B Ka4YeCTBE OTBETa B CO-
obeHunax HelloRetryRequest, ServerHello, EncryptedExtensions u Certificate. Cepeep nockinaer HaGop
paclumMpeHuii B ka4ecTse 3anpoca B cooblyenusix HelloRetryRequest (ans otnpaBku pacumpenus cookie) u
CertificateRequest, Ha KOTOPbIe KMMEHT MOXET OTBETUTb G MOMOLLbBIO pacluMpeHuin coobueHui ClientHello un
Certificate cOOTBETCTBEHHO.

CTopoHa B3auUMOAEWCTBUA HE AOIKHA NOChINaTh pPaclUMpeHUs B KayecTBe OTBETA, ecnu apyras CTo-
poHa He npucklnana CoOTBETCTBYIOLLEro paclUMpeHUs B ka4ecTBe 3anpoca. [pu nonyyeHun paclumpeHns B
Ka4yecTBe 0TBETa Ha pacLUMPEHKUE, KOTOPOe He Bbino NOoCnaHo, CTOPOHA B3aUMOAENCTBUSA A0IKHA 3aBEPLUMTb
paboty npotokona Handshake ¢ onoseLyeHnem unsupported_extension(cm. 7.2).

Ecnu paclumpeHve nepeceinaerca B COO6LEHNN, OTIIMYHOM OT OMPEAENEHHbIX B COOTBETCTBUM C Ta-
6nuueli 2 coobLUeHuii, CTOPOHAa B3aUMOAENCTBUSA, NOMyYaloLan AaHHOE pacLUMPEHWE, JOMKHA 3aBEPLLINTb
paboty npotokona Handshake ¢ onoseLyeHuem illegal_parameter(cm. 7.2).
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B cny4ae npucyTcTeus B 04HOM COOBLLEHUN HECKOMBKMX Pa3NUYHbIX PACLUIMPEHWIA [ aHHbIE PACLUMPEHUS
MOryT ObITb NepeaaHbl B NPOU3BONMBLHOM MOPAAKE, 3@ UCKNoYeHWeM paclumpenus pre_shared_key, kotopoe
AOMKHO BbITb NOCNEAHNM B CNUCKE paclumpeHnit coobweHus ClientHello. Mpu aTom ykasaHHoe paclumpeHune
MOXET MNOSABUTLCS B NMOOOM MECTe Crmcka paclumpeHnuii coobuueHus ServerHello (cm. 5.6.5).

5.6.1 Pacwupenue supported_versions

PacwmpeHue supported_versions ucnonb3yercs Ans cornacoBaHus Bepcum npotokona TLS, asnaerca
obsA3aTenbHBIM B paMKax UCNONb30BaHUS M0G0 M3 CXeM ayTeHTUULUPOBAHHON BbIPABOTKM ODLLEro Kniove-
BOro Marepuana v nocbinaeTcs KMMEHTOM UMK CEPBEPOM B CMEAYIOLLMX CyYasX:

- KnueHTom B coobueHun ClientHello u cogepxut cnucok noaaepxuBaembix Bepcuid npotokona TLS,
pacnonoXeHHblX B nopsgke yobiBaHWA npegnoyteHus. Ecnu knneHT nogaepxusaet Bepcuto TLS 1.3, pacum-
peHue supported_versions 0MmKHO coaepkaTb Kak MUHUMYM 3HadeHne 0x0304. Ecnu noaaepxusaioTcs npe-
AblayLue sepcun npotokona TLS, To OHM Takke AOMKHbI ObITh YKa3aHbl B CMMCKE NOAAEPKUBAEMbIX BEPCUN;

- cepsepom B coobwieHun ServerHello n HelloRetryRequest n cogepxut nicpopmaumio o BeibpaHHOM
Bepcuu nportokona TLS.

Mone extension_data paclumpeHus supported_versions 3agaetca cTpyktypoii SupportedVersions, onpe-
aensemon cnegylowmm o6pa3om:

struct {
select (Handshake.msg_type) {
case client_hello:
ProtocolVersion versions<2..254>;
case server_hello:
ProtocolVersion selected_version;

K
} SupportedVersions;

rae:

- none versions, ykasblBaeMo€e KfMEeHTOM B CTPyKType SupportedVersions, cogepxuTt cnucok nogaep-
XuUBaeMbIx Bepcuit npotokona TLS, pacnonoxeHHbIx B nopsiake yObiBaHWA NPeanoYTEeHUS;

- none selected_version, ykasbiBaeMoe cCepBepom B CTPykType SupportedVersions, cogepxut 3Hade-
HWe Bepcumn, BLIDPAHHOW CEPBEPOM U3 CMIMCKA Versions CTPyKTypsl SupportedVersions.

Ecnu pacwmpenue supported_versions oTcyTcTByeT B nosiydeHHOM coobuienuu ClientHello, TLS 1.3
cepsep, paboTaloLWwuii B peXxMumMe COBMECTMMOCTU UM Moadepxusalowuin 6onee paHHue BepcuM NpOTOKONa
TLS, aomkeH cornacosarb Bepcuto npotokona TLS cnoco6om, COOTBETCTBYIOLLMM AAHHON BEPCUM NPOTOKONa
(Hanpumep, Bepcuo TLS 1.2 B cootBetcTBUM ¢ P 1323565.1.020), aaxe ecnu 3HadeHue nons ClientHello.
legacy_version 6onbLie nubo pasHo 0x0304.

Ecnu pacwupenue supported_versions 6b1no ykazaHo B coobweHun ClientHello, cepsep He A0mkeH uc-
nonb3oBatb 3HadyeHue nona ClientHello.legacy_version ans ycraHosneHus Bepcuu npotokona TLS u aomkeH
MCrnonb30BaThb TOMbKO MHAOPMALUIO, YKasaHHYIO B paclunpeHuu supported_versions.

CepBep AomkeH BblIOpaTk TONBKO OAHY Bepcuio npoTtokona TLS u3 Tex, YTo NpUCYTCTBYIOT B pacluupe-
Hun supported_versions ctpyktypbl ClientHello, a Take urHopuposatb niobble (NPUCYTCTBYIOLLUME B CTPYK-
Type ClientHello) HepacnosHaHHble Bepcun. Cepeep AomkeH ObiTb rOTOB nonyyaTtb coobuwenusa ClientHello,
coagepxawue pacwumpenue supported_versions, HO He cogepkawume 3HadyeHne 0x0304 B cnucke NOAAEPXKM-
BaeMbIX BEPCUI.

Cepgep, cornacosbiBaiowuii npotokon TLS Bepcumn Huxe 1.3, AormkeH BbiGpaTbh U 3aduKkCcMpoBaTh 3Ha-
yeHue nons ServerHello.legacy_version u He OMKeH ykasbiBaTb paclumpeHue supported_versions B CTpyk-
Type ServerHello. Cepeep, cornacosbiBaowmit npotokon TLS sepcumn 1.3, AOMKEH yka3aTb pacLUMpPEHUE
supported_versions, cogepxariee BoibpaHHoe 3Ha4eHne sepcum npoTtokona TLS (1o ectb 0x0304). Mpu aTtoM
cepBep A0SKEH YCTAHOBUTBL 3HauYeHue nona ServerHello.legacy_version paBHbiM 0x0303 (COOTBETCTBYIOLLMM
3HaveHuio TLS 1.2). KnueHT fomkeH npoBepuThb 310 paclumpeHue nepen ob6paboTkoi nocneaylowmx AaHHbIX
coobuweHun ServerHello. Ecnu paclumpeHne NpUCYTCTBYET, KIIMEHT AOIDKEH UTHOPUPOBATL 3HAYEHUE MONS
ServerHello.legacy_version u gomkeH Ucnonb3oBaTb TONbKO paclumpeHue supported_versions, 4tobbl onpe-
AenuTb BbIOpaHHyI0 cepBepom Bepcuio. Ecnu pacwmpenue supported_versions B coobwernun ServerHello
coaepxuT Bepcuio npotokona TLS, kotopas He Gbina npeanoXxeHa KNMeHTOM, N BePCUIO NPOTOKONa HUxe
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npotokona TLS 1.3, knueHT gomkeH 3aeepwwmTb paboTty npotokona Handshake c onoselueHuem illegal_
parameter (cMm. 7.2).

5.6.2 Pacwupenusn signature_algorithms u signature_algorithms_cert

[nsa ykasaHusa nogaepxmBaemMbix anropuTMoB NPOBEPKM NOANUCH (U, COOTBETCTBEHHO, anropuTMOB, KO-
TOpbIE NPOTUBOMOJIOXKHASA CTOPOHA MOXET UCMOSb30BaTh AN €e POPMUPOBAHMNS) KIMEHT U CEPBEP UCNONb-
3yI10T CrieaytoLme pacLuMpeHus:

- paclumpeHue signature_algorithms, coaepxatiee cnucok anropuTMOB, KOTOPLIE MOTYT ObiTb UCNOMb-
30BaHbl Ans opmuposaHua noanucu B cooblenun CertificateVerify. JanHoe paclumpeHnue sinserca o6s-
3aTenbHbIM B pamkax ucnons3oBaHus ecdhe_ke cxembl ayTeHTUMUMPOBAHHON BbIPAbOTKM OOLLErO KIoYe-
BOr0 martepuana u gomkHO ObiTb ykasaHO knmeHTom B coobiueHun ClientHello u cepsepom B coobLyeHum
CertificateRequest (B cnyvyae aAByCTOpPOHHe ayTeHTuukauumn). Ecnu ayteHTudukaumsa cepsepa ocyLLecT-
BMNSAETCA C NOMOLBIO noanucu (B pamkax ecdhe_ke cxembl), HO KNIMEHT HE ykasan pacwmpeHue signature_
algorithms, cepeep gomxeH 3aeepunTb paboty npotokona Handshake ¢ onoselwjeHnem missing_extension
(cm. 7.2). Ecnin coobieHune CertificateRequest He cogepxut paclunpenune signature_algorithms, knuenT gon-
XKeH 3aBepLunTb paboTy npotokona Handshake ¢ onoeelueHnem missing_extension (cm. 7.2);

- pacwupeHue signature_algorithms_cert, cogepxallee cnucok anroputMoB NOANUCH, KOTOPbIE MOTYT
ObITb UCMONb30BaHbI ANsi GOPMUPOBAHUA NOANMCEN CEPTUXNKATOB U3 LIEMOYKU CEPTUMDUKATOB COOTBETCTBY-
IOLLEe CTOPOHbI. [aHHOe paclumpeHne SIBNSAETCA ONUMOHAaNbHbIM KM NOCLINAETCA B pamKax UCMONb30BaHUSA
ecdhe_ke cxembl ayTEHTUDULUPOBAHHON BbIPaGoTKM O6LLEro Kmo4eBoro Marepuana u Moxer ObiTk ykasaHo
knueHTom B coobLeHnmn ClientHello u cepeepom B coobuueHun CertificateRequest (B cnyyae aAByCTOPOHHEN
ayteHTudunkauum). Ecnu gaHHoe pacluMpeHue He yKasbiBAaeTCA CTOPOHON B3aMMOAENCTBUSA, CHUTAETCSA, YTO
Jonyctumble Ans NOANMCU CepTUUKATOB anropuTMbl 3a4atoTca paclumpeHnem signature_algorithms.

OTKpbITbIE KMIOYW, NPUCYTCTBYIOLLME B cepTudmkarax coobuieHus Certificate, 4omkHbI COOTBETCTBOBATL
cornacoBaHHbIM B pamkax obMeHa paclumpeHusimu signature_algorithms u signature_algorithms_cert anro-
puTMaMm noAnucHu.

Mone extension_data B pacwwupeHusx signature_algorithms_cert u signature_algorithms 3apaerca
cTpykTypoii SignatureSchemelList, onpeaensiemoit cnegytowmm o6pasom:

struct {
SignatureScheme supported_signature_algorithms<2..2416-2>;
} SignatureSchemelList;

rae none supported_signature_algorithms cogepxmT cnMcok cxem Noagnucu, KaXkaast u3 KOTopbixX 3a4aeT anro-
PUTM NOAMUCK U UCNONb3YEMYIO SMNMMTUYECKYIO KPUBYIO. 3HAYEHUA 9NEMEHTOB cnucka supported_signature_
algorithms, AonycTUMbIE K UCNONb30BaHUIO B pamMKax AaHHOIO AOKYMeHTa, 3aaaiorcsa B 10.2.

3nemMeHTbl Nons supported_signature_algorithms yka3seiBatotrca B nopsigke yobiBaHUsS NPEANOYTEHUS.

MpumevaHune — 3HayeHne NOANUCK NMOJ KOPHEBBIM CepTUNKATOM 0ObIMHO He MpoBepseTcs Npu NpoBepke
LenoYkn ceptudukaTos, ykasaHHol B coobuyeHun Certificate. Mostomy anroputm nognucu, ¢ NOMOLLbIO KOTOPOro Mog-
nucaH 3TOT CepTUPUKAT, MOXET He YAOBIETBOPATbL 3HAYEHUSIM, YKasaHHbIM B pacluMpeHusix signature_algorithms u
signature_algorithms_cert.

5.6.3 PacwupeHue supported_groups

Pacwmpenue supported_groups ucnonb3yerca Ansa nepeaayn nHgopmaumm o noaaepxuBaembix CTOpo-
HaMKu B3auMOAEWCTBUA SNMUNTUYMECKUX KPUBBLIX U MOCHINAETCA KAIMEHTOM UM CEPBEPOM B CREAYIOLLMX Crly-
yanx:

- knueHToM B coobuieHun ClientHello u coagep»mt HeoBxoaMmyi0 Ans BbIpaboTku 06LUErO SHTPONUIAHO-
ro 3HayeHua ECDHE uHdopmaumio 0 KpUBbIX, MOAAEMKUBAEMbIX KITMEHTOM. [JaHHOe pacLuMpeHue SABNsieTcA
obsa3aTenbHbIM B pamkax ncrnons3oBanus ecdhe_ke u psk_ecdhe_ke cxem ayteHTMULUMpPOBaHHON BbipaboT-
ku 06LLEero Knio4eBoro Matepuana,

- cepesepoM B cooblieHun EncryptedExtensions u coaepxut nHopmauuio o KpUBbIX, NOAAEPKUBAE-
MbIX CEPBEPOM, HE BRUSAIOLLYIO HA BbIPABOTKY OOLLEr0 3HTPONUAHOIO 3Ha4YeHns ECDHE B TeKkyLUeM COeauHe-
HWUM 1 NpeaHasHa4YeHHYyo AnA MHPOPMUPOBaAHUA KnMeHTa. [lJaHHOe pacluMpeHue ABRAETCS ONUMOHAamNbHbIM U
nocuInaeTca B pamkax ucnonb3osaHusa ecdhe_ke u psk_ecdhe_ke cxem ayTeHTUdULMPOBAHHOI BbIPaGOTKM
o6LLero Krn4eBoro marepuana.

Mone extension_data paclumpenus supported_groups 3agaetcs cTpyktypon NamedGroupList, onpeae-
naemov cneayowmm o6pasom:
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struct {
NamedGroup named_group_list<2..2"16-1>;
} NamedGrouplList;

rae none named_group_list coaepXXuT CNUCoK KPMBbIX, NOAAEPXKMBAEMbIX CTOPOHOW B3aUMOAEWCTBUS, B MO-
psake yobiBaHUSI MpeanodTeHns. 3HaueHnsa aneMeHToB cnucka named_group_list, fonycTumMble K MCMONb30-
BaHMIO B paMKax AaHHOro AoKymeHTa, 3agatotca B 10.3.

Ecnu y cepeepa ecTb KpuBasi, KOTopas SBNSAETCA NpeanovTUTENIbHEE KPUBbLIX, YKA3aHHbIX KIIMEHTOM B
pacwmpeHun key_share, n npu aTom cepBep xenaet npuHATb coobueHune ClientHello, emy cnegyet nocnatb
pacwumpeHue supported_groups, 4Tobbl NPeaoCTaBUTb KIIMEHTY MHAPOPMALIMIO O CBOMX NPEANOYTEHUAX OTHO-
CUTENbLHO KPMBLIX. B 9TOM paclumMpeHumn cepBepy pekoMeHAyeTcs ykasarb BCe NoAAePUBAEMbIE UM KPUBLIE,
BHE 3aBUCUMOCTM OT TOr0, NOAAEPHUBAIOTCA NN OHU KNMEHTOM. KnueHT He JOomkeH pearupoBaThk Ha MHAOP-
Mauuio, NOMyyYeHHyYI0 OT cepBepa B paclumpeHun supported_groups, A0 MOMEHTA YCMELUHOro BbINOMHEHUs
npotokona Handshake, HO MOXeT MCNONb30BaTb NOMYYEHHYIO MHAOPMALIMIO ANS TOrO, YTOObI UBMEHUTb CrK-
COK KPMBbIX, MCNOMb3yeMbIX UM, B paclunpeHun key_share B nocneayomx coeanHeHusX.

B cnyyae nonyyeHuss OT knueHTa pacluMpeHus supported_groups, He coaepxallero nogaepxupae-
Mbleé CEPBEPOM KpUBLIE, CEPBEP AOSMKEH 3aBepwumTb paboTy npotokona Handshake nubo ¢ onoseweHnem
handshake_failure, nu6o ¢ onoseweHnem insufficient_security (cm. 7.2).

5.6.4 PacwumpeHnue key_share

Pacumpenune key_share orBevaet 3a BbipaboTKy 06LLErO SHTPONUIAHOIO 3HaYeHus ECDHE, sienserca
obsi3aTenbHbIM B pamkax ucnonb3oaHus ecdhe_ke u psk_ecdhe_ke cxem ayteHTUpULMpOBaHHON BbIpaboT-
Ku 0OLLEro KnioyeBoro mMarepmana u noCbiNaeTcst KNMMEHTOM UMM CEPBEPOM B CMEAYIOLLMX CIyYasX:

- knueHtom B coobweHun ClientHello (cM. nogpo6Hee 5.6.4.1) u coaepXut MHpopmaLmio 06 OTKPLITbIX
acpemepHbIx kmovax Q' , ..., QV,, N 1, npeanaraembix KIMeHTOM;

- cepeepom B coobuleHmn HelloRetryRequest (cm. nogpobHee 5.6.4.2) u coaepxut UaeHTUUKaTop
KpWBOW, BbIOpaHHOW cepepom u3 cnucka named_group_list coobwexuna ClientHello (cm. 5.6.3);

- cepepoM B coobueHnn ServerHello (cm. noapobHee 5.6.4.3) n cogepXXmT MHopMaumto 06 OTKPLITOM
adpemepHOM KIitove Qg, NpMHAANEXaLlemM KpUBOK, KOTOPOi COOTBETCTBYET OTKPbIThIN 3ChEeMEPHBIA KoY KNu-
eHTa Q, u3 cnucka client_shares.

[pu aTOM MHOPMALIMA O KaXXAOM OTKPLITOM 3¢peMepHOM Krode 3agaetca cTpykTypoin KeyShareEntry
cneayowmm o6pasomM:

struct {
NamedGroup group;
opaque key_exchange<1..2*16-1>;
} KeyShareEntry;
rae group — nore AnuHoii B 2 GaiTa, B KOTOPOM YKa3blBAETCSA MAEHTUUKATOP KPUBONA;

key_exchange — OTKpbITbIN 3PEMEPHbIN KNOY, NPUHaANEXaLUi KPMBON, MAEHTUMUKATOP KOTOPORN yKasaH
B none group. 3HadeHue AaHHOro Nons onpeaenseTcsa B COOTBETCTBUM C 8.5 n npeacras-
ngaerca B oopmare, ykasaHHOM B 5.6.4.4.

5.6.4.1 PacwupeHnue key_share B coobueHun ClientHello
B coobuwenun ClientHello none extension_data pacwupeHus key_share 3agaerca CTpyKTypoui
KeyShareClientHello, onpeaensiemoin cneayowmm o6pasom:

struct {
KeyShareEntry client_shares<0..216-1>;
} KeyShareClientHello;

rae none client_shares cogepXut cnnucok npegnaraemMbix KNIMEHTOM CTPYKTYp KeyShareEntry, nepeuncneHHbix
B nopsgke ybbiBaHusa npeanovteHus. JaHHbIi CMMCOK MOXET ObiTb MYCTbIM (TAKMM 006Pa3oM, KIMEHT MOXET
3anpocuth OT cepeepa coobeHne HelloRetryRequest, 4ToObl BLIMMCAATE 3HAYEHNE OTKPLITOrO 3heMepHOro
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Krno4a TOMbKO ANA KPMBOW, noaaepxmBaemon cepsepoM). Kaxablii anemeHT nons client_shares gomkeH co-
OTBETCTBOBATbL KPUBOW, YKa3aHHON B none named_group_list pacwmpenus supported_groups. Mopsigok ane-
MeHTOB nong client_shares gomkeH COOTBETCTBOBATbL NOPAAKY KPUBLIX, YKa3aHHbIX B none named_group_list
pacwupenns supported_groups. MNpu atom B none client_shares moryt oTCyTCTBOBaTb SMEMEHTLI, COOTBET-
CTBYIOLLIME HEKOTOPbIM (B TOM 4ucre Haubonee npeanovTUTENbHbIM AN CEpBepa) KPUBbIM, YKasaHHbIM B
none named_group_list.

MpumMedaHue —MoaobHas cuTyaLusi MOXET BOSHUKHYTb, ECIIM HauGonee npeanoYTUTENbHbIE MPYMMbI ABAOT-
CSl HOBbIMMW U BEPOSTHO He ByAyT NoaAepKMBaTLCS B OCTATOMHOM YWCHE peanusaLmii.

Konu4yecteo anemeHTOB nons client_shares He AOMKHO NPEBbIWATL KONMYECTBO KPUBLIX, YKa3aHHbLIX
B none named_group_list pacwmperua supported_groups. MNpu 9TOM KaXkgon KpUBOW COOTBETCTBYET TOSbKO
oAMH aneMeHT nong client_shares, n KNMEHT He AOMKeH npegnaratb Gonbluee KONMUMYECTBO CTPYKTYP Ans
OZHOIN 1 TON e rpynnbl. 3HaueHua nonei key_exchange kaxpgoii cTpykTypbl KeyShareEntry gomkHbl GbITb
chOopMMpPOBaHbI HE3aBUCHMMbIM 06pa3omM. KNMEHT He AOMKEH npeanaratb 9neMeHThl nons client_shares ans
KPUBbIX, HE yKa3aHHbIX B none named_group_list paclumpeHus supported_groups. B cnyyae HapyLUeHWii yka-
3aHHbIX BbILLIE MPABUI CEPBEPY PEKOMEHAYETCS 3aBepLUUTL paboTy npoTokona Handshake ¢ onoselyeHnem
illegal_parameter (cMm. 7.2).

5.6.4.2 PacwupeHue key_share B coobiueHumn HelloRetryRequest

B coobueHnn HelloRetryRequest none extension_data paclumpeHus key_share 3agaertcs CTPyKTYypoWi
KeyShareHelloRetryRequest, onpeaensemoii cnegytowmm o6pasom:

struct {
NamedGroup selected_group;
} KeyShareHelloRetryRequest;

rae none selected_group coaepuT KpuBYIO, Noaaepvsaemyto 06eMMmu CTOPOHaMK, KOTOPYIO Cepeep npea-
MoYMTaeT COrnacoBarb.

Ecnu cepsep ykasan pacwmpenue key_share B coobuwieHun HelloRetryRequest, knmeHT AormkeH npo-
BEPUTb, YTO:

- none selected_group cooTBeTCTBYET OAHOW U3 KPUBBIX, YKa3aHHbIX B none named_group_list paclum-
pexuna supported_groups coobweHus ClientHello1;

- none selected_group He COOTBETCTBYET HMKAKOW KPUBOW, YKa3aHHON B pacwmpeHnu key_share co-
o6wweHusn ClientHello1.

Ecnu He BbinonHaeTcs nioboe U3 nepevncneHHbIX YCNOBUM, KITMEHT AOMKEH 3aBepwmnTb paboTy npo-
Tokona Handshake c¢ onoseuwieHuem illegal_parameter (cm. 7.2). B npoTuBHOM cny4ae npu oTnpaBneHuu
coobuwenun ClientHello2 knueHT gomkeH 3aMeHuUTbL cnucok B none client_shares pacwupenun key_share
Ha €AMHCTBEHHbLIN NEMEHT, B KOTOPOM B NONE group ykasaHa Kpueas, COOTBETCTBYIOLLAA KPUBOW M3 NONA
selected_group coobwenus HelloRetryRequest, a B none key_exchange cogepxmtcsa oTKpbITbIi 3heMepHbIi
KoY, NPUHaanNexaLwmii KpMBOM, yKasaHHON B nNone group.

5.6.4.3 Pacwupenue key_share B coobweHun ServerHello

B coobwenun ServerHellonone extension_data pacwmpenns key_share 3apaetca crTpykTypon
KeyShareServerHello, onpeaensiemon cneayiowmm o6pasom:

struct {
KeyShareEntry server_share;
} KeyShareServerHello;

rae none server_share nmeert cTpykTypy KeyShareEntry, B KOTOPOM none group A0SMKHO COOTBETCTBOBATL He-
KOTOPOW KPMBON, ANA KOTOPOM ykasaH 3neMeHT B none client_shares.

B pamkax ecdhe_ke u psk_ecdhe_ke cxem ayTeHTUULUMPOBAHHOM BbIPabOTKU 06LLEro Kniov4eBoro Ma-
Tepuana cepeep ykasbiBaeT poBHO 0aHy cTpykTypy KeyShareEntry B coobieHun ServerHello. Cepeep He
OOMKeH nocbinath CTPyKTYpy KeyShareEntry Ans kpuBon, He yKasaHHOW KNMMEHTOM B paclumpeHun supported_
groups. Cepsep He A0MKEH nocbinatb pacwupeHue key_share B pamkax psk_ke cxembl ayteHTuduymupo-
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BaHHOI BbIPabOTKM OOLLEro KnioyeBoro Matepuana. B cnyyae ecnu knmeHToM Obifio Nony4YeHo coobLueHue
HelloRetryRequest ¢ paclumpenuem key_share, npu nonyvenun coobuienuns ServerHello knueHT gomkeH ybe-
AUTBLCA, YTO naeHTMdUKaTop KPUBOK, YKasaHHbIN B coobLueHun ServerHello, coBnapaet ¢ uaeHTudukaTtopom
KPVBOM, yKka3aHHbIM B coobuieHun HelloRetryRequest. Ecnu ykasaHHOe yCnoBue He BbIMOMHAETCA, KIMEHT
JOMmKeH 3aBepLLmMTb paboTy npotokona Handshake ¢ onoselyeHuem illegal_parameter (cm. 7.2).

5.6.4.4 lMpeacraBneHne OTKPbITbIX AhEMEPHbIX KMoven

Kaxabii  OTKpbITEIA  3PeMepHbIn  kNod  Q, 3anucbiBaembli B none key_exchange cTpykTypbl
KeyShareEntry, 3agaetca cnegyioum o6pasom:

struct {
opaque X[coordinate_length];
opaque Y[coordinate_length];
} PlainPointRepresentation;
rae:

- nona X u Y cogepxxat 6antoBble NpeacTaBNeHUst KOOPAMHAT X U y ToUkM Q(Q = (X, ¥)) B hopmare little-
endian, copMupoBaHHbIe cnieayoLmm obpasom:

X = str, coordlnate_/ength(x)' 1
Y = str, M

coordinate_length W

- 3HayeHue napametpa coordinate_length onpeaenserca B coorseTcTeum ¢ Tabnuuen 17.

MpuMedaHune — B cooTBETCTBAM C [1] AONYCKAETCA UCNONb30BaHNE APYriX (POPMATOB NPEACTABNEHNSA OTKPbI-
TOro aheMepHOro Krto4a, OfHaKo Mpu paboTe NPOTOKONA B COOTBETCTBUM € HACTOALLIMMI PEKOMEHAALIMSIMU AaHHBIA (YHKUN-
OHarn 3anpeLLeH.

5.6.5 Pacwupenue pre_shared_key

Pacwmpenune pre_shared_key orBeyaer 3a cormacoBaHue 0o6LUEro 3HTPONUWHOrO 3HayeHus PSK, sB-
nsercsa obasaTtencHbIM B pamkax ucnonb3oBanus psk_ke unu psk_ecdhe_ke cxembl ayteHTUDULMPOBAHHOM
BbIpaboTKK OBLLErO KIOYEBOrO MaTepuana u noChiNaeTCs KITMEHTOM UINU CEPBEPOM B CNEAYIOLLIMX Cy4asx:

- KnueHTom B coobiyeHum ClientHello u coaepXuT CNMCOK AaHHBIX, COOTBETCTBYIOLLMX NPeAnaraeMbiM
PSK-3HayeHuaM, 1 nocneaoBatenbHOCTb CBA3aHHbIX C HUMM binder-aHauenuit (cm. 5.6.5.3);

- cepBepom B coobLueHumn ServerHello n coaepxut HAEKC anemMeHTa, BbIGpaHHOro cepBepoM U3 nony-
YEHHOrO OT KMMEeHTa CNUCKa AaHHbIX, COOTBETCTBYOLWMX PSK-3HaueHusm.

MNone extension_data pacwupenusa pre_shared_key cogepxuT anemeHT PreSharedKeyExtension, 3a-
OaloLWMINCa crneayoLwen CTPYKTypon:

struct {
select (Handshake.msg_type) {
case client_hello: OfferedPsks;
case server_hello: uint16 selected_identity;
h
} PreSharedKeyExtension;

rae cTpykTypa OfferedPsks u unaexc selected_identity onpeaeneHbl B 5.6.5.1 n 5.6.5.2 COOTBETCTBEHHO.
5.6.5.1 Ctpykrypa OfferedPsks
Crpyktypa OfferedPsks 3agaerca cneayrowum obpasom:

opaque PskBinderEntry<32..255>;
struct {
Pskldentity identities<7..2*16-1>;
PskBinderEntrybinders<33..2416-1>;
} OfferedPsks;
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rae identities — CnNMCOK AaHHbIX, COOTBETCTBYIOLUUX 3HAYEHMAM PSK, npegnaraemMbiM KNMEHTOM ANs corna-
COBaHuWA 06LIEro 3HTPONMINHOTO 3HAYEHUS;

binders — nocnenoBatenbHOCTL binder-aHauyeHUn, COOTBETCTBYIOLLMX Kaxaon cTpyktype Pskldentity
u3 cnucka identities n ykasaHHbIX B TOM ke nopsigke. [Npouecc BelYnMcnenus binder-sHayeHumn
onucaH B 5.6.5.3.

CtpykTypa Pskldentity, cogepawas gaHHble, COOTBETCTBYIOLUME 3HAYeHUIO PSK, 3apaerca cneayto-
M o6pasom:

struct {
opaque identity<1..2*16-1>;
uint32 obfuscated_ticket_age;
} Pskidentity;

rae identity — naeHTudukarop (Tuker) 3HaveHus PSK. [Ona 3HauyeHus iPSK paHHoe none
npuHuMaet 3HadeHue nona NewSessionTicket.ticket (cM. 5.9.1.1). Hacroauwue
pekomeHaauuMn He OUKCUPYIOT MEXaHM3M (POPMUPOBAHUA TUKETA AN 3HAYEHUS
ePSK (cM. 5.2);

obfuscated_ticket_age — MackupoBaHHOEe Bpems XXU3HU TUKETA.

Ona kaxgoro 3HaveHust iPSK 3HavyeHue AaHHOro nonsa paBHO BPEMEHW XXU3HW
(clients_ticket_age) TukeTa Ha CTOPOHE KNWEHTA, CROXEHHOMY Mo moaynio 232
co 3HaveHnem nona NewSessionTicket.ticket_age_add. Mpu sToM BpemsA ¥mM3Hu
TUKETa Ha CTOPOHE KIMEHTa UCUYUCAAETCA B MUNNUCEKYHAAX, NPOLIEALUNX C MO-
MeHTa nony4YeHns CooTBeTCTBYIoLWero coobueHun NewSessionTicket CoO CTOPOHBI
cepsepa.

KnueHT He AomKkeH Ucnonb3oBaTb 3HavYeHue iPSK, BpeMA XXU3HN TUKETa KOTOPO-
ro npesbiwaeT ykazaHHoe B none NewSessionTicket.ticket_lifetime Bpemsa >xn3nu
TUKETA, aCCOLMNPOBAHHOrO C AAHHbLIM 3Ha4YeHneM iPSK.

[nsa kaxaoro 3HavyeHus ePSK 3HayeHne AaHHOro nons peKOMEHAYeTCs yCTaHaB-
nMBaTb paBHbIM 0, NpY 3TOM CepBEPbl AOIMKHLI UTHOPUPOBATbL JAaHHOE 3HAYEHUE.

5.6.5.2 3Hauyenue selected_identity

3HauveHue selected_identity, ykasbiBaemoe cepsepomM B CTpykType PreSharedKeyExtension, onpeaens-
€TCA Kak MHAEKC anemeHTa, BbiopaHHoro cepeepomM u3 cnucka identities ctpykrypbl OfferedPsks. Mpu atom
WHIEKCaLUs SNEMEHTOB B YKa3aHHOM CMUCKE HAYMHAETCA C HYNA.

C kaxablM TUKETOM, COOTBETCTBYIOLLIMM 3HaYEeHUIO PSK, OAHO3HA4YHO acCOLMUPYETCA anropuTMm XaLUu-
poBanusa HASH (cm. nogpobHee 5.9.1.1). MNpu 3TOM anropuTM X3WMPOBAHUA ANS 3HA4YeHusA iPSK pormkeH
COOTBETCTBOBATbL anrOPUMTMY, KOTOPbIA UCNOMNbL30BANcs B MHULMAnNU3upyioweM coeauHeHun. Cepeep A0MKEH
ybeauTbCsa B TOM, YTO OH BbIOMpAaET KpUNTOHAbOop 1 TUKET, COOTBETCTBYIOLLME OAUHAKOBOMY anirOPUTMY X3LLINK-
poBaHus.

B pamkax pa6otbl iPSK-only u iPSK-ECDHE pexuiMos Haubonee npocteiM cnocobom peanusanum co-
OTBETCTBUS 3HAYEHUSI TUKETA KPUNTOHAOOPY SABNAETCA COrnacoBaHwe KpUnTtoHabopa u 3ateM UCKMIoYeEHUe
HECOBMECTUMbIX C HUM TUKETOB. JlloOble Hepacno3HaHHbIe 3HA4YEeHUA TUKETOB (TO eCTb T€, KOTOpble He Oblnu
HangeHbl B 6a3e AaHHbIX TUKETOB MM Obinu 3aMdpoBaHbl HA HEPACNO3HAHHOM KIlove) AOMKHbI ObITb NPo-
UrHOPMPOBaHbI. B cnyyae ecnu cepsep He 0OHApPY>XUN HU OAHOTO TUKETA, COOTBETCTBYIOLLIETO BbiGpaHHOMY
UM KpUNTOHAOOpPY, OH AOIMKEH MO BO3MOXHOCTU NpoaomkuTb paboty npotokona Handshake 8 ECDHE-only
pexume, B MPOTUBHOM Crlyyae cepBep AOIMKEH 3aBepLlumTb paboTy nportokona Handshake ¢ onoeeujeHuem
unknown_psk_identity.

Mpexae yem noaTBEpAUTL BLIOOP TUKETA (M COOTBETCTBYIOLLETO eMy 3Ha4YeHus PSK), cepBep AOIMKEH
BbINOMHUTL CREAYIOLLME NPOBEPKU:

- HeoOXx0AMMO NMPOBEPUTb, YTO binder-aHaveHne (cMm. 5.6.5.3), COOTBETCTBYIOLLEE AAHHOMY 3HAYEHUIO
PSK,cchopmupoBaHo KoppekTHo. Ecnu aaHHoe 3HayeHue OTCYTCTBYeT unu C(POpMUpPOBAHO HEKOPPEKTHO,
cepsep AOMXKeH 3aBepwmTb paboTy npotokona Handshake ¢ onosewieHnem decrypt_error (cM. 7.2). Cepsep
He [10/mKeH NpoBepsATb BCe binder-3HaueHusi, BMECTO 3TOr0 OH JOJDKEH BbIOpaTh TONbKO 0AuH TUKET (PSK)
1 NpoBepuTb binder-sHauyeHue, COOTBETCTBYIOLEE BbIOpaHHOMY PSK. B kauectse noaTeepxaeHus BblGopa
TUKETa cepBep ykasbiBaeT 3HadeHune selected_identity B pacwumpenun pre_shared_key;
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- B cnyyae ecnu BbiGpaHHOe 3HaveHue selected_identity cootBeTcTByeT 3HaueHuio iPSK, Heobxoaumo
ybeauTbCA, YTO BpeMsi XKM3HU AAHHOTO TMKETA Ha CTOPOHE CepBepa He NPEeBbLILAET MaKCUManbHO A0NyCTU-
MOrO 3HayeHusa (cm. 5.9.1);

- B cny4yae ecnu BbibpaHHOe 3HaveHue selected_identity cootBetcTByer 3HaueHuio iPSK, cepsep aorn-
JKEH M3BIeYb U3 NOMYyYEeHHOro OT KNueHTa 3HaveHus obfuscated_ticket_age 3HaueHue BpeMEHM XXU3HU TUKe-
Ta Ha CTopoHe knueHTa clients_ticket_age, ucnonb3sys snayeHue ticket_age_add (aaHHOe 3HaueHUe AOMKHO
ObITb U3BECTHO CepBepy, CM. noapobHee 5.9.1), u cpaBHUTL €ro ¢ OXugaembiM 3Ha4eHneM expected_ticket_
age, nony4yeHHbIM NyTEM BblMMTAHUA BPEMEHU CO3AaHUA TUKETa creation_time (3Ha4YeHne KOToporo AOmMKHO
ObITb M3BECTHO CepBepy, CM. noagpobHee 5.9.1) U3 TekyLEero BpeMeHU: pasHuLa Mexay 3HauyeHusiMm clients_
ticket_age u expected_ticket_age He aomxHa npesbiwaTte 4ONYCTUMON 3aA€PKKM B KaHaNe CBSI3U, YCTAHOB-
NEeHHOW nonuTuKon Be3onacHoCTu cepeepa.

Ecnu xota 6bl 04HA 13 yKa3aHHbLIX Bbille NPOBEPOK HE MPoLUNa yCneLHo, cepBep AOMKEH 3aBepLUMTb
paboty npotokona Handshake ¢ onosewennem handshake_failure (cm. 7.2).

MNonyuus paclumpeHue pre_shared_key ot cepBepa, KNUMEHT A40MKEH NPOBEPUTD, UTO:

- BblOpaHHOE cepBepoM 3HaueHue selected_identity HaxoauTca B npeagenax anuHbl cnucka identities
ctpykTypbl OfferedPsks, npeaocTaBNeHHON KNMEHTOM;

- cepsep BblOpan KpUNToOHabop, BKAOYAIOWMIA anropuTM X3LWMPOBAHUSA, KOTOPbLIN aCCOLIMUPYETCH CO
3HaYeHUEeM TUKETa, COOTBETCTBYIOLMM 3HaYeHuIo selected_identity;

- B pamkax psk_ecdhe_ke cxeMbl ayTeHTUDMUMPOBAHHO BbIPabOTKKM 0BLLETO KNIOHYEBOro Marepuana B
coobuieHuun ServerHello ykasano pacwupenue key_share.

Ecnu He BbINONHAETCA XOTA Obl OAHO W3 YKa3aHHbIX Bbilwe TpeOGoBaHUM, KNMEHT AOSDKEH 3aBEpLUMTb
paboty npotokona Handshake ¢ onosewenuem illegal_parameter (cm. 7.2).

Pacwmpenue pre_shared_key aomkHo ObiTb ykazaHO NOcneaHUM B Crucke extensions coobuieHus
ClientHello. CepBep gonmxeH y6eauTbCs, 4TO JaHHOE pacluMpeHue ykasaHo nocneaHuM, u B NPOTUBHOM Cny-
yae 3aBepmTb paboty npotokona Handshake ¢ onosewyeHuewm illegal_parameter (cm. 7.2).

5.6.5.3 Binder-3aHayeHue

Binder-sHauyeHue coaAep>XUT KOHTPONbHbIE AAHHbIE, CHOPMUPOBAHHBLIE C NOMOLWBIO (byHKUMu HMAC
U npegHasHayeHHble ANA NPOBEPKU KOPPEKTHOCTM 3HavyeHus PSK, cOOTBETCTBYIOWEro gaHHomy binder-
3Ha4YeHuIo, Ha CTOPOHe cepBepa. Binder-sHavyenune, coorseTcreylowee iPSK, CBA3LIBAET MHULMANU3NPYIoLLEee
COEANHEHNE C TEKYLLUMM COEAUHEHUEM.

Cnuncok Bcex binder-sHaueHuit, npeanaraemMbiX KNMEHTOM, yKkasbiBaeTca B none binders paclumpeHus
pre_shared_key. Kaxxnoe binder-sHaueHue umeet tun PskBinderEntry, onucanHbiii B 5.6.5.1, u BolumcnsieTca
cnegyowmm o6pasom:

binder = HMAC(HMAC_binder_key, Transcript-Hash (Messages))
HMAC_binder_key = HKDF-Expand-Label (BS, "finished", ", HLen),

@

roe BS (binder_secref) — cekpeTHo€e 3Ha4yeHue, onpeaeneHHoe B 8.2;
HKDF-Expand-Label — dyHkumna, onpeaeneHHas B 8.1.3;
Transcript-Hash — xaw-yHKUuA, onpeaeneHHas B 8.8;

Messages — ynopsiioMEHHOE MHOXECTBO CTPOK, ABMAIOLMXCA BXOLHBIMU NapameTpamMy XaLu-
dyHkummn Transcript-Hash, 3agaiowieecs cneayowmm oGpasom.

Ecnu cepsepom He Bbino nocnaHo coobueHune HelloRetryRequest, T0:
Messages = {Truncate(ClientHello)}. 3)
Ecnu cepsepom 6bino nocnaHo coobuieHune HelloRetryRequest, To:
Messages = {ClientHello1, HelloRetryRequest, Truncate (ClientHello2 )}. 4)
3neck Truncate(ClientHello — cTpoka, cooTBeTcTBytowas coobwenuto ClientHello, B koTopom yaaneHo
none binders cTpyktypbl OfferedPsks paciumpenus pre_shared_key. Mpu aTom anuHbl coobueHus ClientHello,

nons extensions u pacwmpeHus pre_shared_key He M3MEHAIOTCA (OCTAlOTCA TakUMM Xe, Kak ecnu Gbl none
binders He ucknoyanocs).

28



P 1323565.1.030—2020

MpuMmevaHune — lMone binders ygansetcsa us coobuwerus ClientHello gnsa Toro, 4to6bl binder-aHaueHue, co-
OTBETCTBYIOLEE OAHOMY 3Ha4deHUo PSK W3 chnucka, NPeanoXeHHOro KIWEHTOM, He 3aBMCEno OT ocTanbHbIX binder-
3Ha4YeHUiA, COOTBETCTBYIOLLMX 3HAYEHUAM PSK U3 flaHHOro cnucka.

5.6.6 PacwumupeHue psk_key_exchange_modes

Paclmpenne psk_key_exchange_modes oTBe4aet 3a CornmacoBaHue pexumMa ucrnonb3oBaHUsi 3SHaYEHUS
PSK, siBnsieTca o6a3atenbHbIM B pamkax ucnonb3oaHus psk_ke u psk_ecdhe_ke cxem ayteHTuduumpoBaH-
HOW BbIpabOTKM 06LLEro KNOYEBOro MaTepuarna u nocbiNaeTcs TONbKO KNMEHTOM B coobLieHun ClientHello.

[aHHoe paclumpeHue coaeput MHPOPMaUUKO O peXMMax MCronb3oBaHus PSK-3HaueHuid, koTopble
KNWEHT roToB noaaepkatb. ECrn KnmeHT ykasbiBaeT paclumperune pre_shared_key 6e3 ykazaHusi paclumpeHus
psk_key_exchange_modes, cepBep AOMKEH 3aBePLUMTL BbINOSIHEHME npoTokona Handshake ¢ onoBelueHu-
em missing_extension (cm. 7.2). [JaHHOe pacLuMpeHne Takke Hanaraet TpeboBaHusi no ucrnonb3oBaHmio PSK-
3HaYeHUI, COOTBETCTBYIOLUMX TUKETaM (CM. 5.9.1), nocnaHHbIM B coobLueHusix NewSessionTicket B pamkax
TeKyLLIero coeAMHeHus: 3Ha4eHuns iPSK, COOTBETCTBYIOLLME AaHHbIM TUKETAM, HE AOJMKHbI UCMONbL30BAaTLCA B
nocneayrLLmx COeAMHEHUAX B paMKax PEeXMMOB, HE NoAAEPXKMBAEMbIX B TEKYLLUEM COEAUHEHUMN.

CepBep He fomkeH BbibupaTb pexxuM paboThl, He YKasaHHbIl B paclumpeHun psk_key_exchange_modes.

Mone extension_data pacwmpeHusa psk_key_exchange_modes 3apaercs CTPYKTYpOW
PskKeyExchangeModes, onpegensiemoii cneayiowmm o6pasom:

enum {
psk_ke(0x00),
psk_dhe_ke(0x01),
(OxFF)
} PskKeyExchangeMode;
struct {
PskKeyExchangeMode ke_modes<1..255>;
} PskKeyExchangeModes;

rae none ke_modes CoaepuT CNUCOK CNEAYIOLIMX 3HAa4YEeHWUI, NpeanaraeMblX KIMEeHTOM:

- 3Ha4veHue psk_ke(0x00), COOTBETCTBYIOLLEE PEXUMY UCMONBb30BaHUSA Npeanaraembix PSK-3HaueHui B
pamMkax psk_ke cxeMbl ayTEHTUDULIMPOBAHHON BbIPAOOTKM OOLLEro Krioua;

- 3HayeHue psk_dhe_ke(0x01), COOTBETCTBYIOLLEE PEXMMY MCMONb30OBaHUSI npeanaraembix PSK-
3Ha4eHui B pamkax psk_ecdhe_ke cxembl ayTeHTUDULMPOBAHHOM BbIpaBoTkM 06LLEro Knoya.

5.6.7 Pacwupenue post_handshake_auth

PacwumpeHue post_handshake_auth ucnonb3yercsi ans ykasaHus TOro, YToO KNMEHT NOAAEePKUBAET BO3-
MOXHOCTb NpoBeaeHus post-handshake aytentucukayum (cMm. noapobHee 5.9.2), sBNAeTCA ONLUMOHANbLHBIM
B paMKax Mcrnosib3oBaHus noboi n3 cxem ayTeHTMMLMPOBaHHOI BbipaboTku o6LLUEro Kno4eBoro matepuana
1 NOCbINAETCA TONLKO KNMEHTOM B coobLueHum ClientHello.

Ecnu knueHT nogaepxmeaer npoueaypy post-handshake ayreHTudpukaumm, oH JomKeH ykasaTtb pac-
wupeHue post_handshake_auth B coo6uienun ClientHello. Mpu nony4eHun gaHHOrO pacLUMPEHUst OT Knu-
€HTa cepBep MOXET OTMPaBuTb 3anpoC Ha ayTeHTUdUKAUMIO KNUEeHTa MyTeM nepecbinku coobLueHus
CertificateRequest (cm. 5.7.2) B noboii MOMEHT BpPeEMeHu nocne nonyyveHus main-handshake coobuueHus
Finished co CTOpOHbI KNueHTa.

Ecnu panHoe paclumpeHue He 6bino ykasaHo B coobuweHun ClientHello, To cepsep He aAomkeH 3anpalum-
BaTb ayTeHTUMMKaALMIO KNneHTa ¢ nomoLblo post-handshake coobweHus CertificateRequest, B npoTusHoM
criyvae KnueHT JOSMKEH OTBETUTL onoBeLleHmeM 06 ownbke unexpected_message (cm. 7.2).

Mone extension_data pacwwmpenus post_handshake_auth cogepxut nycToii BekTop u onpeaensietcs
cneaytoLLei CTPYKTYpOii:

struct {} PostHandshakeAuth;

5.6.8 PacwupeHnue cookie

PacLumpenune cookie ncnonb3yercs 4na nepesaym cepBepom HEKOTOPbIX AAHHbIX 4TS XPaHEHUS Ha CTo-
poHe KnueHTa. [JaHHoe pacluMpeHue SIBNAETCH ONUMOHAaNbHLIM B paMKax MCMONb30BaHUSA Noboi U3 cxem
ayTEHTUPULMPOBAHHON BbIpaBOTKM OOLLEro K/o4eBOro Marepuana u MoXeT BbiTb NOCnaHo KIMEHTOM U cep-
BEPOM B ClieZlyIoLLMX Cry4asx:
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- cepsepom B coobueHumn HelloRetryRequest, 4To aBnseTcs MCKNOYeHeEM M3 NpaBuna, CornacHo KoTo-
poMy cepBep MOXET OTNPaBnAaTh TONbKO T pacLUMPEHUs, KOTOpPble NPUCYTCTBYIOT B coobueHun ClientHello;

MpumevyaHne — [laHHOe paclUMpeHUe MOXET coaepxaTb X3l 3HaveHue, chopMUpoBaHHOE OT coobLyeHNA
ClientHello1, 4To no3BonuUT cepsepy He XxpaHuTb coobleHne ClientHello1 (cm. 8.8) n oTnuuate coobuyenus ClientHello1
1 ClientHello2.

- knueHTom B coobuenun ClientHello2 B kauecTBe oTBeTa Ha coobuweHne HelloRetryRequest, coaep-
Xallee AaHHOe pacLuMpeHue.

Mone extension_data pacwmpenus cookie 3apgaerca cTpykrypou Cookie, onpeaensiemon cneayowmm
obpasom:

struct {
opaque cookie<1..2*16-1>;
} Cookie;

HacrosLwme pekoMeHaaumn He PUKCUPYIOT MEXaHU3M POPMUPOBAHNA COAEPXKUMOTO JAHHOTO pacLuu-
peHua Ha cTopoHe cepsepa. B criyyae ncnonb3oBaHuA f4aHHOMO pacLUMPEHUN ero onucaHue, UCcneaoBaHne
dyHKUMOHana, nNpejocTaBnAeMoro JaHHbIM PaclUMpeHUeM, a TaKke aHanM3 CTOMKOCTU NPOTOKONA AOMKHbI
nPOBOAUTLCA OTAENbHO.

B uensx coBMecTUMOCTM pasnuyHbIX peanu3aunin KNneHTam peKoMeHAYeTCa BCeraa nogaepxusarb 06-
paboTky A4aHHOrO pacLIMPEeHusi NOCPeACTBOM MEPEChISIKU COAEPXKUMOFO pacluMpeHus cookie, Nony4eHHoro
B coobuieHnn HelloRetryRequest, B oTBeTHom coobuienun ClientHello2 6e3 kakux-nu6o AONONHUTENbHBLIX
N3MEHEHUN.

KnueHTbl He AOMKHBI YKa3biBaTh paclumpeHne cookie B coobuienusx ClientHello, nocbinaembix He B OT-
BeT Ha coobuweHune HelloRetryRequest.

5.6.9 PacwwupeHue server_name

B cnyyae ecnu Ha cepeepe ¢ HeKOTOpbIM IP aapecoM pa3MeLLaeTcsi HECKOMbKO XOCTOB CO CBOUM YHMU-
KarnbHbIM UMEHEM 1 cepTUuKaTom (He obA3aTenbHO YHUKaNbHbLIM), NPEAOCTaBASAIOLLMX HEKOTOPbIN CEPBUC,
OyaemM HasbiBaThb JaHHbIE XOCThl BUPTYanbHbIMK cepepamu ¢ ogHuM IP agpecom.

PaclumpeHnue server_name ncnonb3yercs Ansi Bbibopa BUPTYanbHOro cepeepa, ¢ KOTOPbIM KIIUEHT yCTa-
HaBMMBAaeT COEANHEHNE, ABNSAETCH OMUUOHANbLHBIM B paMKax UCMONb30BaHUS Nioboi n3 cxem ayTeHTuduum-
pOBaHHOI BbIpaboTku 06LLEro KN4YeBOro MaTepuana 1 nochinaeTcsa KNMEHTOM UNU CepPBEPOM B CReAYIOLMX
cny4yasx:

- KknueHTom B coobiyeHumn ClientHello ans ykasaHusi UMeHW BUPTYanbHOMO cepeepa, ¢ KOTOPbIM KIMEHT
ycTaHaBnueaeT coefuHeHue. [aHHblii MEXaHU3M MPEAOCTaBNSET BO3MOXHOCTb PasfUYHbLIM BUPTYalbHbIM
cepsepamM Ha ogHoM IP-agpece ncnone3oBarb pasnuyHbie cepTudmKarhbl;

- cepepom B coobuieHun EncryptedExtensions ana nHpopMrMpoBaHUS 0 TOM, YTO 3aNpoC KNMeHTa nNo
BbIOOPY COOTBETCTBYIOLLETO CepBUca Obln yyTEH.

Mone extension_data paclunpeHus server_name )opMupyeTcs cneayiowmm o6pasom:

- B Cfyvae, eCrnv AaHHOe pacLUMpPEHne NOChbINaeTCa CepBepoM, Noe AOIMKHO CoAepXaTb NyCTON BEK-
Top;

- B Cryvae, €cnn AaHHOe pacLUMpeHue MOCLINAeTCA KMMEHTOM, None AOMKHO coaepxaTb CTPYKTYpy
ServerNameList, onpegensiemyto cnegytowmm o6pasom:

struct {
ServerName server_name_list<1..2*16-1>
} ServerNamelList;

struct {
NameType name_type;
select (name_type) {
case host_name: HostName;
} name;
} ServerName;
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enum {

host_name(0), (255)
} NameType;
opaqueHostName<1..2*16-1>;

MpuMevaHne — B cootBeTcTBMM C [1] AOonycKkaeTcs BO3MOXHOCTb MCMNOSL30BaHUSA ApYruX TUNOB UMEH, OTANY-
HbIX OT YKa3aHHbIX B nepeuncrieHnn NameType. HacTosiLme pekoMeHgaunUmn He 3anpeLLatoT MCMomNb30BaTh AaHHbIe TUMbI,
OflHaKo WX onucaHue, UccnefoBaHue (yHKLMOHarna, a Takke aHanus CTOMKOCTW MpoToKona B crnydae WCNonb3oBaHUs
[ aHHbIX TUMOB UMEH [OIMKHbLI NPOBOAUTLCS OTAENbLHO.

Mone server_name_list He AomKHO copepxaTb Oonee OAHOTO WMEHW, COOTBETCTBYIOLLETO TUMY
NameType. B cnydae ecnu cepBep He MOXET pacno3HaTb UMS, YKa3aHHOE KITMEHTOM B JaHHOM PaCLUIMPEHUM,
OH MoxeT nubo 3aeepwmTb paboty npotokona Handshake ¢ onoeeweHuem unrecognized_name (cm. 7.2),
nm6o npoagomkutb paboty npotokona Handshake.

Mone HostName coaepxuT NonHoe AOMEHHOE UMS BUPTYanbHOrO cepBepa, npeacTtasnsawolee cobom
6anToBylo CTPOKY B koaupoBke ASCII 6e3 TOUkM B KOHLIE CBOEI 3anucu. YkasaHHOe NpeacTaBneHne no3sons-
€T NoAAEPXKMBATb UCTONb30BaHNE MHOTOA3bIYHBIX JOMEHHbIX UMEH. Mone HostName He aonxHo coaepxarb
IPv4 unu IPv6 agpec B ka4eCTBe CBOEIO 3HAYEHUA.

Ecnu knueHT B030OHOBNAET COeANHEHNE HA OCHOBE 3Ha4eHus iPSK, koTopoe Obino BbipaboTaHo B CO-
OTBETCTBMU C 8.6 B pe3ynbrare Lienoyvku COeIMHEHWIA, Ie NnepBoHavanbHoe CoeIMHEHNE YCTaHaBNUBANOCh
B paMkax ecdhe_ke cxembl ayTeHTMUUMPOBAHHOW BbIpaboTkn 06LIero Kro4eBoro Marepuana, u oTnpas-
nAeT pacluMpeHue server_name, TO OH AOMKEH yKasaTb B AAHHOM PaCLUMPEHUM 3HAYEHUWE, ABMAIOLIEECcs
AeiCTBUTENbHLIM AN cepTudmMKaTa BUPTYaribHOro cepsepa, OTNPAaBNEHHOrO0 B paMkax NepBOHAYanbHOro
coeanHeHus. Mpu 9TOM KIMEHTY PEKOMEHAYETCH yKasbiBaTb TO XK 3HauyeHue, kotopoe Gbino ykasaHo UM B
pacliMpeHun server_name B pamMkax NepBOHAYanbHOr0 CoeaAWHEHUs Ansi Bbibopa BUPTYanbHOrO cepBepa.
JaHHas pekoMeHgauusa npegHasHavyeHa Ans onTuMU3auuu NPou3BOAUTENbHOCTH, NMOCKOMbLKY YacTo pasnuy-
Hbl€ BUPTYanbHbIE CEPBEPbI, NCNONb3YIOLLME OAUH U TOT XKe CepTUdUKAT, MOTyT HE NOAAEPXUBATb MEXAHU3M
BO30OHOBMNEHUsI COeIMHEHUs1 Ha OCHOBE 3HayeHusi PSK, BbipabOTaHHOIO B paMKax COEAMHEHUSI C APYIUM
BUPTYaribHLIM CEPBEPOM.

5.7 NapameTpsbl cepBepa

5.7.1 CoobweHune EncryptedExtensions

JaHHoe cooOLleHne sBnseTca obsAsaTeNibHbIM, OTMPABRSIETCA CEepBEPOM Cpasy nocne coobuieHus
ServerHello Bo Bcex pexxumax paboTel npoTokona Handshake u aBnsietca nepebiM coobLueHMeM, nepeaaio-
LLMMCS B 3aLLMLLEHHOM BUAE C MOMOLLLIO KIIOYEN, BbIpaboTaHHbIX HA OCHOBE CEKPETHOTO 3HaYeHus [sender]_
handshake_traffic_secret (cm. 8.2). [lJaHHOe cO00LIeHMe He NOCHINIAETCA KNUEHTOM.

CoobeHne EncryptedExtensions cogepxut cnucok paclumpenui extensions, cogepxalmx uHgopma-
LMo, HEe BMUSIIOLLYIO HA BbIpaboTKy O6LUEro Krw4eBOoro matepuana M He acCOUMMPOBAHHYIO C AAHHbLIMU O
KOHKPETHbIX cepTucmkatax. CMMCOK BCEX PaCLUMPEHUM, KOTOPbIE MOTYT NOCLINATLCA B pamKkax coobiueHus
EncryptedExtensions, ykasaH B Tabnuue 2.

KnueHT JOomKeH NpoBepuTb HanuMuue 3anpeLueHHbIX paciuperun B coobuwerun EncryptedExtensions
W, B Clyyae ecnu OHM ecTb, 3aBeplnTb paboty npotokona Handshake ¢ onoselueHuem illegal_parameter
(cm. 7.2).

CrtpykTypa EncryptedExtensions coo6wenus EncryptedExtensions 3agaercs cneayiowmm o6pasom:

struct {
Extension extensions<0..2416-1>;
} EncryptedExtensions;

5.7.2 Coobwenmne CertificateRequest

JaHHoe coobuleHne SBNAETCA ONUMOHANBHLIM U NMOCLINAETCSA CepPBEPOM B Cryyae HeobxoauMocTu 3a-
npoca Ha ayTeHTUMUKALMIO KNMEHTA Ha OCHOBE CepTU(UKATOB U NOANUCH.

Cepsep MOXeT oTnpasuTb coobyeHue CertificateRequest B 0AHOM U3 cneayioLmMx Cny4aes:

- BO BpeMs paboTel npoTokona Handshake B pamkax ecdhe_ke cxembl ayTeHTUDULIMPOBAHHON BbIpa-
B0TkM 06LLErO KINIYEBOrO MaTepuana npu obMeHe main-handshake coobuieHusamm, npuyemM gaHHoe cooblie-
HWe AOoMmKHO cnegosarb 3a coobueHnem EncryptedExtensions;
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- B pamkax post-handshake ayteHTumkayum npu ycnosum, YTo paHee KNMEHT OTNPaBnan pacluMpeHme
post_handshake_auth B coobweHun ClientHello (cm. 5.9.2).

B cnyyae ecnu pexxum paboTel npotokona Handshake nogpasymeBaet ncnons3oBaHue npeaBapuTensHO
pacnpegeneHHoro cekperta (B pamkax psk_ke unu psk_ecdhe_ke cxembl ayTeHTMDOULMPOBAHHON BbIpaboTKK
obLero kn4eBoro marepuana), coobuieHue CertificateRequest He 4OMKHO NOCLINATLCA CEPBEPOM B paMKax
oBbmeHa main-handshake coobuweHuamu. KnueHt, nonyymsLumin coobueHue CertificateRequest B ykazaHHoM
cny4yae, 4OMKEH 3aBepLunTb paboTy npotokona Handshake ¢ onosewieHnemM unexpected_message (cMm. 7.2).
Crtpyktypa CertificateRequest coobieHus CertificateRequest 3agaetcs cneagyowmum o6pasom:

struct {

opaque certificate_request_context<0..248-1>;

Extension extensions<2.

} CertificateRequest;

.2M6-1>;

roe certificate_request_context — naeHtudukarop coobuenus CertificateRequest.
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extensions —

Ecnu 3anpoc nocekinaerca cepsepoM npu obmeHe main-handshake
COOOLLEHNAMM, JLaHHOE NONE COAEPXKUT BEKTOP HYNEBON ANUHBI.

Ecnu 3anpoc nocbinaerca cepBepoM B pamkax post-handshake
ayteHTudukaumm (cM. 5.9.2), AaHHOe none AOMKHO CoAepKaTb YHUKanb-
HO€ 3HaYeHve B paMKax TeKyLero coeuHeHus. [laHHoe 3HayeHune Takxe
pekomeHayeTca BblOupaTh HenpeackasyemsiM 06pa3om B Liensx npoTueo-
[eNCTBUA aTtakam, B pamMmkax KOTOPbIX NPOTUBHUK UMEET BO3MOXHOCTbL MNo-
ny4yatb KpaTKOBPEMEHHBbIN AOCTYN K UHTepdency noanmcaHnsi NponsBosbs-
HbIX COOBLLEHNI C MOMOLLbIO KITto4a NOANUCH KITMEHTA,;

Habop  pacwmpeHuit, 3ajallmMx napameTpbl  3anpalMBaemMoro
ceptudpukara. Pacwumpenue signature_algorithms, onucaHHoe B 5.6.2, 98-
nsetcsa obsasarenbHbiM. ONUUOHANLHO MOXET ObITh YKa3aHo pacluMpeHue
signature_algorithms_cert. Hacroawme pekoMeHgaumu He 3anpeLuaror
MCNOMNb30BaTh APYrMe pacLUMpeHusi, paspeLleHHble Ans AaHHOTo coobLue-
HUSA, OHAKO WX OMUCaHWE, uccrneaoBaHue (pyHKLMoHana, npeaocTaens-
€MOro JaHHbIMU pacLUMPEHNAMHU, a TaKXe aHanmu3 CTOMKOCTU MpOoTokona
B Criy4ae MCNofb30BaHWA AaHHbIX PaCLUMPEHUN AOIDKHbI NPOBOAUTLCSA
oTAenbHO. HepacnosHaHHble pacLMpeHns AOSMKHbI UrHOPUPOBATbCA
KSIMEHTOM.

5.8 CooOweHua ayTeHTU(pUKauumu

5.8.1 CooobueHue Certificate

JaHHoe co0BLIEHUE MOXET MOCHINATLCA CEPBEPOM UMW KIIMEHTOM U COAEPKUT LIEMOYKY CEPTUIUKATOB
oTnpaBuTenNs.
CepBep gormkeH oTnpaensaTb coobuweHue Certificate Tonbko npu ncnons3osaHun cxemol ecdhe_ke ay-
TEHTUULMPOBAHHON BbIPAOOTKM OOLLEro KMIOYEBOTO Marepuana.

KnueHT gomkeH oTnpasnatb coobuieHue Certificate B TOM 1 TONbKO B TOM Cnyyae, ecnu cepeep nocnarn
emy coobueHue CertificateRequest (cm. 5.7.2).

Crtpyktypa Certificate coobwenusa Certificate 3agaercs cneagyowpmm o6pasom:

struct {

opaque cert_data<1..2"24-1>;

Extension extensions<0.

} CertificateEntry;

struct {

2M6-1>;

opaque certificate_request_context<0..248-1>;
CertificateEntry certificate_list<0..2*24-1>;

} Certificate;
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rae certificate_request_context — ngentudukarop 3anpoca ceptucukara. Ecnm coobueHue Certificate
NnocbINaeTcs CepeepoM, TO AaHHOE NoJie AOMMKHO OCTaBaTbCA MYCThIM.

Ecnu gaHHoe coobLyeHue nockinaercsi KNUeHToM, To none certificate_
request_context OOMKHO cogepaTb TO >X& 3Ha4YeHue, 4To U none
certificate_request_context coobweHnuna CertificateRequest;

certificate_list — uenodka ceptucmkatos, NpeacTaBneHHas B BUAE NOCNEeA0BaTENBHOCTY
ctpykTyp CertificateEntry, kaxgas u3 KOTOpbIX COAEPXUT OAUH cepTudu-
kart B popmate x.509"), onucannom B P 1323565.1.023, B koguposke DER
1 Habop ONuUMOHAanbHbIX pacLUMpeHuii. PacluMperus, nepecbiniaeMble B
3TOM COOOLUEHUM CEPBEPOM, AOMKHbI COOTBETCTBOBATL PaCLUMPEHUSAM,
NoCNaHHbIM eMy KnNneHToM B coobuieHun ClientHello. Paclwumpenus, no-
cbinaemele B coobLieHum Certificate knMeHTOM, 10MXHbI COOTBETCTBOBATh
pacLumpeHusiM, KoTopble Oblnu paHee ykasaHbl CEPBEPOM B COODLLEHMU
CerificateRequest.

Ceprudoukar oTnpaBUTENSA AOMKEH CreaoBaTh NEPBLIM B AAHHON LiENOYKe
M coaepxkaTb KoY NPOBEPKM NOAMUCH Qve,,fy, nocbIfiaeMon oTnpaBuTe-
nem B coobuieHun CertificateVerify.

CepTudukatel B Lienovke pekoMeHAyeTca pacrnonaratb B TakOM NOpsake, YToObl KaXabli CrieayoLLmnia
cepTudpukar nogreepxaan noanMHHOCTL KIiodYa NPOBEPKU Noanucu npeabiaywiero. B HekoTopbix cnyyasx
KOpHEeBble cepTudunkatbl MOryT He 400aBNATLCA B NEpPechinaeMyto Lenoyky (Hanpumep, eCnu U3BeCTHO, YTO
CTOpOHa-nony4atens 06nagaer 3TuM KOPHEBLIM CEPTUUKATOM).

B coobweHun Certificate, noceinaemom cepeepom, none certificate_list He gomkHO ObITb NycTbIM. ECnn
cepsep noceinaet cooblieHue Certificate ¢ nycTbimM nonem certificate_list, knueHT gomkeH 3aBepwmMTb padoTy
npotokona Handshake ¢ onoselwueHnem decode_error (Cm. 7.2).

MpuMmevyaHune — Ecnu cepBep He MOXET CHOPMUPOBATL LIEMOYKY CEPTUMUKATOB, MOAMUCAHHBIX ¢ NOMOLLLIO
anropuTMoB, 3afalolLUXca ¢ NOMOLLBI0 CXeM MOAMUCH, YKasaHHbIX KITMEHTOM B paclumpeHun signature_algorithms_cert
(signature_algorithms) (Hanpumep, BCneacTene Toro, YTo cepTUdUKATL B LENoYKe cepTUdUKaTOB cepBepa NoagnucaHbl
ycTapeBLUUMU anropuTMammn NOAMUCH, AN KOTOPLIX HE CYLIECTBYET UASHTUDUKATOPOB, KOTOPLIE KNUEHT MOXET yKasaTb
B paclumpeHuu signature_algorithms_cert), on moxeT nonpo6oBaTh ykasaTk Lieno4Ky cepTudUKaToB No CBOEMY YyCMOTpe-
Huto. KnuneHT, nonyyms coobliexune Certificate, conepaluee cepTuduKkar, nognucaHHbIN anropuTMoMm, He NoAAeEpPKUBae-
MbIM KITUEHTOM, AOIKEH 3aBepLUUTL COeAnHeHne ¢ onoselleHneM bad_certificate (cm. 7.2).

Ecnu cepeep nocnan coobuienue CertificateRequest, KnMeHT AorkeH nocnatk cepBepy cooGLUEHUe
Certificate. Ecnu y knueHTa HeT ceptudpukara, COOTBETCTBYHOLLEIO napamMeTpaM, ykazaHHbIM CEpBEPOM B CO-
obweHun CertificateRequest (Mnn ecnu KNMeHT peLuaeT OTKNOHUTL 3anpoc 06 ayTeHTudukalum, cM. 5.9.2),
TO KNWEHT JOrmkeH ykasatk none certificate_list nycteiM (HyneBow AnuHbI).

Ecnu knueHT He MOXET cdhopmMpoBaTh LIENOYKY CEPTM(MKATOB, NOAMNUCAHHLIX C MOMOLLBIO noaaep-
>KMBAEMbIX CEPBEPOM anropuTMOB (anropuTMbl 3a4al0TCA B COOTBETCTBMM C 5.6.2), M Npu 3TOM peLuaet 3a-
BepwnTb paboTy npotokona Handshake, To oH gonxeH 3aBepwmnTs paboTy npotokona Handshake ¢ cooteet-
CTBYIOLLMM OMOBELLEHWEM (M0 YMONYaHuio Takum sBnsetca unsupported_certificate, cm. 7.2).

Ecnu knueHT ykasan none certificate_list nycteim B coobwenuun Certificate, cepsep MoxeT no ceoemy
YCMOTpPEHUIO NGO npoaomuTe paboTty npotokona Handshake 6e3 ayreHtudumkauum knueHTa, nubo 3aeep-
wuTb paboty npotokona Handshake c onoBeweHuem certificate_required. Kpome Toro, ecnu kakoin-to us
cepTuUKaToB B LIENOYKe CepTUnKaToB KNMEHTa 0Ka3anca HenoaaepXXMBaeMbiM (Hanpumep, He Obin usaaH
[OBEPEHHLIM YA0CTOBEPSIOLLIUM LIEHTPOM), CEpBEP MOXET NMbo npoaormkutb paboty npotokona Handshake
(cuuTtas npu aTOM, YTO KIMEHT He ayTeHTudpuyuposancs), nubo 3asepwmTb paboTy npoTokona Handshake ¢
onoselyeHnem bad_certificate (cm. 7.2).

MpumMmevaHune — Cneayer OTMETUTDL, YTO CepTUCHUKAT, COAEPXKALLMIA KITIOY, COOTBETCTBYIOLLMIA OfHOMY anro-
PUTMY MOANNCH, MOXET GbiTb NOAMKUCAH C MOMOLLbIO APYroro anropuTMa MoANUCHU, OfHAKO BCEe UCTMONb3yeMble anropuT-

1 B cooteetctBuM ¢ [1] npoTokon TLS 1.3 gonyckaeT BO3MOXHOCTb WCTIONb30BAHUS CEPTUPUKATOB dopmata
RawPublicKey, cogepxaliux TOSMIbKO OTKPLITHIA KNKOM, OAHAKO HACTOsILME pEKOMEHAALMM He OMUCLIBAOT AaHHLIA Ba-
pvaHT ncnonb3osaHua ceptTugukatos. MNpu HeobxoaMMOCTU UCNONb3oBaHMA cepTudmkaTtoB B ¢opmate RawPublicKey
onucaHne faHHoro gopmata, uccnefobaHue gyHKUMOHaNa, NPeAOCTaBNSEMOro AaHHLIM opMaToM, a TaKkKe aHanus
CTOMKOCTU NPOTOKONa B Criy4ae UCMoMb30BaHUA AaHHOro hopmaTta AOMmKHbI MPOBOAUTLCS OTAENBHO.
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Mbl MOANUCU AOMKHBI COOTBETCTBOBATL CXeMaM MNOAMNUCH, KOTOpble BTOpas CTOPOHA yKasana B pacluMpeHun signature_
algorithms_cert (unu paclumpenun signature_algorithms B cnyvae ecnu pacwmpenue signature_algorithms_cert He 6bino
ykasaHo). lNpu aToM Ana KpunToHabopos, onMcaHHLIX B HACTOAWMX pekomeHaauusx (cM. 10.1), MoryT Mcnonb3oBaTkCA
TONbBKO Te anropuTMbl NOAMUCKU, KOTOPbIE COOTBETCTBYIOT CXeMaM NoagnNucu, nepevucneHHbIM B 10.2.

5.8.2 Coobuenume CertificateVerify

3a cyeT Nepecbinkn JaHHOTOo COOOLLEeHUs OCYLLeCTBNAETCA A0Ka3aTenbCTBO TOr0, YTO OTNpaBUTesb 06-
nagaer KIo4oM MoAMnMCH, COOTBETCTBYIOLLIMM KIIOYY NPOBEPKU NOANKUCH, NepeaaHHOMY UM paHee B coobLue-
Huu Certificate. Taioke ¢ NOMOLLBIO AaHHOrO CoOOLEHUA 06ecneYnBaeTcs LenoCTHOCTb NepeaaHHbIX paHee
coobuieHun nporokona Handshake.

Ecnu ctopona noceinaer coobwenune CertificateVerify, To OHO nocbinaerca HENOCPEACTBEHHO Nocne
coobuwenus Certificate n nepes coobweHuem Finished.

Cepsep AomkeH otnpasnatb coobuieHue CertificateVerify Tonbko npu ucnonb3oBaHum cxemol ecdhe_
ke ayteHTMUUMPOBaHHOI BbIpaboTkM O6LUEro knoueBoro marepuana. MockosbKy CepeBep He MOXeET OT-
npasuTb MYCTON CNUCOK cepTudmkaros B coobennn Certificate, To cepeep AOMKEH NOCbINaTL coobLeHne
CertificateVerify Bceraa.

KnuneHT ponmxeH otnpasutb coobuieHue CertificateVerify, ecnu cepeep 3anpocun ayteHTUuuUKaumio Knu-
eHTa ¢ nomoLubio coobueHusn CertificateRequest u none certificate_list, ykasaHHoe knmeHTOM B nepecnaHHoOM
paHee coobuweHuu Certificate, He ABNANOCH NyCTbIM.

[aHHoe coobuieHne He AOMKHO MepechinaTtbCA KNUMEHTOM, B Criyyae €CfM OH yKasarn nycToW ChnuUCOoK
ceptudmkartos B coobweHuun Certificate.

Crpykrypa CertificateVerify coobwienus Certificate Verify 3agaetca cneayiowmm o6pasom:

struct {
SignatureScheme algorithm;
opaque signature<0..2*16-1>;
} Certificate Verify;

roe algorithm — 3HaveHue cxembl NOANUCH, 3aa0LLEN anrOpUTM NOANUCH U UCTIONb3YEMYIO ANNTMNTUYECKYIO
KpuBylo. 3HayeHusi, AONYCTUMblE K WCMONb30BAHUID B paMKax AAHHOIO AOKYMEHTa,
3apatorca B 10.2 B nepeuncnenun SignatureScheme.

Anroputm noanucy, 3agaloLwmMinca cxeMon NOANUCH, JOSKEH COOTBETCTBOBATL anropuTMy
NPOBEPKM NOANUCK, YKa3aHHOMY B cepTudmKkaTe COOTBETCTBYHOLLEN CTOPOHbI B COOBLLEHMM
Certificate.

Ecnu cepsep otnpasnset coobwenune CertificateVerify, 3HayeHne cxembl nognucu Jomxk-
HO COOTBETCTBOBATb O4HOMY U3 yKa3aHHbIX 3Ha4eHU CXeM noanucu B cnucke supported_
signature_algorithms pacwmpenus signature_algorithms coobweHus ClientHello. Ucknio-
YeHMeM SIBNAETCA Crnyyain, koraa cepBep He MOXET ChOPMUPOBATL LIENOYKY CEPTUMDUKATOB,
NnoAnucaHHbIX C MOMOLLBIO YKa3biBaeMbIX KIMEHTOM CxeM nognucu (cm. 5.8.1).

Ecnu knueHT otnpasnseT coobuweHune CertificateVerify, 3HaueHne cxembl nognucu Josmk-
HO COOTBETCTBOBATb OAHOMY U3 YKa3aHHbIX 3Ha4YeHU CXeM noanucu B cnucke supported_
signature_algorithms pacwmpeHus signature_algorithms coobieHus CertificateRequest;

signature — 3HaveHue noanucu, PopmMMpyemMoe CTOPOHOW C MOMOLLBID CXEMbl MOAMUCU, 3HAYEHUe
KOTOpOW yka3aHo B none algorithm.

3HayeHne noanucu sgn, ykasblBaeMon CTOPOHON B none signature, hopMupyeTcs cneayowmm o6pasom:;
sgn = SIGN(c|context|0x00|HM, a_sign), (5)

rae SIGN — dyHKkuma hopMupoBaHnAa NOANUCK, 3agaBaemas cxemomn nognuey (cMm. 10.2);
¢ — CTpoka, cogepxauwan 64 noapsaa uayumx 6anra 0x20;
context — CTpOKOBas KOHCTaHTa, NPUHUMAIOLLAa cneaytowee 3Havyenue: "TLS 1.3, server Certifcate Verify'
B cny4ae hopMMpOBaHUA MOAMUCU HA CTOpPOHe cepsepa, "TLS 1.3, client CertifcateVerify" B
cnyvae opMUPOBAHUA NOANMUCU HA CTOPOHE KITMEHTA;
HM — GaritoBasa CTpoka, COOTBETCTBylOLIAsA 3HadeHuio Transcript-Hash (Handshake Context,
Certificate), rae napametp Handshake Context onpegensieTca B COOTBETCTBUMU C 8.9.
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OTnpasuTens NOANUCHLIBAET BbILLENEPEUNCNEHHBIE AAHHBIE C NOMOLLBIO KIo4a Noanucu ds,g,,, KOTOPO-
My OAHO3Ha4YHO COOTBETCTBYET KMIOY NPOBEPKU NOANUCU Qve,,fy, yKa3aHHblil B cepTudukare oTnpasuTens B
coobuweHuu Certificate.

Monyuarens npoBepsaeT Nnoagnuch, ykazaHHyio B none signature cooblueHusn CertificateVerify, ¢ nomoubio
Krova NPOBEpPKU NOANUCU Qven-fy, nony4eHHoro u3 ceptudukaTa oTnpasuTerns, nepegaHHoro UM paHee B CO-
obuienun Certificate. Ecnu npoBepka noanucy He 3aBepLUMnach YCMELIHO, NomnyyaTens J0MKEH 3aBEPLUUTL
pa6oty npoTtokona Handshake ¢ onoseLueHnem decrypt_error(cm. 7.2).

5.8.3 CoobueHue Finished

CoobueHue Finished sBnseTcs nocneaHum coobLueHneM, nepeceinaemMbiM B paMkax cooBLueHnin ay-
TeHTudukauum nporokona Handshake, n nocbinaerca B Cneaylowmx cny4vasx:

- CEepBepoM UMK KNMMEHTOM B pamkax o6meHa main-handshake coobeHusmu;

- KNMeHTOM B pamkax post-handshake ayteHtndukaumm (cm. 5.9.2).

Crpykrypa Finished coo6uenus Finished 3agaercs cneaytowmm obpasom:

struct {
opaque verify_data[Hash.length];
} Finished;

rae Hash.length npuHumaet sHadeHue HLen (cMm. nogpo6Hee 10.1.4), a 3HaveHue nons verify_data Bbluucns-
eTca crneayowmm obpasom:

verify_data = HMAC ([sender]_finished_key,

Transcript-Hash(Handshake Context, Certificate*, CertificateVerify™)), ©)
rae

- napameTp Handshake Context onpegenseTcs B COOTBETCTBMM C 8.9;

- napametpsl Certificate*, Certificate Verify* aBnaioTca cTpokamu, COOTBETCTBYIOLLMMU BaNTOBLIM Npea-
ctaeneHusaM coobueHuin Certificate, CertificateVerify, ecnu cootTeetcTBytoLLme coobLueHNUs Obinu OTNPaBNeHbI
B pamkax npotokona Handshake, n nycteiMu CTpokamu B NPOTUBHOM Cry4ae;

- KMoy BbluMCIEHNA koaa ayTeHTudmkauum [sender]_finished_key BbipabaTbiBaeTcs cornacHo cneay-
e gpopmMyne:

[sender]_finished_key = HKDF-Expand-Label (Finished Secret, "finished”, " ",HLen), @)

rae Finished Secret — cekpeTHoe 3HadeHue, 3agaBaemoe B cootBeTcTBUM ¢ 8.9, HKDF-Expand-Label —
dyHKuMA, onpegeneHHas B 8.1.3.

CTtopoHa, nonyyusLiasn coobuieHue Finished, gomkHa NpoBEPUTL KOPPEKTHOCTb COAEPIXKALLMXCS B CO-
OOLLUEHUN OaHHbIX U B Cry4ae UX HEKOPPEKTHOCTW AOMKHa 3aBepLmnTb paboTy npoTtokona Handshake ¢ ono-
BeLeHueM decrypt_error (cm. 7.2).

Mocne otnpaeku coobueHui Finished n npoBepKn KOPPEKTHOCTU AAHHbLIX, COAEPKALLMUXCA B MONMyYeEH-
HOM coobLieHuun Finished, knmeHT n cepeep MOryT Ha4yaTk 06MEH NPUKNAAHLIMU JaHHBIMW B paMKaX TEKYLLIETO
coeanHeHus. MNpu 3TOM cepeep MOXET OTNPAaBMATE NPUKNaAHbIE AAHHbIe Cpa3y Nocrne oTNPaBku coobLIeHUs
Finished, He AOXXMAAACHL OTBETHOMO COOOLUEHNA KIIMEHTA, B Clly4ae ecnu Tekyliee coeauHEHUe COOTBETCTBY-
€T COeAMHEHMNIO C OAHOCTOPOHHEN ayTeHTuduKaumei.

Bce sanucu, otnpasnsemsie nocne coobweHusa Finished, nomkHe! 6biTh 3almdpoBaHbl ¢ NOMOLLbLIO
COOTBETCTBYIOLLIEr0 KMO4eBOro marepuana tpaduka, BblpabOTAHHOTO HAa OCHOBE CEKPETHOIO 3HA4YEHUS
[sender]_application_traffic_secret_N. B 4aCTHOCTU, 3TO OTHOCUTCSI KO BCEM NOCHINAEMbIM OMOBELLEHUSIM.

5.9 Post-handshake coobweHusn

Mpotokon TLS 1.3 nossonseT oTnpasnaTb coobLieHus nocne o6meHa main-handshake coobuyeHus-
MK B pamkax npotokona Handshake. [JaHHble coobLueHus cogepxaTt Habop AaHHbIX, UMEIOLLNX CTPYKTYpPY
Handshake, 1 3awimdpoBaHbl ¢ MOMOLLBIO COOTBETCTBYIOLLETO KIOYEBOrO Matepuana tpaduka, BbipaboTaH-
HOro Ha OCHOBE CEKPEeTHOro 3HayeHus [sender]_application_traffic_secret_N.
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5.9.1 CoobuweHune NewSessionTicket

B nioboe Bpemsa nocne nony4eHuss nepeoro coobeHns Finished oT knueHTa cepeep MOXeET nocnarb
knueHTy coobwieHne NewSessionTicket, cOOTBETCTBYIOLLEE HEKOTOPOMY 3HaudeHuto iPSK n cogepxallee
AaHHble, Heobxoaumble ANns BLIPAbOTKU 3HadYeHus iPSK u3 sHavyeHuss RMS (resumption_master_secref) Ha
CTOPOHE KnueHTa. Ons kpaTkocTu uHdopMaLuio, nepegasaemyio B JaHHOM coobeHun B none ticket, byaem
Ha3bIBaTb TUKETOM.

MpnmeyaHne — HecMOTPA Ha TO, YTO CekpeTHoe 3HadeHne RMS 3aBucuT oT nepsoro cooblerus Finished
CO CTOPOHbI KIUeHTa, cepBep, He 3anpalunBaloLLnii ayTEHTUUKALMIO KITUEHTa, MOXET BbIMUCIIUTL CEKPETHOE 3Ha4YeHue
RMS, camocTosATeNIbHO CreHepupoBaB CTPOKY Finished, cooTBETCTBYOLL YO 6aliTOBOMY NpefcTaBlieHWto NepBoro coobLue-
HuA Finished co CTOpOHEI KnMeHTa, HegocTaroLyo AN Xaw-pyHkuMn Transcript-Hash. B aTom cnydae cepBep MOXeT
oTnpaBuTb cooblyeHne NewSessionTicket cpasy nocne otnpaeneHHoro UM coobieHus Finished, He foxugasick Nepsoro
coobLyeHns Finished co cTopoHbl KnueHTa. JaHHble 4eiCTBUSA CO CTOPOHLI cepBepa MoryT GbiTe YMECTHEI B criydae, Korga
OXNAaeTcs, YTO KIWEHT OTKPOET HECKOMbKO napannenbHbiX CoeanHeHWi npoTokona TLS 1 BLIMrpaeT oT cokpalleHus 3a-
TpaT BbIYUCTIUTENBHLIX PECYPCOB Ha BO306HOBMEHNe npoTokona Handshake.

KnueHT MOXeT ucnonb3oeaTh 3Ha4YeHue iPSK ana yCcTraHOBNEHWSA NOCMeAYOLWMX COEANHEHUI B pamMKax
iPSK-only n iPSK-ECDHE pexumoB paboTtbl npotokona Handshake, ykasae B none identity pacliumpenus
pre_shared_key 3HayeHnue nons ticket coo6ieHnn NewSessionTicket, COOTBETCTBYIOLLETO AAHHOMY 3HaJe-
HMI0 iPSK (cm. nogpo6GHee 5.6.5).

CepBep MOXeT nocbinatb He 6onee 1024 coobuieHnit NewSessionTicket B paMkax 04HOr0 COeAUHEHUS.

Mpu aTom TN ayTeHTUMKaLMm (4BYCTOPOHHSIS UMW OAHOCTOPOHHSS), NPEAOCTaBNsIEMbIN B pamkax 00-
nagaHus saHadeHueM iPSK, onpeaensieTca TUNOM ayTeHTUdMKaUUKM CTOPOH B COEAMHEHUN HA MOMEHT nepe-
cbinkn coobeHust NewSessionTicket, accounmpoBaHHOro ¢ AaHHLIM 3HaYeHneM. Takum 0bpasom, 3Ha4YeHUA
iPSK, cooteetcTBytolume coobeHusm NewSessionTicket, nepecbinaembim 40 U nocrne cooblueHuin post-
handshake ayteHTudmkauun, 6yayt obecneumsatb pasHblii TUN ayTeHTUUKALMU CTOPOH B NOCNEAYOLMX
COeAUHEHUsIX.

Kaxkabli TUKET AOMmMKeH ObiTb MCNONBL30BaH B paMkax BO30OHOBNEHUS COEAUHEHUA TOMbLKO C KPUMTO-
Habopom, NoaaePKUBAIOLLMM TOT anropUTM X3LUMPOBaHUSA, KOTOPbIN UCNONbL30BANCA B MHULMANM3NPYIOLLEM
COeMHEHUM.

Crpykrypa NewSessionTicket coobuieHna NewSessionTicket 3agaercs cneayiowmm 00pasom:

struct {
uint32 ticket_lifetime;
uint32 ticket_age_add;
opaque ticket_nonce<0..255>;
opaque ticket<1..2*16-1>;
Extension extensions<0..2416-2>;
} NewSessionTicket;

roe ticket_lifetime — cpok »u3HM TkeTa B cekyHAax, ABAAOWMNCA 32-OUTHBIM 3Ha4Y€HneM, NpeacTaBneHHbIM
B (hopmare big-endian, u 3agaiowminca B coorseTcTemm ¢ 5.9.1.2;

ticket_age_add — cnyuaitHoe 32-6utHoe 3HaueHue, KOTOPOE UCNONb3YETCA ANA MAaCKMPOBAHWUSA BPEMEHU
JKM3HU TUKETA HA CTOPOHE KnueHTa.

Bpems »m13HKU TUKETa Ha CTOPOHE KNUEHTAa CKNabIBaeTCca C 3TUM 3HAYEHUEM No MOA YN0
232 4 nonyyeHHOEe 3Ha4YEHMe nepeaaeTca B paclumpenun pre_shared_key coobLieHus
ClientHello (cMm. noapo6Hee 5.6.5). Cepeep A0mKeH reHepupoBaTb HOBOE 3HAYEHUE AN
KaXkgoro ornpaBnsaeMoro MM TUKETA;

ticket_nonce — 3HaueHue, KOTOPOE ABMAETCA YHUKAMNbHLIM CPEAN BCEX TUKETOB, BbiMYLLEHHbIX B paMKax
TEKYLLEr0 COEAUHEHUS;

ticket — mnaeHTudukatop (TMKET) 3Ha4eHns iPSK, opMUpYIOLLIMIACH B COOTBETCTBUM € 5.9.1.1;

extensions — Habop onuMoHanbHbIX paclumnpeHun. B crnyyae ecnu pacluMpeHus He yKasbiBaloTCs,
3HaAYEHWEe JAaHHOro NOMsi COAEMKUT NYCTYIO CTPOKY. KrMEeHTbl AOMKHLI UrHOPMPOBaThL
Hepacno3HaHHble pacluMpeHus. B pamkax HaCTOALLMX peKOMEHAAUMN HE ONUCHIBAIOTCA
pacLUMpPEHUs, KOTOPbIe MOTyT ucnonb3oBarbcA B coobweHun NewSessionTicket, u B
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cnyyae Heo6XoaAMMOCTU UX UCTONBb30BaHUS UX ONUCaHKUE, UCCreaoBaHUE (OYHKLMOHAnNa,
npefocTaBnAemMoro AaHHbIMU pacLLMPEHUsIMI, a TakKe aHanu3 CTOMKOCTU NPOTOKOmMa A0IHK-
Hbl NPOBOAUTLCA OTAEJSIBHO.

3HaueHue iPSK, accounMmpoBaHHOE C TMKETOM, BbIYUCIISIETCA B COOTBETCTBUM C 8.6.

5.9.1.1 ®opmuposaHue nons ticket coobuiennsa NewSessionTicket

Mone ticket coobweHna NewSessionTicket MOXeT cogepkatb cneaylowme AaHHbIe:

- YHUKanbHbIN KNI04 Noucka B 6a3e AaHHbIX TUKETOB cepBepa (aHanor 3HavyeHus naeHtudukaropa cec-
cum session_id, ucnonesyemoro B npotokone TLS 1.2, onucanHom B P 1323565.1.020);

- AaHHble, nepefaBaemble KMMEHTY B 3alUMLLEHHOM C MOMOLUBIO AOSITOBPEMEHHOIO Kfoya cepsepa
BUAE AN TOro, YToObl HE XPaHUTL Ha CBOEN CTOPOHE NapameTpbl, HeoOxoaUMbIE ANt NPOBEPKU 4AHHOTO TUKE-
Ta. Hacroswme pekomeHaaummn He PUKCUPYIOT AaHHbIN cnocob hopMupoBaHus Tuketa. MNpu HeodXxoaMMoCTu
MCNONbL30BaHUS JaHHOTO Cnocoba ero onucaHue, uccneaoBaHue NPeaocTaBAsAeMoro hyHKLMoHana, a Takke
aHanu3 CTOMKOCTW NPOTOKONA A0SHKHLI NPOBOAUTLCSH OTAENbLHO.

Mpu chopmupoBaHumM TUKETA B COOTBETCTBUM C NEPBLIM CNOCOGOM, ONMCAHHLIM Bbile, CepBeEpP AOSMKEH
XpaHuTb y ce0s 6a3y AaHHbIX TUKETOB, A€ KAKAOMY TUKETY COOTBETCTBYET Cneayowuii MUHUManbHbli Habop
He0oBX0AUMbIX NapaMeTpoB:

a) Bpemsa chopMUpOBaHUA TUKETA creation_time;

MpumMeyvyaHune — dopmar NnpeacTaBneHns BpeMeHn He pUKCUpyeTca U BLIGUpaeTca Ha YCMOTPEeHUe cepBepoM.
OAHUM 13 BapuaHTOB NpeACTaBNEeHNA MOXET 6bITb 3HaUeHWe TekyLero BpeMeHn B 32-6utHoM copmate UNIX (konuue-
CTBO CeKyHA, npoweAnx ¢ nonyHo4n (00:00:00 UTC) 1 ansapa 1970 roaa).

6) 3HaueHue ticket_lifetime, paBHOe 3Ha4yeHUIO, yKa3biBAEMOMY B COOTBETCTBYIOLLIEM COOOLUEHMU
NewSessionTicket;
B) 3HayeHue ticket_age_add, paBHOe 3HA4yeHMIO, yKas3blBAEMOMY B COOTBETCTBYIOLUEM COOOLIEHUM
NewSessionTicket;
r) UCMONb3yeMblii aNTOPUTM X3LLUMPOBAHUS;
A) 3Ha4yeHue iPSK, COOTBETCTBYIOLLEE A aHHOMY TUKETY;
€) AONYCTUMbI PEXUM UCNOMNb30BaHUA AaHHOro 3HavyeHust iPSK (cm. nogpobHee 5.6.6);
X) TUN ayTeHTudumKauum, COOTBETCTBYIOLWMIA AAHHOMY 3Ha4eHuI0 iPSK (OBYCTOPOHHASI UNU OQHOCTO-
POHHASA);
u) 3HadyeHue global_expiration_time, paBHOe 0gHOMY U3 CrieayloLWnUX 3HAYEHUN:
1) Haubonee paHHeln U3 AaT OKOHYaHUS CPOKOB AENCTBUA CEPTUMUKATOB, aCCOLMMPOBAHHLIX C AaH-
HbIM 3Ha4yeHneM iPSK (cm. 5.2);
2) pate OKOHYaHMA cpoka AelCTBUA 3HaYeHuss ePSK, acCoUuMMPOBAHHOIO C AaHHbLIM 3HA4YeHUeM
iPSK (cm. 5.2);

MpumMmevyaHne — PopmaT NpeAcTaBNEHUS BPEMEHN AOMKEH COOTBETCTBOBaTL hopMaTy NpeAcTaBneHUs 3Ha-
YeHus creation_time.

K) OCTaBLUEECH KONMYECTBO MOMBLITOK UCNONb30BaHMS AAHHOTO TUKETA (B Cryyae, ecrim MakcumanbHO
[A0NyCTUMOE KONMMYECTBO MOMbITOK, COOTBETCTBYIOLLEE NonuTUKe Be30NacHOCTU cepBepa, NPEBLILLAET 3HaYe-
Hue 1). B cniyqae, korga B coeguHeHUu, yCTaHaBNMBaEMOM B pamKkax pexuma pabotsl npotokona Handshake,
ucnonb3ytoLlero 3Hayenmne iPSK, cropoHamu 66110 nocnaHo xoTa 6kl 04HO coobLueHue, crneayoLwee 3a co-
obeHuem ServerHello, cepeep A0MKEH YMEHbLWWUTL JONYCTUMOE KOMMMYECTBO NOMbITOK UCMONb30BaHUA AaH-
HOro 3HavyeHus iPSK Ha 1 BHe 3aBUCUMOCTM OT YCNELWHOCTU YCTAHOBAEHMA AAHHOIO coeanHeHus. B cnyyae
€CNK 0CTaBLLIEeCs KONMMYECTBO MONLITOK UCNONb30BAaHNA AOCTUINO 3Ha4YeHus 0, cepBep AOMKEH yaanuTb U3
cBoen 6a3bl JaHHBIX TUKETOB BCIO UH(POPMALMIO, COOTBETCTBYIOLLYIO AAHHOMY TUKETY, U CHUUTATb JAHHBIA TU-
KEeT HeAENCTBUTENBHBIM.

B cnyyae ecnu ucnonb3yemoe 3HadeHue iPSK Gbino BeipaboTaHO B pe3ynsrarte LEnoYkn COeIUHEHWNN,
rAe B paMkax nepBoHa4arnbHOro COEAUHEHUS KIMTMEHT ayTeHTMdULUMPOBanCAa 3a CYET UCMONb30BaHUS CBOETO
ceptudmkata (B pamkax ecdhe_ke cxembl ayTeHTUMLMPOBAHHON BbIpaboTKK OOLLErO KNMOYeBOro marepua-
na), cepsepy TaKke peKOMeHAYEeTCs NpoBepsATb CepTUdUKaThl B LENOYKE CePTUUKATOB HA OTO3BAHHOCTD.
Ana atoro cepsepy HEOBX0AMMO XpaHUTb B 6a3e AaHHbLIX TUKETOB CepTUMUKAT KNUEHTa B Criy4ae, ecnu Ha
MOMEHT DOPMUPOBAHUA AAHHOTO TUKETA KNMEHT ayTEHTU(PULIMPOBANCA C NOMOLLIO UCNONb30BAHWA AAHHOTO
ceptudumkata. lNMpu atom B criydae ecnu B 6a3e AaHHbIX TUKETOB C TUKETOM, HA OCHOBE KOTOPOTO yCTaHaBnMBa-
NOCb TeKyLee cCoeAMHEHUE, aCCOLIMUPYETCA HEKOTOPbIN cepTudukar, To Noboi TUKET, BbIpaboTaHHbIN B X0A€
TeKyLero coeaAuHeHus1, Takoke A0MMKeH acCcouuMMpoBaThCa C AaHHbIM CepTUdUKATOM.
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MpuMmeyvyaHue — TukeT fomKeH GbITb YHUKANbHBIM B paMKax BCeX TUKETOB, XpaHUMbIX B 6ase flaHHbIX TUKETOB
Ha TeKyLLWA MOMEHT.

5.9.1.2 dopmuposanue nons ticket_lifetime coobweHua NewSessionTicket

3HaueHune nong ticket_lifetime coobuieHna NewSessionTicket He aomkHO npesbiwaTte 604800 cekyHa
(7 AHe). Hyneeoe 3HauYeHWe AAHHOTO NOJISi 03HAYAET, YTO TUKET AOMKEH OblTb Cpa3y MCMONbL3OBAH U yaAsIeH.
KnmeHTbl He fOMKHbI XPaHUTb TUKETLI A0NbLUe 7 AHEW He3aBUCUMO OT 3Ha4YeHua nong ticket_lifetime n moryT
yAanaTbh TUKETbl PaHbLLE OKOHYAHMSA YCTAHOBMEHHOMO CEPBEPOM CPOKa XM3HU B COOTBETCTBUM C MOKANbHOW
nonuMTUKON. CepBep MOXKET CYATATb MAKCUMArbHbLIM AONYCTUMBLIM CPOKOM XU3HM TUKETA 3HAYEHUE, MEHbLLEE,
yem ykasaHo B none ticket_lifetime.

B cootBeTcTBMM C [1] M HACTOALLMMM pEKOMEHAAUMAMIN AONYCKAETCA CO31aHNE HOBLIX TUKETOB B pamMKax
COEANHEHUS, YCTAHOBMEHHOTO € NomoLbio iPSK-ECDHE u iPSK-only pexxuMoB paboTbl (PeXMMOB BOCCTaHOB-
neHus coeanHeHus). Takas BO3MOXKHOCTb NO3BOMSET HEOTPAHMYEHHO NPOANEBaTb CPOK XKM3HU 0OLLEro Knio-
YeBOro marepuana, BbipaboTaHHOro B pamMkax usHadanbHoro Full Handshake coeguHeHus. B cBsa3u ¢ 3TuM
npv pabote NpOTOKONa B COOTBETCTBMU C HACTOSALUMMU pekomeHaauusimm 3HadyeHue nons NewSessionTicket.
ticket_lifetime He 4OMKHO NpeBbILLATL MUHMMYMA U3 CRIEAYIOLUUX 3HAYEHUIA:

- 604800 cekyHa (7 gHewn);

- pasHuubl Mexay 3HaueHnaMU nepemeHHbix global_expiration_time u creation_time (cm. 5.9.1.1);

- KOnu4yecTBa CeKyHZ, NPOAMKTOBAHHOE APYrMMU NOKanbHbIMU NONUTUKAMKU cepBepa. Hanpumep, ecnu
K MOMEHTY CO31aHUA TUKETA CEPTUUKAT KITMEHTA, C MOMOLLIbIO KOTOPOrO YCTAHABNMBANOCh UCXOAHOE COeau-
HeHue, OTO3BaH, TO CePBEP MOXET NPUHATL PELUEHUE O 3anpeTe CO31aHUsl HOBbIX TUKETOB.

5.9.2 Post-handshake ayreHTudukaums

Ecnu knueHT rotoB ayreHtuduumpoBatbcs nocne obmeHa main-handshake coobwieHnamu (ocyuue-
cTtBuTb post-handshake ayreHTudmkaumio), To OH AOMKeH ykasarb pacwumpeHue post_handshake_auth B
coobuweHun ClientHello. B cniyyae nonyyeHuss 4aHHOTO pacLUMPEHUS OT KIMEHTA CEepBEP MOXET OTNPaBUTb
3anpoc Ha ayTeHTUMMKALMIO KIMEHTA NyTeM nepeckinku coobenun CertificateRequest (cM. 5.7.2) B niobon
MOMEHT BpeEMEHHM nocne nony4yeHus main-handshake coo6uwenus Finished co cTopoHb! knueHTa.

Ecnmn pacwmpenune post_handshake_auth He 6bino ykaszaHo B coobwenuu ClientHello, To cepsep He
AOMKeH 3anpalumsarb ayTeHTUdMUKaUUIO KNMeHTa nocne 3asepweHnsa npotokona Handshake, B npoTuBHOM
crnyyae KnuMeHT AOJKEH OTBETUTL onoBeLleHueM o6 owmbke unexpected_message (cMm. 7.2).

Mpu nonyyeHun CertificateRequest B pamkax post-handshake ayteHTudukaumm KNnMEHT AOMKEH OTBE-
TUTb coobLeHnamm ayteHTudukauum Certificate, CertificateVerify, Finished (cm. 5.8). ECnu KnueHT OTKNOHSET
3anpoc Ha ayTeHTUdUKaLnio, To OH AOIKeH OTBETUTL coobLueHusimu Certificate uFinished, npuyem coobule-
Hue Certificate He fomkHO coaepxaTtb cepTudmkaton (pasmep nons certificate_list gormkeH ObITb paBeH HyrIO).

Mpu nposegeHumn post-handshake aytentudmkayum n opmmposaHum coobuienun CertificateVerify u
Finished B cyHkuuio Transcript-Hash nopairca Bce main-handshake cooOweHus, nepegaHHbie B paMkax
[aHHOro coeAuHeHus, u Tonebko Te post-handshake cooBLueHns, KOTOpble ONMPEeAEensioT TEKyLyio npoue-
Aypy nposeaeHus ayteHTudukauum (1. e. CertificateRequest n Certificate npu dopmupoBaHun coobLueHus
CertificateVerify n coobweHus CertificateRequest, Certificate u CertificateVerify (ecnu oHo 6bino nocnaHo)
npu popmmpoBaHum coobueHus Finished).

lMocKkonbKy Npu ayTeHTUUKALMM KITMEHTA MOXET NOTPebGoBaTbCA B3aUMOAENCTBME C NONb3OBATENEM,
cepBep AO0MKEH ObITb FOTOB K NOSyYEHUIO NPOM3BOSLHOIO KONMMYECTBA COODOLLEHUI MEXOY MOMEHTOM OTMpaB-
ku cooOwenun CertificateRequest n oTBETOM KnueHTa Ha gaHHOe coobuieHue. Kpome Toro, KnWeHT, nony-
ymMBLLMIA Heckonbko coobieHnii CertificateRequest, nocnaHHbIx cepsepomM B BnM3koi NocnesoBaTensHOCTH,
MOXET OTBETUTb HA HUX B NOpsAAKE, OTNIMYHOM OT nopsaka, B kKoTopom coobuleHus CertificateRequest Gbinu
nocnaHel cepeepoM, NOCKonNbKy yHukanbHoe 3HadeHue nons CertificateRequest.certificate_request_context
Nno3BOMAeT cepBepy OAHO3HAYHO ONPEeAenuTb OTBET KMMEHTa Ha 3anpoc Ha ayTeHTUdUKaLmio.

5.9.3 CoobweHune KeyUpdate

CoobuweHune KeyUpdate npotokona Handshake nocelnaercs CTopoHoi (KNMMEHTOM UMW CEpBEPOM) ANS
yKasaHusa Toro, YTo OTNpaBnaoLLAas CTopoHa 0OHOBMAET KNIOYEBOW MaTtepuan Tpaduka ans popmupoBaHus
3anucu (3HauveHus [sender]_write_key, [sender]_write_iv, cM. 8.4 n 6.3).

JaHHoe cooBLUeHne MOXET BbITb OTNPABNEHO COOTBETCTBYIOLLEH CTOPOHO B M0G0 MOMEHT BPEMEHH
nocne ornpasku e main-handshake coobwenus Finished. Ecnn coobuwenne KeyUpdate 6bino otnpaeneHo
Ao main-handshake coo6uweHus Finished, nony4atoLas ero CTopoHa A0MKHA 3aBEPLUNTL COEAUHEHUE C OMO-
BeLleHnem unexpected_message (cm. 7.2).
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MpumeyaHue — CoobueHue KeyUpdate moxeT 6bITb NocnaHo cepBepoM Ao nonyyeHust main-handshake co-
06weHus Finished co cTOpoHbI KNUeHTa TONLKO B cllydae OfHOCTOPOHHEW ayTeHTUdUKaLmu.

Otnpasutenb 0093aH nocbinarb BCce nocneayowme coobuieHuss nocrne nepeaadn cooblieHus
KeyUpdate, ncnonb3ys 0GHOBREHHBIN KIIOYEBOW MaTepuari, BbIMUCNEHHBIA CnocoboM, onucaHHbiM B 8.3. Mo-
nyyarens coobweHun KeyUpdate gomkeH oBHOBUTL KnoHeBOI MaTepuan Tpaduka Ans YTeHUs 3anucm (3Ha-
yeHus [receiver]_read_key, [receiver]_read_iv, cMm. 6.3).

Ctpykrypa KeyUpdate coobuieHus KeyUpdate 3agaerca cneayiowmm o6pasom:

enum {
update_not_requested(0x00),
update_requested(0x01),
(OxFF)

} KeyUpdateRequest;

struct {
KeyUpdateRequest request_update;
} KeyUpdate;

Mone request_update cTpyktypbl KeyUpdate MoxeT npuHumarh cneayiowme 3HaueHus:

- update_not_requested(0x00), B cny4yae ecnu OTNpaBUTENb HE OXMAAET OTBETHOrO COOOLiEeHUs
KeyUpdate ot nony4atens;

- update_requested(0x01), B cnyyae ecnu oTnpaBuUTENb OXMAAET OTBETHOrO coobuieHuna KeyUpdate
Anst 0GHOBNEHMsI CBOErO KIIOYEBOro Matepuana Tpadvka Ans YTeHUs 3anucen.

B cnyyae ecnu B none request_update 3anucaHo 3HaueHue update_requested, nonyyartenb AOMKEH
otnpaeuTb coobuleHne KeyUpdate ¢ yctaHoBneHHbIM 3HaueHnem update_not_requested Ao nepeaaun aanb-
HeMLMX NPUKNagHbIX AaHHbIX. Takol MexaHU3m no3sonser 06emm CTopoHam OGHOBUTL KNIOYEBOW Marepuan
Tpadmka cpa3y Ans YTeHUs U AN 3anucu. Mpu 3TOM, €Cnu CTOPOHA NOMNY4MNa cpa3y HECKOMbKO COOBLLEeHUI
KeyUpdate ¢ yctaHOBNEeHHbIM 3Ha4eHneM update_requested, Hanpumep, B nepuoa, Koraa 3ta CTOPOHA He OT-
npaBnana HUKaKux COOBLLUEHNI, OHA MOXET OTBETUTbL TONMbKO 0aHMM coobuleHuneM KeyUpdate.

Mocne ornpasku oTnpasutenem (S) cooblueHust KeyUpdateS nonyuatenio (R), rae none KeyUpdateS_
request_update npuHumaet 3aHaueHue update_requested, otnpaBuTens AOMKEH ObITb rOTOB NOMYYUTL NPOU3-
BOMbHOE KOMMYECTBO COOBLLEHUIT A0 NOMyYeHNst OTBETHOO coobLueHns KeyUpdateR ot cropoHbl R, nockonb-
Ky 3T COOBLLIEHNS MOTYT BbITb OTNPaBMEHb! R 40 NoNyYeHus cooblueHus KeyUpdateS.

B cnyyae ecnu CTOpOHbI HE3aBUCKUMO APYT OT Apyra u O4HOBPEMEHHO NockinaoT coobuleHnsa KeyUpdate
€O 3Ha4yeHueM nonsa request_update, paBHbim update_requested, kaXkagan M3 CTOPOH AOIMKHA OTNPAaBUTL OT-
BETHOE coobLueHune, U 0OHOBMEHUE KNIOYEBOr0 Matepuana Tpaduka Ana YTEHUS M AN 3anucyu Npou3onaer
ABaxabl.

OTtnpaBuTenb M nonyyarenb AOMKHbI 3awmMdpoBbiBaTh coobweHusa KeyUpdate Ha HEOBHOBRNEHHOM
KnioYyeBoM MaTtepuane Tpaduka.

6 lMpotokon Record

Mony4ne gaHHbIE OT NPOTOKONOB Boree BbICOKOTO YPOBHSA, MPOTOKON Record hopMUpyeT U3 HUX nocne-
J0BaTenbHOCTb CTPYKTYP, KOTOPbIE Ha3sbiBalOTCA 3anucsamu. 3atem chopMUMpPOBaHHbIE 3anucy nepeaarTcs
TPaHCMOPTHOMY MPOTOKONY.

3anucu cocToAT M3 3aronoBKa, OMMCHLIBAIOLLENO NepeaaBaemble AaHHbIE, U CaMUX AAHHbIX, KOTOPbIe
nepeaaroTcs B OTKPbITOM UM 3aLLUMLLEHHOM BUAE B 3aBUCMMOGTM OT TEKYLLEro COCTOSHUS COeANHEHUS (CM.
nogpo6Hee 4.2). 3aronoBoK BCErga nepeaaercsa B OTKPbITOM BUAE.

[aHHble, Nony4YeHHblE OT NPOTOKONAa TPAHCMOPTHOIO YPOBHSA, NPOTOKON Record nHTepnpeTupyer kak 3a-
nucu u hopMUPYET U3 HUX COOBLLIEHNS ANSA NPOTOKONOB BEPXHENO YPOBHS, ONUPASACh Ha 3arofioBKU 3anucen.

BblaensoT cneaytowme Tunbl AaHHLIX, NepPeckinaemblX B pamkax npotokona Record:
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enum {
invalid(0x00),
change_cipher_spec(0x14),
alert(0x15),
handshake(0x16),
application_data(0x17),
(OxFF)

} ContentType;

rae change_cipher_spec — Tun AaHHbIX, OTMEHEHHbII B pamMKax Bepcun npotokona TLS 1.3 u coxpaHeHHbIN
B LIENSAX NOAAEPKKU PEXMMA COBMECTUMOCTMH;

alert — Tun, COOTBETCTBYIOLLMI COOBOLLIEHUAM npoTokona Alert;
handshake — Ttun, cooTeeTcTBYyOLLMI coobLIEHMAM npoTokona Handshake;
application_data — Tun, cooTBeTCTBYIOLLUMII COOBLLEHUSIM, COAEPXKALLMM NPUKNAAHLIE JAHHbIE.

6.1 ®parmeHTauma

[NpuHATbIE C BEPXHEro YpPOBHA AaHHble pa3buatoTca npoTtokonoM Record Ha dyparMeHTbl, NoMeLla-
emble B nonsa TLSPlaintext.fragment (cm. nogpo6Hee 6.2). 3HadyeHne nona TLSPlaintext.length He gomkHO
npesbiath 2'4 (To ecTb pasmep nons TLSPlaintext.fragment He aomkeH npesbiwath 16 K6aiit). Ecnu cocro-
SHWEe COeAMHEHUSA He NoapasyMeBaeT 3aluuTbl AaHHbIX, KaXaas 3anucb 3agaetca cTpykTypoin TLSPlaintext
(cm. noapoBHee 6.2). Ecnu cocTosiHMe CoOeaMHEHNa noapasyMeBaeT 3aluUTy AaHHbIX, KaXaas 3anucb 3aaaeT-
csa cTpyktypoi TLSCiphertext. Mpu 9TOM pasmep 3alMLLEHHbIX AAHHbIX, SBNSAIOWMXCA pe3ynsTatoMm paboThl
AEAD anroputma, MOXET OKa3aTbCsi 60nbLUe pa3Mepa MCXOAHOT0 doparMeHTa AaHHbIX (3TO NPUBOAUT K TOMY,
470 3Ha4veHue nonsa TLSCiphertext.length ctaHoButca 6onblue 3HadveHusa nona TLSPlaintext.length).

MpumMeyvaHue — MNpu paGoTe NPoToKoNa B COOTBETCTBUN C KPUNTOHAGOPaMM, ONMUCAHHBIMU B HACTOSILLMX PeKo-
MeHaaLmsix, sHadeHue nons TLSCiphertext.length He gomxHo npesbiwats 214 + 1 + S, rae S — pasmep MMUTOBCTaB-
kv B pexume MGM, onpegeneHHblii B 10.1.2.

CoobLeHust npotokona Handshake mMoryT 6biTh pa3buTbl Ha HECKONbLKO PPAarMEHTOB UMK 0ObEANHEHDI
B OAWH, NPU TOM:

- coobuweHuna npotokona Handshake He MoryT 06beanMHATLCS C AAHHBIMW APYTMX TUMOB B paMKax OA-
HOI 3anucu;

- ecnu coobueHunsa npoTokona Handshake o6beanHeHbl B 0aUH (hparmeHT, B paMkax paboTkl NPOTOKO-
na TLS 1.3 Mexay 3TuMu COOBLLEHNAMM HE AOMKHbI MEPEChINaTbCA AaHHbIE APYrUX TUMNOB;

- BCe coobLueHus npotokona Handshake, o6beanMHeHHbIe B 0AUH PparMeHT, A0MMKHbI ObITb 06paboTa-
Hbl B paMKax OAHOr0 M TOTO K& COCTOSIHUSI COeIMHEHUS;

- 3anpewjaercsa nocbinartbk hparMeHTbl HyNeBon ANUHbLI A4Nna coobLweHuii npotokona Handshake.

CoobLLeHus, cogepxalume npuknagHbie JaHHble, MOryT ObiTb pasbuTel HA HECKONbKO (DParMeHTOB UMK
00beaWHEHbI B O4MH, NPY 3TOM:

- MpUKNagHble AaHHbIEe BCEraa NepechinaiTes B 3alMLLIEHHOM BUAe U nepeaartcs nporokony Record
6e3 JONONHUTENLHOTO YOPMATUPOBAHUS;

- paspeluaeTcst nocbinate parMeHTbl HYNEBON AMNUHLI ANS COOOLLEHUIA, COAEPXALLUMX NPUKNaHbIE
JaHHble.

CoobLweHns npotokona Alert He 4OMmMKHbI hparMeEHTUPOBATLCA. 3anpeLeHo 00begnHATL CoobLWEeHnA
npotokona Alert B 0guH pparmMeHT.

Cnocobbl bparmMeHTauun He BMNUAIOT Ha KOPPEKTHOCTb paboTbl Bcero nportokona TLS 1.3 n gOMmKHbI
onpeaenaTbCA Ha STane ero peanusayuu.

6.2 dopmMupoBaHue 3anucu

BbiaensoT 3awuileHHble M HesalwuieHHble 3anucu. Kaxaas 3anucb COAepXWT 3aronoBOK ANWHbI
5 GanT, nepegaBaemblil B OTKPLITOM BUAE, U (pparMeHT AaHHbIX, NepejaBaeMblX B OTKPbITOM UMM 3aLUMLLIEH-
HOM BuAe. 3arofloBOK COCTOUT U3 Tpex nonen: type, legacy_record_version, length B cnyvyae HesaluMLLEeHHOW
3anucu n opaque_ type, legacy_record_version, length B cny4yae 3awimiieHHon. [ona 3aronoBka ykasbiBaloT
Ha TN CoO6LLEeHNs, BEPCUI0 NPOTOKONAa U ANUHY NepefaBaeMbIX AaHHbIX COOTBETCTBEHHO. [one fragment
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He3aLLUMLUEHHOW 3anucn CoaepxuUT dparMeHT AaHHbIX, NepeaaBaemMbix B OTKPbITOM Buae. Mone encrypted_
record 3alMLLEHHON 3anucu COAEPKUT doparMeHT AaHHbIX, NepeaasaemMbiX B 3aLieHHom suae. Mpu satom ¢
KaXKZOoMN 3aMnChbi0 HESIBHO acCOLIMUPYETCS €€ NOPAAKOBLIN HOMep seqnum (CM. nogpobHee 6.4).

B cnyyae ¢opmMuMpoBaHUA He3aLUWLLEHHOW 3amnuCu 4YacTb AAHHbLIX, MOMYYEHHbIX OT NPOTOKOMNOB 60-
rnee BbICOKOTO YPOBHSI U BbIAENEHHBIX NPU hparMeHTaumm B COOTBETCTBUU C 6.1, NepeBoaUTCA B CTPYKTYPY
TLSPlaintext, koTopas 3agaerca cneayowmm odpasom:

struct {
ContentType type;
ProtocolVersion legacy_record_version;
uint16 length;
opaque fragment[TLSPlaintext.length];

} TLSPlaintext;
raoe type — Tun coobuweHusa anuHon B 1 GanT, ykasbiBalOLLMIN HA NPOTOKON BEPXHENO YPOBHS,
ucnonb3yemblit ana o6paboTkn pparMeHTa AaHHbIX, COAEPXALLErocs B TeKyLUen
3anucw;

legacy_record_version — Bepcus npoTokona aAnuHoii B 2 6anta. [laHHoe none AOIMKHO NPUHUMATh 3HaYeHUe
0x0303 ana Bcex coobuweHun npotokona TLS 1.3, 3a UCKIIOYEHMEM UCXOAHOTO
coobuweHusn npusetcteua ClientHello (cm. nogpobHee 5.5.1), TO ecTb co06LIEHuUS,
OTNPAaBNEHHOro Ao nony4veHus coobuiennsa HelloRetryRequest, kotopoe moxer
TaKKe NpuHMMaTh 3HadyeHue 0x0301 B LiensxX NoAAEPXHKU PEXUMA COBMECTUMOCTHU.
[aHHoe none AOMKHO UTHOPUPOBATLCA CTOPOHAMMW B3aUMOAENCTBUS;

length — anuHa dparmeHTa aaHHbIX B Gantax (2 6aira). [laHHbIn napameTp onpeaensiet
KonuyecTeo 6GanToB, NepeaaBaeMbiX B 3aMUCU MOCMNE €€ 3aronoBka. 3HauyeHue
nona TLSPlaintext.length 4omMKHO yAOBNETBOPATL OrpaHMYEHUsIM, ONpeaereHHbIM
B6.1;

fragment — parmMeHT gaHHbIX, NnepeaaBaeMbiX B OTKPbITOM BUAE.

Mpu hopmMnpoBaHMM 3aLLULLIEHHOR 3anUcu B COOTBETCTBUU C TEKYLLUUM COCTOSSHUEM COEAMHEHUA Npo-
Tokon Record BHauyane ¢hopMupyeT gaHHbIe B BUAe HesalwmeHHon cTpykTypbol TLSPlaintext, a 3atem chop-
MUPYET U3 HUX AaHHbIE 3alumLLeHHoN cTpykTypbl TLSCiphertext, koTopas 3agaercs cneayowmm o6pasom:

struct {
ContentType opaque_type = application_data; /* 0x17 */
ProtocolVersion legacy_record_version = 0x0303;
uint16 length;
opaque encrypted_record[TLSCiphertext.length];

} TLSCiphertext;

rae opaque_type — Tun coobuieHnst gnuHon B 1 GaiiT. [JaHHOe none AOIMKHO NMPUHUMAaTh 3HayYeHue
0x17, cootBeTcTByloWee Tuny application_data. Mocne pacwmdgpoBaHna gaHHbIX
nons encrypted_record crpykTypbl TLSCiphertext TMn AaHHbIX He3aluULLEHHOW
3anucu cogepxutcsa B none TLSInnerPlaintext.type;

legacy_record_version — Bepcus npoTtokona AnuHon B 2 6ainta. JaHHblli napameTp BCeraa AOIMKEH UMETb
3Ha4veHne 0x0303;

length — anuHa dpparmeHTa gaHHbix B Oavitax (2 6GarTta). JaHHbIi napameTp onpegensier

KOnmuyecTBo BalToB, NepeaaBaembIX B 3anucy Nocre ee 3arofioBka. 3HaveHue nons

TLSCiphertext.length gomKHO yA0BNETBOPSATL OrpaHUYEHUSIM, ONPEeaeneHHbIM B 6.1;

encrypted_record — parMeHT AaHHblX, NnepefasaeMbiX B 3alWULEHHOM BuAe M hOpMUPYIOLLMIACA
u3 cTpykTypbl TLSPlaintext B COOTBETCTBUM C COrMACOBaHHbLIM KPUNTOHABOPOM.
Mpouecc hopMmMpoBaHMS 3TOFO NONSA onucaH B 6.3.
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6.3 3awura gaHHbIX

B HacToslwem pasagene Bce AeNcTBMA OyayT onucaHbl 4ns 04HOW (PMKCUPOBAHHON CTOPOHbI B3aUMOAEN-
crBuA (knueHTa/cepeepa), kotopasa obnagaer:

- Kno4veBbiM MaTepuanoM ([sender]_write_key, [sender]_write_IV) ana dopMupoBaHus 3aLuLLieHHbIX
3anucen, npuHumawwmM 3Hadvenue (client_write_key, client_write_IV) ana knueHTa, u 3HayeHue (server_
write_key, server _write_|V) pna cepsepa;

- knoyeBbIM Matepuanom ([receiver]_read_key, [receiver]_read _IV ana o6paboTku 3alMLLEHHbIX 3a-
nucen, NpMHMMaloLWnM 3HavYeHue [server_write_key, server_write_IV) ona knueHTa, u 3HadyeHue (client_write_
key, client_write_IV) ana cepeepa.

MpumeyaHue — Pexumsl paboTel npoTokona TLS 1.3, onMcaHHbIe B HACTOALLMX peKOMeHAaLmnsAX, COOTBETCTBY-
FOT CUMMETPUYHON CXeMe 3allnThbl AaHHbIX: KoY LUMPPOBAHUS U YHUKamNbHbIA BEKTOP, KOTOpbIE UCMONb3yoTes ANs op-
MMWPOBaHUA 3aLLUMLLEHHON 3anucK ofHON CTOPOHOW, MCMONb3YHOTCA A4S pacluMgpoBaHnUs COOOLLEHUS APYroil CTOPOHOM.

dopmMupoBaHue 3aLyLLEHHOW 3anMcy U3 parMeHTa JaHHbIX, BbIAENEHHOro npu parmeHTauumm B co-
OTBETCTBUM C 6.1, BbINONHAETCS B COOTBETCTBUM CO CMEAYIOLUMMM dTanamu, CXeMaTUYHO OTPAKEHHLIMU Ha
pucyHke 6:

- hOpPMUPOBAHNE HE3ALUMLLEHHON 3anucu, nmetoLlen cTpyktypy TLSPlaintext;

- hopmupoBaHue cTpyktypsl TLSInnerPlaintext;

- dhopmupoBaHune 3HadyeHus nonce n additional_data;

- 3awmdpoBaHne gaHHbIX CTPYKTYpbl TLSInnerPlaintext ¢ ncnonb3oBaHnemM accoLMMpPOBaHHbIX AaHHbIX
additional_data v 3HauyeHus nonce,

- (hopmupoBaHue 3aLLMLLEHHON 3anucK, nmetoLlen ctpyktypy TLSCiphertext.

d)parmeHT AaHHbIX

[T

[HOR [TTTTTTITTIT]} TLsPlaintext

|| | | | | | | | | | | | |]- TLSInnerPlaintext

@®_l

AEAD-Enc([sender]_write_key, nonce, additional_data, plaintext)

R DN

}

Ly [ HDR' R\ \1]- TLSCiphertext

PucyHok 6 — dopmMupoBaHue 3allyuLLeHHOW 3anucK

MpumevaHue — Ha pucyHke 6 nog HDR 1 HDR’ nogpa3symeBatoTcs 3aronoBKu He3alMLLEeHHOW U 3aLy1LLEeHHOR
3anunceil COOTBETCTBEHHO.

Ona kaxgoi hopmmupyemoi 3anucu ¢ Homepom seqgnumnone encrypted_record ctpyktypbl TLSCiphertext
coaepxut 3HadeHune ENCrecord, koTopoe hOpMUPYETCHA B COOTBETCTBUU C POPMYNON:
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ENCrecord = AEAD-Encrypt([sender]_write_key, nonce, additional_data, plaintext), 8)

rae:
- (pyHKUMS ayTeHTuduympoBaHHoro wmndposanua AEAD-Encrypt 3agaetca cornacoBaHHbIM KPUNTOHA-
6opom (cm. 10.1, 10.1.2);
- 3HaveHue nonce popMupyeTca U3 HoMmepa popMUpyemMon 3annucu Seqgnum n yHUKanbHOro BekTopa
[sender]_write_IV B COOTBETCTBUU C POPMYIION:

nonce = STRy, o,(seqnum) @ [sender]_write_IV, 9)
- 3HaveHue additional_data hopmupyeTca B COOTBETCTBUM C hOPMYNON

additional_data = TLSCiphertext.opaque_type| 10)
TLSCiphertext.legacy_record_version|TLSCiphertext.length;

- 3HayeHue plaintext cogepxut B cebe gaHHble CTPykTypbl TLSInnerPlaintext, koTopas 3agaerca cne-
ayowmum obpasom:

struct {
opaque content[TLSPIlaintext.length];
ContentType type;
uint8 zeros[length_of_padding];

} TLSInnerPlaintext;

rae content — 3Hayenune nonda TLSPLaintext.fragment;
type — 3Hauyenue nonda TLSPLaintext.type;

Zeros — norne, cogepxallee CTPOKY HYMEBbIX 3Ha4YeHUMr nNpou3BonbHOW AnuHbl length_of padding
(cm. 6.5).

O6Lwwit pasmep cTpykTypbl TLSInnerPlaintext He gomken npesbiwars 214 + 1 Gaiir.
Ona kaxaon NonyvyeHHOW 3anucu ¢ HOMEPOM Seqnum 3HaueHue plaintext BbIMMCNAETCH U3 3HAYEHUA
ENCrecord nons TLSCiphertext.encrypted_record B COOTBETCTBUU C HPOPMYIOi

plaintext = AEAD-Decrypt([receiver]_read_key, nonce, additional_data, ENCrecord);, 1

rae:

- 3HauveHue plaintext copepxut B cebe aaHHble cTPykTypbl TLSInnerPlaintext, 3agatoLyeics Bbille;

- chyHKuma pacwmdpoBanus AEAD-Decrypt 3apaetca cornacoBaHHbIM KpunTtoHaGopom (cm. 10.1,
10.1.2);

- 3HaveHue nonce HOPMUPYETCA M3 HOMEpA MONy4yaemMoOn 3anucu Seqgnum U YHUKAnNbHOro BeKTopa
[receiver]_write_IV B cooTBETCTBUM C (hOpMYnON

nonce = STRy, o (seqnum) @ [receiver]_write_IV, 12)

- 3HayeHue additional_data popmupyeTca B COOTBETCTBUM C chopmynon (10).
B cnyyae ecnu B pamkax pabotel dyHkumn AEAD-Decrypt npousoLuna owwmbka, nonyyapLas CTopoHa
AOJPKHA 3aBEPLUMTL COeAMHEHME C onoBeLLeHnemM bad_record_mac (cm. 7.2).

6.4 CuyeTuyMK NONyuYeHHbIX/OTNPaBIEeHHbIX 3anncemn

Kaskgas U3 CTOPOH B3aMMOAEHCTBIUS BEAET CHETHUMK NOMYUYEHHbIX U OTIPaBAEHHbIX 3anuceil seqnum’ead
7} seqnumW’”e, KaXKObIA M3 KOTOPbLIX MOXET NpuHUMaTh 3HadeHusa ot 0 go SNMAX-1 BKNOYUTENBLHO. Takum
o6pasom, C KaxKgon MosTlyd4eHHON/OTNPAaBAEHHON 3annCbi0 HESIBHO accoummpyeTcs 64-OUTHbIM YHUKANbHbIN
NOPSALKOBbIN HOMEP, COOTBETCTBYIOLLMIT TEKYLLEMY 3HAYeHUIO CHETYMKA Seqnum®@9/seqnum™rite. Makcumans-
HOE KONUYECTBO 3anucen, KOTOpble MOTyT NepeaaBaTbCa B paMKax 04HOro 3HadeHusa [sender]_write_key, mo-
XeT BbITb MeHbLUe 284 n moxeT 3aBuceTh OT BbIBpaHHOro kpunToHabopa (cM. noapobree 10.1.3).

43



P 1323565.1.030—2020

B Hauane coeanHeHus, a Takke NpU CMEHEe KI4YeBoro martepuana tpacduka (cm. 8.3) (Mpu CMeHe co-
CTOAIHMA COefUHEHUA, CM. NogpobHee 4.2) BCEM CYHETYMKaM NPUCBaKUBAKOT HyreBble 3Ha4YeHust. [ocne nony-
YeHUA/OTNPaBKN O4EPELHON 3anMCU 3Ha4YEHME COOTBETCTBYIOLLIETO CHETHMKA YBENUYMBAETCS Ha 1.

6.5 [lononHeHue AaHHbIX

Ans Toro, 4ToObl CKPbLITE Pa3Mep nepeaaBaemMol 3anucyu OT CTOPOHHEro Habrogatens, oTnpaBuTENb
MOXET ucnone3osarb none TLSInnerPlaintext.zeros, kotopoe No3BONAET yBENMUMTL pasMep 3alundpoBbiBae-
MbIX AaHHbIX. [Mpn 9TOM oTNpaBuUTENb CaM peLuaeT, OyaeT M OH AONOMNHATL AAHHbIE UMK HET. B cniyyae ecnu
CTOPOHA peLuaeT He JOMNOoNHATL JaHHble, none TLSInnerPlaintext.zeros 4OMKHO COaepXKaTb BEKTOP HYNEBOM
AnuHel. B cnyyae pononHeHus none TLSInnerPlaintext.zeros 4omkHO copepkaTk TONbLKO HyneBble GanTbl.

Ansa npuknagHeix gaHHeix none TLSInnerPlaintext.content MoxeT ObiTb NyCTbIM (M0 pa3Mep MOXeT
ObITb paBeH Hynio). CTOPOHLI HE AOMKHBLI OTNPaBnATL 3anucu Tuna handshake u alert, ana koTopbIX none
TLSInnerPlaintext.content aBnsaeTcsa nycTbiM (COAEPXKUT NYCTOW BEKTOP).

[lononHeHne AaHHbIX aBTOMaTUYECKU NPOBEPSETCA MEXaHU3MOM 3aLuThl 3anucu. INocne Toro, Kak no-
ny4yatens ycnewHo pacwmdposan gaHHele B none TLSCiphertext.encrypted_record, ocyuiecrTsnsieTca nouck
NepBOro HeHyneBoro BanTa, HauMHas € KOHLA NONyYeHHbIX AaHHbIX, KOTOPbIi SIBMISIETCA TUNOM 3anucu. Yka-
3aHHbIN MEXaHM3M Takoke 00ecneynBaeT NPOBEPKY TOr0, YTO AOMNONHEHUE COAEPHUT TONbKO HyneBble 6aiThbl,
4YTO NO3BONSIET OTCNEANUTL OLUMOKU NPU HEKOPPEKTHOM 1ONONHEHUMN.

Mpwn peanusauum He0BX0AUMO YETKO CIIeaMTb 3a TEM, YTO MOUCK HEHYNEBOro baiTa A0MmKeH orpaHnuiu-
BaTbCA TEM MaCCUMBOM [aHHbIX, KOTOPbIN ObiN BO3BpALLEH B Ka4yeCTBe pesynbsrara paclumdpoBaHus. B cnyvae
€cnu nony4arenb He HaxoAWUT HeHyneBow 6anT B pacLuMpoBaHHLIX AAHHLIX, OH JOJDKEH 3aBEPLUMTL COeau-
HeHue npoTokona TLS ¢ onoseweHnem unexpected_message (cm. 7.2).

Harnuune pononHeHus He MEHSAET orpaHuyeHus Ha paamep crpykTtypbl TLSInnerPlaintext: o6wuii pa3s-
Mep yKa3aHHON CTPYKTYpbI He JorkeH npesbiwatsk 214 + 1 6aiir.

7 Mpotokon Alert

CoobueHne npoTtokona Alert cogepxuT MHOpPMaLMIO 0 NEPECHINAEMOM ONOBELLEHUM U MOCLINAETCA B
OZIHOM M3 CNeayLLIMX CIy4Yaes:

- CTOPOHbI XOTAT KOPPEKTHO 3aBepLUMTbL CoeauHeHue (cm. 7.1);

- npu pabote npotokona TLS npousowina owmbka (cMm. 7.2).

MHdpopmaums 06 onoseLleHun B coobuieHumn npotokona Alert onpeaensierca crpyktypou Alert, 3aaaio-
Lenca cneayrowmm obpasom:

struct {
AlertLevel level;
AlertDescription description;
}Alert;

Mone level ykasbiBaeT Ha ypOBEHb ONOBELLEHUA U 3a4a€TCa cneaylowmM o6pa3om:

enum {
warning(0x01),
fatal(0x02),
(OxFF)

}AlertLevel;

Mone description coaep>uT TN ONOBELLIEHNA, KOTOPLIN 3aaeTca cneayowmm o6pasom:

enum {
close_notify(0x00),
unexpected_message(0x0A),
bad_record_mac(0x14),
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record_overflow(0x16),
handshake_failure(0x28),
bad_certificate (0x2A),
unsupported_certificate(0x2B),
certificate_revoked(0x2C),
certificate_expired(0x2D),
certificate_unknown(0x2E),
illegal_parameter(0x2F),
unknown_ca(0x30),
access_denied(0x31),
decode_error(0x32),
decrypt_error(0x33),
protocol_version(0x46),
insufficient_security(0x47),
internal_error(0x50),
inappropriate_fallback(0x56),
user_canceled(0x5A),
missing_extension(0x6D),
unsupported_extension(0x6E),
unrecognized_name(0x70),
bad_certificate_status_response(0x71),
unknown_psk_identity(0x73),
certificate_required(0x74),
no_application_protocol(0x78),
(OXFF)

} AlertDescription;

MpuMeyaHunsa

1 B cootBeTcTBUM € [1] B pamkax paboTkl npoTokona TLS 1.3 onoeelyeHus decryption_failed_RESERVED(0x15),
decompression_failure_ RESERVED(Ox1E), no_certificate_ RESERVED(0x29), export_restriction_RESERVED(0x3C) wu
no_renegotiation_RESERVED(0x64) nepeckinarecsa He JOMKHbI. KnueHTy 1 cepBepy pekoMeHAYeTCA noafepxueaTe 06-
paboTKy faHHbLIX OMOBELLEHUN C Lienbio NoAAEPXKKN COBMECTUMOCTYU ¢ Bonee paHHUMU BepcuaMU npoTokona TLS.

2 B pamkax npoTokona TLS 1.3 ypoBeHb OnoBeLLeHNs 3ajaeTca HeABHbIM 06pa3oM ¢ NOMOLLLIO TUMNa nepeckina-
€MOro OMnoBeLLeHUs, MOSTOMY AaHHOoe rnofie MoXeT BbiTb NpourHopuposaHo. Bece onoBelyeHnst 06 olwmbke [OMKHBI OT-
npaBnATLCA ¢ ypoBHeM fatal M BbITL pacno3HaHHEIMU TakoBbLIMU BHE 3aBUCUMOCTH OT 3Ha4YeHUA nons level. OnoBelLleHus,
He BCTpevarloLecs cpeam ykasaHHbIx B nepevncneHun AlertDescription, AomXHbl GbITb pacnosHaHbl kak ornoBeLLeHUs 06
oLmbke.

7.1 OnoBeweHUN 3aKpbITUA COegUHEHUA

Ons Toro, uto6bl KNMUEHT U CEPBEP MOITIM KOPPEKTHO 3aBEPLUMTL COEANHEHME, OTNPAaBRSAIOTCS Crneaylo-
LUMe OMOBEeLLeHus:

close_notify — onoelueHne, curHanuanpytoee 0 TOM, YTO €ro OTNPaBUTENb 3AKPbIN COeAUHEeHue Ansi
OTMNPaBKN AaHHbIX U OONblLUE HE OTMPAaBWUT HW OAHOMO COODLLEHUS B paMKax AaHHOro
coeauHeHus. MNpu aTOM ykasaHHble AeNCTBUS HE BIUSAIOT HA YTEHWE AaHHbIX HAa CTOPOHE
otnpasutens’).

1) NaHHoe cBOMCTBO ABMAETCH 0COBEHHOCTBIO npoTokona TLS 1.3. B pamkax paboTel npoTokona TLS Bepcum Huxe
1.3 npu nonyyeHun onoeelleHus close_notify cTopoHa BzavmogeicTBusa fomkHa Obina 3akpblBaTb CoefUHeHne ANsA OT-
npaBKku AaHHbIX, NOCkINasa oTBETHOE onoBelleHue close_notify n yganssa Bce 3anucu, oxugaeMble K oTNpaBke, YTO BENo K
YyCeYeHUWIo NPU YTEHUU AaHHBIX Ha NPOTUBOMOSIOXKHON CTOPOHE.
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user_canceled —

[laHHOe onoBeLleHne A0MKHO ObITh OTNPABIEHO KaXK0i CTOPOHON B Cry4yae, ecnv paHee
B npouecce pabotbl npotokona TLS 1.3 He ObiNO NOCNaHO HWM OAHOIO ONoBeLUeHusA 06
owmbke.

TMioBbie AaHHbIE, NONyYeHHbIE NOCNe ONoBeLUeHUs C TUNom close_notify, A0SMKHbI UTHOPK-
posaTtbcA. B cnyyae ecnu 3akpbiTUe COEUHEHUS HA TPAHCNOPTHOM YPOBHE NPOUCXOAUT
A0 nonyyeHus onoseweHus close_notify, nonyuaioLias cropoHa He MOXET ObITb yBepe-
Ha B MONyYE€HUU BCEX AAHHbIX, OTNPABEHHbIX NPOTUBOMONOXHOW CTOPOHOI B3auMoaen-
cTBUS.

PekoMmeHayeTcs npucBavMBaTth OMNOBELLEHUIO 3aKPbITUSA coeanHeHus close_notify yposeHb
warning.

ONOBELLEHNE, CUTHanNUM3upylowiee O TOM, UYTO €ero OTnpaBuTeEnb 3aBepLuaer paborty
nporokona Handshake no npuuuHe, He CBA3aHHOW C BO3HMKHOBEHMEM OLUMOOK B
pamkax paboTbl JaHHOrO NpoToKona. B ykazaHHOM cnyyae pekoMeHAYyeTCs OTNPaBnATb
onoBeLleHue close_notify cpady nocne onoBeLeHus user_canceled.

B cnyyae BO3HMKHOBEHUs1 OLLMOKKM nocne 3aBeplLueHns paboTbl nporokona Handshake no
npuUYMHE, HEe CBA3AHHOW C BO3HMKHOBEHUEM OLLIMOOK B paMkax pabotbl npotokona TLS,
CTOPOHE PEKOMEHAYETCS 3aKPbITb COEAMHEHUE TOMNBLKO C OTNPAaBKON ONoBeLleHus close_
notify.

PexomeHngyeTcs npucsanBarb ONoBeLLEeHUIO user_canceled ypoeeHb warning.

7.2 OnoseuweHnsa 06 owmnobkax

B cny4ae BO3HMKHOBEHMA ouMOKK B npouecce pabotbl npoTokona TLS CTopoHa B3auMoAaencTBUA No-
cbinaer onoseweHne o6 owmbke. Bee onoseweHus o6 owmbke, ykasaHHble B HACTOALIEM pasaene, umetoT
ypoBeHb fatal. Mpu nonyyeHun onoBeLueHus 06 owMOKe CTOPOHA AOMMKHA OTNPABUTL B OTBET COOTBETCTBYIO-
Liee OMOBELLEHME M 3aKPbITb COEAUHEHMNE AT YTEHUA U 3aNUCU JaHHbIX.

Hacrosawwme pekomeHgauum onpeaensior onoseLueHus o6 owmbke B COOTBETCTBUM C Tabnuuammu 3—5.

Tabnuya 3 — OnoselyeHunsi 06 ownbke, KOTOpble MOFYT BO3HUKHYTL B npolecce paboTsl npotokona Handshake

HassaHue onoBeLleHUs OnvcaHue onoBeLYeHUs

handshake_failure

OTI'IpaBVITEJ'Ib He CMOor cornacoBaTb HeO6XO,qMMbIe napamMeTpbl 6e3onacHocTn

illegal_parameter

Mone coobLyeHns npoTokona Handshake HekoppekTHO, MMBO He cornacyeTcsi ¢ APYrUMU No-
namu. [JaHHoe ornoselleHre Ucnonb3yeTcs AN ykasaHus ownboK, CBSA3aHHbLIX C HEKOPPEKT-
HbIM 3Ha4YeHneM

unknown_ca

CepTudukat ygoctoBepstoLLero LeHTpa (YLl) He 6bin HailaeH unm He coBnarn HA C OAHUM U3
U3BECTHbIX cepTudumkaToB goBepeHHbIX Y1

access_denied

Bbin nonyYeH KOppeKTHbI cepTUdUKAT, OfHAKO NPy MPUMEHEHNN MOMUTUKA KOHTPONS AOCTY-
Na oTnpaBuUTeNb peLllnn He NPpoA oI KaTk cornacoBaHue coeuHeHUsA

decrypt_error

Mpwn BBINOMHEHUM KpunTOrpaduyeckoin onepauum (Hanpumep, Npu NpoBepKe Nognucu, Npo-
Bepke cogepxummoro coobiyeHns Finished unu nposepke binder-sHa4eHuns) Bo BpeMs paboTbl
npoTokona Handshake Bo3Hukna owmbKa

protocol_version

PaboTa no ykasaHHOW BEpCUM NMPOTOKOMa He NOAAEpXKNBaeTes

insufficient_security

MockinaeTcs BmecTo onoselyeHus handshake_failure B Tom cnydae, ecnu cepsep Tpebyer
KpunToHaboptkl, obecneunBarolyne Gonee BLICOKUIA YPOBEHE CTOMKOCTH, YeM Te, YTO noaaep-
XKMBaIOTCHA KITMEHTOM

unsupported_
extension

MocbinaeTcs cTopoHamMu B cny4vae, ecnu 6o nonyyYeHo cooblleHne npoTtokona Handshake,
cofepxalliee pacluMpeHue, Ucnonb3oBaHMe KoToporo 3anpelyeHo. Kpome Toro, faHHoe ono-
BellleHWe nockinaerca B cnyyae, ecnu B cooblleHun ServerHello unu Certificate copepxurcs
pacluMpeHue, He ykasaHHoe paHee B cooblyeHusix ClientHello unu CertificateRequest coot-
BETCTBEHHO

46



OkoHYaHue mabnuupi 3

P 1323565.1.030—2020

HasBaHue onoelleHns

OnucaHne onoeeLjeHnAa

bad_certificate

LlenocTHOCTb cepTUdmKaTa HapyLleHa (HanpuMep, cepTuduKaT NoBpexaeH Unnu U3MeHeH),
CepTUdUKaT COAepPXUT HEKOPPEKTHYIO MOAMNUCH U T. M.

unsupported_
certificate

Bbin nonyyeH cepTudukat HenoaLepX MBaemMoro Tuna

certificate_revoked

CepTudpukat Gbin 0TO3BaH NOANUCHIBatOLLEl CTOPOHOIA

certificate_expired

Cpok feiicTBUA cepTUdUKaTa UCTEK UNK cepTUdUKaT He JeCTBYET B HACTOsILLee BpeMs

certificate_unknown

Mpu obpaboTke cepTUdUKaTa BO3HWKNA OLIMOKa, He COOTBETCTBYIOLLAs HU OLHOMY M3 Bbl-
LenepeYnCneHHbIX cryYyaes

inappropriate_fallback

OTnpaBnseTca cepBepoM B Cnyyae oBHapyXeHWS HeCaHKLMOHWPOBAHHOMO MOHWKEHWUS UC-
none3yemMoi Bepcun npotokona TLS (cMm. nogpobHee 11.2.2)

missing_extension

OTnpaBnseTcs B cny4yae, ecnuv nonyyeHHoe cooblyeHune npotokona Handshake He copepxuT
paclumpeHue, sensoLieecs obasaTenbHbIM B paMKax TekyLUero pexuma paboTbl npoTokona

unrecognized_name

OTnpaBnseTcs cepBepoM B Cly4yae, eCnu He CYLLEeCTBYET BUPTyanbHOMO cepeepa, COOTBET-
CTBYHOLLEro UMEHH, YKadaHHOMY KUEHTOM B pacLLUpeHnn server_name

bad_certificate_
status_response

OTnpaBnseTcsa KNMEHTOM B Criydae, ecnu cepeep ykalan HekoppeKkTHblii OCSP oTeeT B pac-
LnpeHum status_request

unknown_psk_identity

OTnpaBnseTca cepBepoM B Cny4ae, €Cnu OH XXenaeT YCTaHOBUTb COeAUHEHWEe B pamMKax
psk_ke unu psk_ecdhe_ke cxeMbl ayTeHTUDULMPOBaHHOW BbIpaboTKN obLero Kno4eBoro
MaTepuana, ofHaKo KNMEHT He NPEAOCTaBUN HU OAHOTO KOpPeKTHOro PSK-3HaveHus. [laHHoe
onoseLleHne 06 ownbke ABNAETCA ONUUOHANBHLIM U BMECTO HEro cepBep MOXET OTNpaBUTL
ornoseLleHne decrypt_error

certificate_required

OTnpaBnseTcs cepBepoM B crnyyae, ecnu Tpebyercs ayTeHTUUKALMA KIIMEHTa, HO KNWEHT
He Npucnan HW OAHOro cepTUdUKaTa

no_application_
protocol

OTnpaensieTcsi cepBepoOM B crlyyae, ecrniu KNUeHT He yKa3an B paclumpeHuu application_layer
protocol_negotiation H1 ogHOro NpoToKona, NOAAEPXKMBAEMOrO CEPBEPOM

Tabnunuya 4 — OnoeelyeHmns o6 owmnbke, KOTOpbIe MOMYT BO3HUKHYTL B npouecce paboTkl npoTokona Record

HasBaHue onoBeLleHUA

OnucaHue onoseLyeHnUA

bad_record_mac

[HaHHoe onoBelleHUe NockINaeTca B TOM criydae, eCnu nNpu pacwndpoBaHn NONYHEHHON
3allMLIeHHO 3anncu B paMkax paboTsl dyHkuuu AEAD-Decrypt BosHUKNa ownbka

record_overflow

[aHHoe onoBeLleHWe NOCHINaeTcs B TOM cryvae, ecnu AnuHa Nony4eHHoi unu paclumdpo-
BaHHOW 3anvcu NpeBbILLAeT MakcUMarnsHO A0NYCTUMOe 3HaueHne

Tabnunya 5— Obwme onoelleHusi 06 owmMbKe, KOTOpbIE MOFYT BO3HUKHYTbL B Npouecce paboTtsl npoTokona TLS 1.3

HassaHue ornose LeHKnA

OnucaHue onoeelweHnA

unexpected_message

EbINo nonyyeHo HeKoppekTHoe coobLyeHne

decode_error

CoobLyeHne He MOXeT GbiTb 06paboTaHo, Tak Kak CogepXWUT OZHO UIM HEeCKONbKO HeKop-
PeKTHbIX noneit. JaHHoe onoBelleHne UCMOoNb3YeTeA AN yKasaHWA ownBoK, cBA3aHHbIX C
CWHTaKkcmcom npoTokona TLS

internal_error

MpousoLuna BHyTpeHHsA olwnbKa, He cBS3aHHasi ¢ paGoTolt NpoTokona (Hanpumep, olumGka
BblAENeHNst namsaTh), KoTopas fenaeT HEBO3SMOXHLIM NMPOAOMKEHUe AanbHeililleil paGoTbl
npoTokona
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8 Kpuntorpadunueckne BblunCneHns
8.1 PyHKUMU, UCNONb3yeMble NPU BbIPabOTKe KIHYeHn

8.1.1 ®yHkuma HKDF-Extract

dyHkuna HKDF-Extract 3apaetca crnegyowpmm obpasom.

BxoaHble aprymeHTsbi:

- Salte By, s 2 0, ONUMOHANbHbIA apTYMEHT; €CNW AaHHbIN apryMeHT He Obin nofaH Ha BXOA (yHKLMK
HKDF-Extract, To ero 3HayeHue ycTaHaBnuBaeTca pasHbim 016

- IKM e Bg, s 2 0, BXOAHOV KNto4eBoi Matepuan.

Pesynkrar pabotbl:

- PRK € By o, NCEBAOCIYYAMHBIN KITHOM.

dyHkuna HKDF-Extract 3apaetca B COOTBETCTBUM CO creaytowein doopmynon:

HKDF-Extract (Salt, IKM) = HMAC(Salt, IKM) = PRK. (13)

8.1.2 ®yHkuma HKDF-Expand

dyHkuna HKDF-Expand 3apaetca crneayiowpmm o6pasom.

BxoaHble aprymeHTsbi:

- PRK e By, s 2 HLen, nceBaocny4anHsblii Kniou,

- info € Bg, s 2 0, CTPOKa C ONUMOHANBHLIMU KOHTEKCTHBIMU AAHHLIMM,

- L < 255 - HLen, GaiiToBasi AnNuHa Kno4eBOro Marepuana, aBrsioLerocs pesynsratom paboTtbl yHK-
unun HKDF-Expand.

Pesynsrar pabotbl:

- OKM e B,, knto4eBoii Marepuman AsnmHbl L.

dyHkuna HKDF-Expand 3agaerca B COOTBETCTBUM CO crneaytowiein hopmynon:

I = [L/iHLen,

(14)
T=TIT ... IT,
roe:
T. = HMAC (PRK, T, _ ,linfoli),ie {1, ... .1}, Ty By,

HKDF-Expand (PRK, info, L) = LMB,(T) = OKM.

MpumedaHnune — B dopmyne (14) npu BblMUCAEHUN 3HAYeHUA dyHKUMM HMAC napameTp / KOHKaTeHUpyeTca
¢ ocTanbHbIMU 6ailTOBLIMM CTPOKaMK 6e3 AONONMHUTENBHOrO POPMaTUPOBaHUSA, NOCKOMbKY NPUHUMaeMble UM 3Ha4YeHUs
npeacTaBumel B Buge 1 Gaiita.

8.1.3 ®yHkuua HKDF-Expand-Label

dyHkuma HKDF-Expand-Label 3apaetca cneaytowmm obpasom.

BxoaHble aprymeHTsbi:

- Secret e B, s = HLen, nceBaocny4anHblii Koy,

- Label e B;, 1 < s < 249, cTpOKOBAsA KOHCTaHTAa;

- Contexte Bg, 0 < s < 255, cTpoKa ¢ onuuoHanbHbIMU KOHTEKCTHLIMU AAHHbIMK,

- Length < 255 - HLen, aonuHa knio4eBOro marepuana B 6anTtax, ABMsOLLEroca pes3ynsratoMm paboThbl
¢hyHkumn HKDF-Expand-Label.

Pesynbrat paboTbl:

- KNno4YeBon matepuan anuHel Length.

dyHkuna HKDF-Expand-Label 3agaetcs B COOTBETCTBMU CO CreAyIoLLein popmMmynon:

HKDF-Expand-Label (Secret, Label Context, Length) =

15
HKDF-Expand (Secret, HkdfLabel, Length), (15)

rae 3HayeHue HkdfLabel 3agaetca cnegylowen CTpyKkTypon:
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struct {
uint16 length = Length;
opaque label<7..255> = "tls13" + Label;
opaque context<0..255> = Context;

} HkdfLabel;

8.1.4 ®yHkumua Derive-Secret

dyHkuma Derive-Secret 3agaeTtcs cnegyowmmM o6pasom.

BxoaHble apryMeHTbi:

- Secrete Bg, s 2 HLen, ncesnocnyyanibli Ko,

- Labele B, 1 < s < 249, CTpoKOBasi KOHCTaHTA,;

- Messages = {M,, ... , M}, M; e BSI,, raeie{l,...,n}, s, 20npun =1,s;,>0npun > 1.
Pesynbrar paboThi:

- KMKOYEBOW marepuan anuHel HLen.

dyHKkuuna Derive-Secret 3agaetca B COOTBETCTBUU CO CneaytoLein opmyron:

Derive-Secret (Secret, Label, Messages) =
HKDF-Expand-Label (Secret, Label, Transcript-Hash (Messages), HLen).

(16)

8.2 Uepapxusa knrouen

B pamkax pabotbl npoTokona TLS 1.3 MOXHO BblAENUTb CIEAYHOLLYIO KITIOYEBYIO UEPAPXMIO:

a) SHTpONUIHLIE AaHHble PSK (3HadeHue iPSK nnn ePSK, BbipabaTtbiBaeMoe B COOTBETCTBUU C 8.6)
n ECDHE (BblpabaTbiBaemoe B COOTBETCTBUM C 8.5), C NOMOLLbLIO KOTOPbIX BblpabaTbiBAOTCA 3HAYEHUS
EarlySecret, HandshakeSecret, MasterSecret,

6) cekpeTHble 3Ha4yeHus (3HadeHuna Secref), nepevncneHHble B Tabnuue 6:

Tabnuuya 6 — CekpeTHble 3Ha4deHnsn Secret

CekpeTHoe 3HauyeHue Secret KpaTtkoe o60o3Ha4yeHue
binder_secret BS
client_handshake_traffic_secret CHTS
server_handshake_traffic_secret SHTS
client_application_traffic_secret N, N =2 0 CATSy
server_application_traffic_secret N, N = 0 SATSy
exporter_master_secret EMS
resumption_master_secret RMS

MpumMmedaHune — B Tabnunue 6 OTCYTCTBYIOT CeKpeTHble 3HadeHus client_early _traffic_secret w early_exporter_
master_secret, onncaHHble B [1], TaK Kak B Bepcuu npotokona TLS 1.3, cooTBETCTBYOLLEN HACTOALLUM pEKOMEHAaLunsaM,
nepecsinka 0-RTT gaHHbIX 3anpeLleHa.

B) KIOUEBOW Marepuarn, BoipabaTbiBaeMblii U3 CEKPETHLIX 3Ha4YeHun Secret:
1) knmow HMAC_binder_key, ucnonb3dyemsbiin Ana popmmuposanus binder-sHadeHus (cm. 5.6.5.3);
2) 3HaueHue exporter_value (cm. 8.7).

MpumeyaHune — HacToswume pekoMeHjaLmnn He onpegenstoT dyHKuuo TLS-Exporter, ucnonsayemyro B [1] Ana
opMUpPOBaHUS 3HaYeHUS exporter_value, n 3Ha4eHUs ee apryMeHToB /abel n context_value (CM. pUCyHoK 7);

3) knoyeBon matepuan Tpaduka, cocToAmin U3 Knouen [sender]_write_key n BekTopa uHuumanu-
3auuu [sender]_write_iv, ncnonb3yeMblii AN 3awmThbl 3anucei B npotokone Record (cMm. 8.4);

4) kmoumn [sender]_finished_key, ncnonb3yemMble ana hopMupoBaHmnsa AaHHbix verify_data coobuue-
Hua Finished (cMm. 5.8.3).
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OnucaHHas knio4yeBas uepapxusa npeacrasneHa B BUAE CXEMbl HA PUCYHKE 7. Ee OCHOBHOMW NpUHLMN
3aKMI04MAeTCa B CMeayoLwemM: SHTPONUiiHbIE AaHHble, 0603HAYEHHbIE B NEBOW YaCTU CXEMbI, HE 3aBUCAT OT
coobwweHun npotokona Handshake, nepecbinaemMbix B pamkax yCTaHOBMEHUS TEKYLLEr0 COEAMHEHUS, B TO
BPEMS KaK CEKPETHbIE 3HAYEHUSI MHOXKECTBA Secref, HaxoAALmMeCcs B NPaBON YacTU CXEMbI, 3aBUCAT OT CO-
obuweHunin npotokona Handshake, nepecbinaeMbix B paMkax yCTaHOBMNEHNSA TEKYLLETO COeANHEHUA, MOITOMY
MOTYT MCNOMb30BaTLCA AN BLIPAOOTKM KMOYEBOro Marepuana tpaduka.

CeKpeTHble 3Ha4YeHUsa MHoxecTBa Secref POPMUPYIOTCA C MNOMOLLLIO SHTPOMUIAHBLIX AaHHbIX (ECDHE
n PSK), nogatoowmxcs Ha Bxoa yHKumam HKDF-Extract n Derive-Secref B COOTBETCTBUM CO CXeMOW, npea-
CTaBIEHHOW Ha pucyHke 7. Ecnu oaHo u3 3HayeHun PSK nnu ECDHE He onpeaeneHo B MOMEHT BblpaboTku
Knoda 06paboTku 3anuceil, To NogpasyMeBaeTcs, YTo BMECTO Hero Ha Bxoa dyHkumnn HKDF-Extract nogaetcs
cTpoka 0L Mpu aTOM OJHOBPEMEHHOE OTCYTCTBUE BHTPOMUIHBIX 3HaUeHUit PSK u ECDHE He ponyckaetcst
B paMkax paboTbl npoTokona TLS 1.3.
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MpumedvaHunsa

1 Ha pucyHke 7 noapasymeBaeTca, UTO AnA dyHKUMKM HKDF-Extract (cMm. 8.1.1) apryMeHT Salt conepXuT faHHble,
MoCTyn1BLUME CBEPXY, apryMeHT /KM cofepXXuT AaHHble, NOCTyNMUBLUME CrieBa, a pesynbraT paboTbl JaHHOK (yHKUMM Ha-
npaBnAeTcA BHU3, NpW 3TOM 0603HaYeHne faHHoro peaynsrara NpUBOAMUTCA crpasa.

2 Ha pucyHke 7 nog obosHaveHneM BS (binder_secret) nogpasymeBaetcsi o6o3HadeHne binder_key, ucnonbsye-
moe B [1].

3 3HaveHue EarlySecret onpefensercs KOHKPETHbIM 3Ha4YeHneM PSK. TakuM oOpasoM, 40 MOMeHTa Bblbopa cep-
BEPOM KOHKPETHOrO TUKeTa, COOTBETCTBYIOLLErO 3Ha4eHuto PSK, U3 crniucka, NpearioXeHHOro KIMMEeHTOM, KITMEHT LOomKeH
BbIMUCNATL 3HaueHne EarlySecret Ana Kaxgoro uM3 3HadeHuin PSK, COOTBETCTBYIOLUUX MPEASIOKEHHBIM UM 3HAYEHUAM
TUKETOB.

AprymeHtamu doyHkuumn Derive-Secref, TOMUMO 3HAYEHWUIA, ABNAOLLMXCA pe3ynbTatoM PyHKunm HKDF-
Extract, asnsiotcs MeTKu fabel, 1 < i < 7 (cM. Tabnuuy 7) 1 ynopsaoYeHHbLIE MHOXECTBA CTPOK HMj,1 <£j<3
(cm. Tabnuuy 8).

Tabnuya 7 — 3agaHne MeTok /abel;

MeTka 3HaveHne

label "res binder'/"ext binder"
label, “c hs traffic"

label "s hs traffic"

label “c ap traffic"
labels “s ap traffic"
labelg ‘exp master"
label; “res master"

MpumMmeyvyaHune — MNog obo3HadeHneM «"res binder"["ext binder"» B faHHOI Tabnuue nogpasyMeBaeTcs ogHa
13 ABYX CTPOKOBLIX KOHCTaHT: "res binder", ecnu cekpeTHoe 3HaveHne BS hopMUpyeTca € NOMOLLbIO 3HaYeHus IPSK, 1
"ext binder", ecnu cekpeTHoe 3HauyeHne BS popMupyeTcs ¢ NOMOLLbIO 3HaveHus ePSK.

Tabnuuya 8 — 3agaHne MHOXeCTB HMj

MHoxecTBO Copepxumoe
HM, {ClientHello, ... , ServerHello}
HM, {ClientHello, ... , Finished co cTopoHbl cepepa}
HMy {ClientHello, ... , Finished co CTOpOHbI KNueHTa}

8.3 OGHOBNEHUe CEeKpeTHbIX 3HaYeHUN

Mocne 3aBeplueHusa paborsl npotokona Handshake o6e CTOpoHbI MOryT MHUUMKUPOBaATL OOHOBNEHUE
TeKyLLEro CEKpPEeTHOrO 3HayeHus [sender]_application_traffic_secret N u3 mHOXxecTBa Secret, UCnonb3ys co-
oOweHue KeyUpdate, onpeaenexHoe B 5.9.3.

HoBoe 3Hauenue [sender]_application_traffic_secret_(N + 1) BbipabaTbiBaeTCA U3 TEKYLLEIO 3HAYEHUA
[sender]_application_traffic_secret_N B COOTBETCTBUU CO cneaytoLein hopMynoi:

[sender]_application_traffic_secret (N + 1) =

(a7
HKDF-Expand-Label([sender]_application_traffic_secret_N, "traffic upd', "™, HLen).

Cpa3sy nocne BblpaboTkm HOBOro 3Havenus [sender]_application_traffic_secret_(N + 1) npexHee 3Ha-
yeHue [sender]_application_traffic_secret_(N) n accouMmpoBaHHbI C HUM KniO4YeBon martepuan Tpaduka
(cm. 8.4) fomkHbI ObITb YAaneHbl.
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8.4 KmouyeBom matepmnan Tpaduka

KnioueBon matepuan Tpacuka [sender]_write_key, [sender]_write_iv Bbluucnserca cneayowmm o6pasom:

[sender]_write_key = HKDF-Expand-Label (Traffic Secret, "key", ", KLen),

(18)
[sender]_write_iv = HKDF-Expand-Label (Traffic Secret, "iv", ", IVLen),

rae CekpeTHoe 3HaueHune Traffic Secret 3aBUCUT OT 3Tana COCTOSIHUSI COEAUHEHUS, HA KOTOPOM NMPOUCXOAUT
obpaboTtka aaHHbIX. Bo3MOXHbIe 3HaveHus Traffic Secret ykazaHbl B Tabnuue 9.

Tabnuya 9 — CootBeTcTBUE 3HaUYeHUA Traffic Secret aTany COCTOAHUA COE/IUHEHUA

3T1an cocToAHUA coeAUHEHUA 3HauveHue Traffic Secret
OTtan BbIpaboTkn NapaMeTpoB COEAUHEHNS U ayTEHTUDUKaLUMK [sender]_handshake_traffic_secret
3Tan nepecbink1 NpUkNagHbIx AaHHbIX U post-handshake coobLeHuit [sender]_application_traffic_secret_N

Mpu usmeHeHnu 3HaveHun Traffic Secret [npy 0GHOBNEHUM KMIOYEBOTO MaTepuana ¢ NOMOLLbIO coobule-
Hus KeyUpdate (cm. 8.3) unu npu nepexoae Mexay aranamum COCTOSIHUS COEAUHEHUS] KNOYEeBOW Matepuan
Tpaduka JOIHKEH NEPEBLIYUCTIATLCA.

8.5 BbipaGoTka obwero cekpeTrHoro sHayeuua ECDHE

OG6Lee cekpeTHOe 3HaveHue ECDHE BbipaGaTbiBaeTca CTOPOHAMU B CMy4ae YCTAHOBNEHUS COeauHe-
Hus B pamkax ecdhe_ke unu psk_ecdhe_ke cxembl ayTeHTUDULMPOBAHHON BbIPAGOTKM OOLLENO KNIOYEBOIO
marepuana B xoge obmeHa coobueHuamu ClientHello, ServerHello, HelloRetryRequest B cootBeTrctBUM C
8.5.11852.

Mpumedanus

1 Onepauwnu Hag Toukamu NIMNTUYECKMX KpUBbIX 3agatoTcs B cootBeTcTBUM ¢ FTOCT P 34.10.

2 OnucaHrHebli B pa3aenax 8.5.1 1 8.5.2 nopsfok BeIpaboTku cekpeTHoro 3HayeHnss ECDHE Ha cTOpoHe KnneHTa u
Ha CTopoHe cepBepa MPUMEHUM TOMbKO AN KpUBbLIX, NepeunucnerHblix B pasgene 10.3. B cnyvae noasnexuna B byayliem
HOBLIX CTaHAapTU30BaHHbBIX KPUBLIX YKa3aHHbIN NMopsiioK NOANEXUT NEPECMOTPY U BOSMOXHBIM N3MEHEHUAM.

8.5.1 Bbipaborka s3HaueHua ECDHE Ha cTopoHe KnueHTa
KnueHT BbipabaTbiBaeT 3Ha4YeHne ECDHE cneayiowmm 06pasom:
a) M3 cnucka noaLepKMBaeMblX KNMUEHTOM KpuBbIX Ey, ..., Ep BbiOupaer HaGbop Kpusbix E,»1, ..., E;,
1< <i <R, rge:
1) r 2 1 B cny4yae nepBUYHON OTNPaBKN COOBLLEHUS,
2) r = 1 B cnyyae oTBeTa Ha coobuieHue HelloRetryRequest, npu 3ToM E;; COOTBETCTBYET KPMBOWA,
yKka3aHHoun B pacumpeHun key_share coo6uenus HelloRetryRequest (cm. 5.6.4.2);

6) reHepupyet acbeMepHbIe kriodesbie napbl (d1, Qry, ..., (d1,, Qr.), COOTBETCTBYIOLME KPUBLIM
E;, ..., Ej, rae ans noGoro i € {iy, ... , i
1) d'; BbiGupaetcs cnyyaitHo u3 mHoxectsa {1, ..., g; — 1};
2) QIC = d’C " PI’

B) oTnpasnser cepeepy coobwenue ClientHello, chopmupoBaHHoe B cooTBeTcTBUM € 5.5.1, cogepxa-
uee:

1) paclumpeHue key_share o 3HaUEHUSIMM OTKPLITbIX APEeMEPHbIX Kitioden Q™ , ..., Qfr., chopmu-
poBaHHOEe B COOTBETCTBUM C 5.6.4.1;
2) pacwmpenue supported_groups co CnMckoM nNoaaepxmBaembix kpuebix Ey, ... , Eg, cchopmumpo-

BaHHOE B COOTBETCTBUMU C 5.6.3

1 NepexoauT B COCTOAHWE OXUAAHUS OTBETA OT CepBepa;

r) B cnyyae nony4yeHus coobuenusa HelloRetryRequest nepexoaut Ha nepsbil Lar [nepeuncnexHne a)
8.5.1], koppekTupysa napameTpbl B CooTBETCTBUM C 5.5.1; B cnyvae nony4yenus coobuienus ServerHello nepe-
XOAUT K NATOMY Liary [nepeuncnenne a) 8.5.1]; B NPOTMBHOM Cryyae 3aBepLUaeT COeaMHEHNE C ONOBELLEHUEM
06 owmbke unexpected_message(cm. 7.2);

A) M3BMEKAET U3 NMONyYEHHOro coobuienna ServerHello annUNTUYECKYIO KPUBYIO E,.o U OTKPLITHIN 3che-
MepHbI Knlow Q83 , res € {1, ... , R}. MposepseT, 4To 3HaueHne Q'°g npuHaanexuT kpuson E,... B cny-
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Yae ecnm 3TO YCNOBUE HE BHLIMOMHEHO, KNUEHT A0MKEH 3aBepLUMTL paboTy npotokona TLS ¢ onoseLeHnem
handshake_failure;

€) cdopmupyeT 3Hauenne QECPHE g cootseTcTBUM CO Creaytowweii hopmynoii:

QECDHE = (XECDHE’ yECDHE) = (hres . dreg) . Qreg; 19

X) nposepsiet, uto QECPHE ¢ O B criyuae ecnun 310 ycnoBue He BBIMOMHEHO, KNMEHT AOMKEH 3a-
BepLmTh paboTty npotokona TLS ¢ onoseweHnem yposHa handshake_failure;

1) 3HaueHue ECDHE siBnsieTcs 6aiToBbIM npeacTaBneHnemM koopauHarbl XECPHE toukn QECDHE g
copwmare little-endian, T. . hopMupyeTcs B COOTBETCTBUM CO crieaytoLen hpopmynon:

ECDHE = str, coordinate_length (XE CDHE)' (20)
rae 3HadyeHue napametpa coordinate_length onpeaenserca B COOTBETCTBUM C Tabnuuen 17.

8.5.2 Bripa6oTka 3HayeHua ECDHE Ha cTtopoHe cepBepa
Cepsep, nony4us coobuieHue ClientHello, BoipabateiBaet s3HaueHne ECDHE cnepnyiowumM obpasom:
a) u3 crnucka Ey, ... , Eg, YKa3aHHOTO KIIMEHTOM B paclumpenuu supported_groups, BbiGUpaeT Kpusyio
E,.s res € {1, ..., R},  COOTBETCTBYIOLIEE €1 3HaUEHNE OTKPLITOro 3chemepHoro knio4a Q7 ns cnucka sHa-
yenun Q1 ... Qr, 1 < iy £ i, £ R, ykasaHHbIx B pacumpenun key_share. B cnyyae ecnv Takon achemepHbIn
knioy He HangeH (T. e.rese {1, ..., R}{iy, ... , i,}), cepBep MOXET MHULMMPOBATL NpoLieAypy Nepecornacosa-
HUS OTKPbITBIX 3)EMEPHBIX KNtoueli (cM. 5.4), B paMkax KOTOpOW oH oTnpasut coobieHune HelloRetryRequest,
cchopMupoBaHHOE B COOTBETCTBMU € 5.5.3, cogepxawlee pacumperue key_share, cdhopMmpoBaHHoe B COOT-
BETCTBMM C 5.6.4.2, coaeprraLee MHHOPMaLMIO O KPUBOI E,,q, N NEpenaeT B COCTOAHNE 0XuaaHNA coobuie-
Hus ClientHello ot knueHTa;
6) nposepsieT, 4To 3Ha4YeHne Q63 npuHaanexuT kpuson E ... B cnyyae ecnu 310 ycrnosue He BbINONHe-
HO, CcepBep AOMKEH 3aBepLunTb paboTy npoTtokona TLS ¢ onoseweHuem yposHa handshake_failure;
B) reHepupyet achemepHyto knoyesyto napy (0§, Q™3) cooTBeTCTBYIOLLYIO KPUBOI E
1) d'®S, BLIOMpaeTCs Cny4aiHo n3 MHoXecTBa {1, ... , G, — 1}
2) Q5= d'%5" Pres:
r) OTNpaBNsieT KNUEHTy coobLieHne ServerHello, cchopMmupoBaHHoe B cOOTBETCTBUMU € 5.5.2, coaepxa-
Lee paclumpenne key_share co 3Ha4eHNEeM OTKPLITOro 3(heMepHOro Knioua Qe3, COOTBETCTBYIOLLErO KPUBO
E, . CHhOpMUPOBAHHOE B COOTBETCTBUM C 5.6.4.3;
0) copmupyeT 3HaueHne QECPHE g cooTBETCTBMM CO cheaytoLeii (opMynoii:

QECDHE = (XECDHE, yECDHE) = (hres . dreg). Qres; (21)

e) nposepsiet, yto QECPHE # O, . B criyuae ecriu 310 YCNOBME HE BLINOMHEHO, CEPBEP AOMKEH 3a-
BepwmnTb paboty npotokona TLS ¢ onosewennem handshake_failure;

) 3HaueHne ECDHE siBnsietcs 6aiiToBbIM npeacraBneHuem koopauHatel XECDHE toukn QECDHE g
dopmare little-endian, T. e. hbopMupyeTca B COOTBETCTBUM CO crneayioLiein bopMynon:

ECDHE = str, (XECDHE), @2)

ordinate_length

rae 3HavyeHue napamMetpa coordinate_length onpeaensieTcs B COOTBETCTBMM C Tabnumuen 17.

8.6 BbipaGoTka npeaBapuTenbHO pacnpeaeneHHoro cekpera PSK

3HaueHue PSK, cooTBeTCTBylOWEe TUKETY, ykasbiBaemomy B none Pskidentity.identity pacumpenus
pre_shared_key coo6wenusn ClientHello, unu 3nadyenuio nons selected_identity pacumpenus pre_shared_key
coobenus ServerHello, hopMmpyeTca B COOTBETCTBMU C OQHMUM U3 CNEAYIOLLMX Cnocob0B B 3aBUCUMOCTH OT
TUna npeasapuTensHO pacnpeaeneHHoro cekpera:

a) 3Ha4YeHue BHYTPEHHEro NpeaBapuUTENbHO pacnpeaeneHHoro cekpera iPSK, KOTOpbIM accouumpyeTcs
C TUKETOM, nepecbinaemMbim B coobweHmn NewSessionTicket (cm. 5.9.1), BbluucnseTcs cnegyowmm odpasom:

iPSK = HKDF — Expand — Label (RMS, «resumptiony, ticket_nonce, HLen), (23)
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rane 3HadveHue RMS 3apaercs B COOTBETCTBUMU C 8.2;

3Ha4eHue ticket_nonce cootseTcTBYeET nonio ticket_nonce cooreeTcTBylowero coobuleHusa NewSession-
Ticket (cMm. 5.9.1).

MpumeyvaHue —lMNockonbky 3Ha4eHune nons ticket_nonce AonxHO 6bITb YHUKaNBHBIM 411 KaXA0ro coobLweHns
NewSessionTicket, oTnpaBneHHoro B pamkax ofjHOro COeAUHEHUs, AN Kaxaoro Tuketa 6yaet hopMUpoBaTECA HOBOE
cekpeTHoe 3HadeHue iPSK,;

6) 3HayeHue BHELUHEro nNpeaBapuTENbHO pacnpeaeneHHoro cekpera ePSK BLIMUCNSAETCA B COOTBET-
CTBUN C ME€XaHU3MOM, KOTOPbIA He (DUKCUPYETCHA B HACTOALLEM [JOKYMEHTE W KOTOpPLIA, B Crlyyae UCNOofb-
30BaHUA AaHHOIO TMNA MpeABapUTENbLHO pacnpesernieHHOro cekpera, AOomkeH ObiTb onMcaH U UCCneaoBaH
OTAENbLHO.

8.7 3kcnopr KNKYeBOro Marepuana

3HaueHue exporter_value ncnonb3yercs AN 3KCnopTa KIoyeBoro marepuana us nporokona TLS B npo-
TOKOS, Haxo4sLWMICA Ha BepXHEM ypoBHe. dopMupoBaHue 3HaueHus exporter_value onucano B [1] B pasaene
7.5; chopmart MeToK, Ucnosnb3yeMbix Ansa hOpMUpoBaHua exporter_value, onucax B [2] B pasaene 4.

MpumeyaHne — Hacrosilme pekoMeHAaLMN He DUKCUPYIOT MEXaHU3M UCNONBL3OBAHWUSA AAHHOTO 3HAYeHMs B
pamkax BbILLECTOSILUX NPOTOKOSIOB; OMUCAHUE JaHHOMO MeXaHU3Ma, uccnegoBaHue yHKUMoHana, NpegocTaBnsemMoro B
pesynsrate UCMonbL30BaHUs AaHHOTO 3HaYEHUs], a TakKe aHanua CTOWKOCTU NPOTOKONa, UCMONb3YIOWEro AaHHOe 3Haje-
HUWe, JOMKHbI MPOBOAUTLCA OTAENBHO.

8.8 ®yHKuma Transcript-Hash

dyHkuma Transcript-Hash 3apaetcsa cnegyowmum o6pasom:

Transcript-Hash (M, My, ... , M) = HASH (M*(|M,| ... [M,), (24)
roe:
a) M;e BS’,, roe:
1) s; 2 0,ecnun = 1;
2)s;>0,ie{1,...,n},ecnmn > 1.

MpumMmedaHue — lNMpu ucnonbaosaHnn yHkUMK Transcript-Hash B npotokone TLS 1.3 MHOXecTBO cTpok My,
M,, ..., M, nnbo coaepxuT nycTyto CTPOKY (COCTOUT M3 €JMHCTBEHHOTO anemMeHTa M, € B), "u60o COCTOUT M3 MHOXeCTBa
CTPOK, COOTBETCTBYIOLIMX 6aiTOBbIM NpeACTaBNeHUAM NOCMaHHbIX UnMKn Yactu dopmupyemblx (cM. 5.6.5.3) coobLueHuit
npotokona Handshake.

6) M*, sapaetca cneayioLmm o6pasom:
1) ecnu n 2 2, M, = HelloRetryRequest (T. €. eCnu B paMKax TEKYLIEro CoeAMHEHUA Gbino nocnaqo
coobuweHue HelloRetryRequest), To

M*, = message_hash|0x00|0x00|HLen|HASH(M,), (25)

rae message_hash — 3HaueHue koga Tuna coobuieHua nporokona Handshake, onpeaeneHHoe B 5.1;
2) M*; = M, B NpOTMBHOM Crnyu4ae.

MpuMeyvaHmne — B Lensax acheKTMBHOCTM peanu3auum 3HadeHue dyHKUnn Transcript-Hash MOXeT BLIMUCTIATL-
€A NOCTENEeHHO NO Mepe NOCTYMNeHus coobLleHuit B paMmkax paboTel npoTokona Handshake.

8.9 3Hauenusa Handshake Context w Finished Secret

3HadveHue Handshake Context npeacraBnaer co60n ynopsgovyeHHOE MHOXECTBO CTPOK, ABMAIOLLUXCA
GaiiToBbIM NpeacTaBneHnemM coobieHuii nporokona Handshake, koTopoe 3aBUCUT OT TEKYyLLIEro pexxuma ay-
TEeHTUdUKaLMmn u 3agaeTca B COOTBETCTBUM C Tabnuuen 10.

3Havenue Finished Secret 3apaeTcs B COOTBETCTBUM C pexumamu ayteHTudukauum (cm. Tabnuuy 10) n
ucnonb3yeTcs Anst OPMUMPOBAHUA KIIOYA BbIMUCAEHUA Koaa ayTeHTudukaummu (cm. 5.8.3).
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Tab6nwuya 10 — 3agaHue 3HadveHunit Handshake Context w Finished Secret

PexuM ayTeHTUd MKaLmMK 3HaveHne Handshake Context B3HaueHue Finished Secret
ayTeHTUdUKaLua cepeepa {ClientHello, ..., EncryptedExtensions/CentificateRequest} SHTS
main-handshake {ClientHello, ..., Finished co cTopoHbl cepBepa} CHTS
ayTeHTUdUKaLNA KIneHTa
post-handshake {ClientHello, ..., nepBelit Finished co CTOPOHLI KITMEHTa,

IV CATSy
ayTeHTUUKaLNA KIneHTa CertificateRequest}

MpumevaHus

1 Mog obosHaveHuem «EncryptedExtensions/CertificateRequest» B AaHHOW Tabnuue nogpasymeBaeTcs CTPO-
Ka, COOTBeTCTBYtoLasa 6aliToBOMY NpefcTaBneHuto NocneaHero 13 nomyyeHHblx coobuleHunii EncryptedExtensions unu
CertificateRequest cooTBeTCTBEHHO.

2 3HaveHwua Finished Secret npuBoasATCA B KpaTKoM 0603Ha4eHWn (cM. nogpobHee 8.2).

9 MpuknagHble gaHHblIe

MpuknagHble gaHHbIE BCerga nepechinatoTcs B 3alUMLLEeHHOM Buae, nepegatorca npotokony Record 6e3
AononHuTensHoro gopmaruposanua u umetot Tun application_data(0x17)(cm. 5.1).

He pekomeHgyeTcs nepenasaTh NpuKnaaHble AaHHbIE cpa3dy nocne nepeaadn coobuenus Finished co
CTOPOHLI CepBepa B Criydyae ABYCTOPOHHEN ayTeHTMdMKaLUmM KnMeHTa u cepeepa. Ha MOMEHT nepeaayuu npu-
KNnagHbIX AAHHbIX HEMOCPEACTBEHHO nocne coobueHus Finished co cTOpoHbI cepBepa KNMMEHT He sIBMseTcA
ayTeHTUMDULMPOBAHHBLIM, NO3ITOMY NPW HEMPABWUIBLHON paboTe NPUNOXEHUS MPUKNAAHOTO YPOBHSA MOTYT ObITb
CKOMMNPOMETUPOBAaHbI KOHUAEHUNANBbHBIE AaHHbIE.

10 Acnonb3oBaHMe POCCUNCKUX KpUNTorpapuuecKux anroputmoB

10.1 UpeHTudUukaTOpbl KPUNTOHAO0POB U3 peectpa « TLSCipherSuites»

HacToswue pekomeHgaumm BBOAAT cneayowme naentudukaropsl IANA u3 npusarHoin obnactu pee-
ctpa «TLSCipherSuites», ykasbiBaemble B coobeHusix ClientHello u ServerHello:

Tabnuya 11 — UpeHTndukaTtopkl KpunToHabopos peecTpa « TLSCipherSuites»

HavnmeHoBaHue kpunToHabopa Howmep kpuntoHabopa
TLS_GOSTR341112_256_WITH_KUZNYECHIK_MGM_L {0xC1, 0x03}
TLS_GOSTR341112_256_WITH_MAGMA_MGM_L {0xC1, 0x04}
TLS_GOSTR341112_256_WITH_KUZNYECHIK_MGM_S {0xC1, 0x05}
TLS_GOSTR341112_256_WITH_MAGMA_MGM_S {0xC1, 0x06}

Kaabiii U3 BbllenepeuncneHHbiX naeHTuukaTtopos onpeaensier KpuntoHabop, npeaHasHaYeHHbIN
AnA ucnonb3osaHua B npotokone TLS 1.3 u 3agaowmn kpuntorpaduyeckue napaMmerpbl (BrnoyHbin wudp,
napameTpbl KniO4eBOro Aepesa u OrpaHUYeHUs Yucna nepegasaeMblix 3anucen) B cCoOoTBeTcTeum ¢ 10.1.1—
10.1.4.

Yka3saHHbIl NOpAA0K CrneaoBaHUs KpMNTOHAOOPOB ABMAETCA PEKOMEHAYEMbIM NOPSIAKOM NpeanoyTeHns
ANA KNMEHTOB, noaaepxusaioLwmx paboty co Bcemu KpuntoHabopamu.

MpuMmedyaHne — PekoMeHAaLUMM NO UCMIONB30BAHWIO ONMCAHHLIX KpUnToHaGopos B CK3M B 3aBuCUMOCTH OT
06nacTi Ux NPUMEHEHNA NPUBOASATCS B NPUNOXKEHUN A.

10.1.1 BnoyHbit wudp

OnpeaeneHHble B HACTOALWMX PEKOMEHAALMAX KpUNTOHAOOPLI B KayecTBe GnoyHoro wmdcpa ucnons-
3yioT wuep «Marma» unu «KysHeuukr», onpeaeneHHoin B FOCT P 34.12. inuHa 6noka cocraenseT 16 6air
(n = 16) ana wudpa «KysHneunk» n 8 6anT (n = 8) aAnA wudpa «Marmay», gnuHa Knoden B 06oux cnyyasax
cocraBnser 32 Gaita (KLen = 32).
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Tabnuya 12 — NcnonbsyemMble BrovHble WNGpPbI

KpuntoHabop Broynbil wudp
TLS_GOSTR341112_256_WITH_KUZNYECHIK_MGM_L «Ky3Heunk» (TOCT P 34.12)
TLS_GOSTR341112_256_WITH_MAGMA_MGM_L «Marma» (TOCT P 34.12)
TLS_GOSTR341112_256_WITH_KUZNYECHIK_MGM_S «KysHeunk» (TOCT P 34.12)
TLS_GOSTR341112_256_WITH_MAGMA_MGM_S «Marmay» (TOCT P 34.12)

10.1.2 AEAD anroputm

OnpeaeneHHbIE B HACTOALMX pekoMeHaaumsax kpuntoHabopsl B kadectee AEAD anroputma ncnonb-
3ytoT pexxum MGM paboTbl 6novHoro wmdpa, onucaHHeiin B P 1323565.1.026, ¢ ANMHON MMUTOBCTaBKU S,
BBeaeHHON B P 1323565.1.026, pasHoi n. MNMapameTp /VLen npuHMMaeT 3HavyeHue n.

Mpu 9TOM AnNa kaxaon GOPMUPYEMON 3anuUcu C HOMEpPOM Seqnum pyHkuus 3awwmdposaHus AEAD-
Encrypt 3apaetcsa cneayomm o6pasom.

BxoaHble apryMeHTbl:

- Ke By o KNMIOY LINGPOBAHMS;

- nonce € B,VLen, YHUKanbHbIA BEKTOP;

- Ae Bg, s 2 0, AONOSHUTESNbHBIE UMUTO3ALUMLLIAEMbIE JaHHbIE;

- Pe B, s 2 0, OTKpbIThIii TEKCT.

Pesynerat paboThbl:

-ClT,rne Ce B Pl — lmchptekct, T e By — UMUTOBCTaBKA.

DyHKLMA 3awmdposaHua AEAD-Encrypt 3agaeTtcs B COOTBETCTBMU CO CreaytoLwen popmMynon:

AEAD-Encrypt (K, nonce, A, P) = C|T, (26)
rae

(MGMnonce, A, C, T) = MGMEncrypt (K694 MGMnonce, A, P),
Kseanum = T| STREE (K, seqnum), 27
MGMnonce = nonce [1..1]&0x7f| nonce [2..IVLen].

Ona Kaxkaoun NonyyYeHHON 3anmMcu ¢ HOMepoM Seqgnum yHKUMA pacwmdposaHua AEAD-Decrypt 3apa-
eTca cneayowmum obpasom.

BxoaHble apryMeHTbl:

- Ke By o KMIOY LINGPOBAHMS;

- nonce € B,VLen, YHUKanbHbIA BEKTOP;

- Ae B, s 2 0, pononHuternbHbIe UMUTO3ALLMLLAEMbIE AAHHbIE;

- ENCrecord = C|T,tpe C e B|P| — wmdpTekct, T e Bg — MMUTOBCTaBKA.

Pesynerar paboThbl:

- res, copepxawmii nmbo owmoky, Nnbo BaWTOBYIO CTPOKY AnuHbI |C|.

DyHKLMA pacwumdposaHua AEAD-Decrypt 3agaetca B COOTBETCTBMU CO crieaytoen hopmyrion:

AEAD-Decrypt (K, nonce, A, ENCrecord) = res, (28)

rae
res' = MGMDecrypt (KS¢9Um MGMnonce, A, C, T),
C|T = ENCrecord,
Kseanum = T| STREE (K, seqnum), (29)
MGMnonce-nonce[1..1] & 0x7finonce[2..I1VLen],
B Pe BICI’ B cnyvae ecrim res' = (A, P);
res = {oquKa, B CIly4ae ecnu res' CoaepXuT OLLIMOKY.
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Anroputm TLSTREE BbipaboTku Kniouel 3awutbl 3anucei onpegensieTca B cootBetcremn ¢ 10.1.2.1.
10.1.2.1 Anroputm TLSTREE BbipaboTKu KNIOYEN 3aWMTbl 3anucei
B HacToswem pasaene onuckiBaetca anroputm TLSTREE, ucnonb3yembiii Ansa nopoXaeHus KIoven
3aLWmThI 3anmceil U3 KOPHEBOTO knitoa K, s € Bs,.
dyHkuma TLSTREE 3apaetcs cnegyiowmmM oopasom.
BxoaHble apryMeHThbI:
- Koot € B3, KOPHEBOW KNHOY;
-ie{0,1,...,2% — 1}, uncno.
Pesynerar paboTbi:
- Kno4eBoi matepuan anuHbl 32 Gara.
dyHkuma TLSTREE 3apaetcs B COOTBETCTBMM CO cneayiowwen (hopmynon:

TLSTREE (Koo ) = Diversy(Divers,(Divers,(K,,o» STRg(i & Cy)), STRy(i & C,)), STRy(i & C3)), (30)

roe
- C, G,y C3e{0,1, ... , 264 _ 1} — KOHCTaHTBI, ONpeaensieMble KOHKPETHLIM KpunToHatopom (cm. 10.1);

- Divers; (K, D), j € {1,2,3} — anroputm ausepcucukaumm kmova K € By, N0 AaHHbIM AnBepcudu-
kaumm D € és’ KOTOpbIA 3a4aeTCsi C nomoLblo dhyHKUMM KDF,ee, onpepensieMoit anroputmom KDF_
GOSTR3411_2012_256, onucaHHbiM B P 50.1.113:

Divers, (K, D) = KDFz¢ (K, "level1", D),
Divers, (K, D) = KDF,54 (K, "level2”, D), 31)
Divers; (K, D) = KDFys4 (K, "level3", D).

10.1.2.2 MapamMeTpsbl KNIOYEBOro Aepesa

Koncrantel Cy, C,, Cs, UCNOMb3YEMBIE AN MOPOXNAEHUA KIIOYEN 3aLLUMTLI 3anUCer, ONPEAENAIoTCa B
COOTBETCTBUM C Tabnuuen 13.

Tabnuya 13 — NapameTpbl KItO4EBOro gepeBa

KpuntoHabop KoHcTaHTl C4 Cy, Cy

0xf800000000000000,
TLS_GOSTR341112_256_WITH_KUZNYECHIK_MGM_L 0xfffffff000000000,
oxfffffffffffe000

0xffe0000000000000,
TLS_GOSTR341112_256_WITH_MAGMA_MGM_L Oxfiffffffc0000000,
Oxffffffffffife0

Oxffffffife0000000,
TLS_GOSTR341112_256_WITH_KUZNYECHIK_MGM_S OxHFFFFFFFO000,
OXFFFFFFFFFFFHTTeS

Ox(fffffic000000,
TLS_GOSTR341112_256_WITH_MAGMA_MGM_S OX(FFFFfe000,
OXFFFFFEFFFFFFFEF

10.1.3 MakcumanbHOe KONIM4YeCTBO 3anucen

Mapamerp SNMAX 3agaer MakCMManbHOE KONMYECTBO 3anuCen, KOTopble MOryT nepenasaTbCsl B
pamkax ogHoro 3Havyenus [sender]_write_key (HOMep 3anucu Sseqnuim MOXET NpuHMMaTh 3HadeHus ot 0 go
SNMAX-1 BKMIOUUTENBLHO), U ONPEeAENAETCS B COOTBETCTBUM C Tabnuuen 14.
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Ta6nuya 14 — MakcmansHOe Konu4ecTso 3anucei

KpunTtoHabop SNMAX
TLS_GOSTR341112_256_WITH_KUZNYECHIK_MGM_L 264
TLS_GOSTR341112_256_WITH_MAGMA_MGM_L 264
TLS_GOSTR341112_256_WITH_KUZNYECHIK_MGM_S 242
TLS_GOSTR341112_256_WITH_MAGMA_MGM_S 239

B cnyyae ecnu HoMep nony4aemMoi/oTnpaensieMoii 3anucn 6nm3ok k 3HayeHnio SNMAX, CTOPOHbI MOTYT
nmMbo 0GHOBUTL 3HAYEHUE KIKOYEBOro Matepuana Tpaduka ¢ NOMOLLBLI0 MexaHudma coobuiennin KeyUpdate
(cm. 5.9.3), nnbo 3aBepLUNTL COeANHEHME.

10.1.4 Xow-(pyHKUUA

OnpeaeneHHble B HACTOALLMX pekoMeHAauuax KpunToHabopsbl B kavyecTse XaLw-pyHkumm HASH nenone-
3YI0T X3LW-hYHKUMIO, onucaHnHyo B FTOCT P 34.11, ¢ anuHoii Bbixoga HLen = 32 (256 6uT).

10.2 NpeHTudukaTopbl cxem noanucu U3 peectpa «TLSSignatureScheme»

HacTtosile pekomenaauum BBOAAT cregyowme ngeHtudukaropol IANA n3 npusatHon obnactu pee-
ctpa «TLSSignatureSchemey, yka3biBaemble B paclumpeHusx signature_algorithms u signature_algorithms_
cert:

enum {
gostr34102012_256a(0x0709),
gostr34102012_256b(0x070A),
gostr34102012_256¢(0x070B),
gostr34102012_256d(0x070C),
gostr34102012_512a(0x070D),
gostr34102012_512b(0x070E),
gostr34102012_512¢(0x070F),
(OXFFFF)

} SignatureScheme;

Kaxxabln U3 BbllLeNepevUcneHHbIX uaeHTudmMkaTopos u3 peecrpa «TLSSignatureScheme» cootsert-
CTBYET CxeMe MoANUCH, onpeaensieMon anroputMomM noganucy, onucaiibim B FOCT P 34.10, ¢ AnNuHON kntova
256 unu 512 6UT 1 OQHOW U3 INNMNTUYECKUX KPUBLIX, onucaHHbIX B P 1323565.1.024. CooTBeTCcTBUE MExay
BBOAUMbIMM UAEHTUUKATOPAMU U CXEMaMK NOANUCK NpUBEAEHO B Tabnuue 15.

Tab6nuya 15— CxeMbl nognucyu Ansa naeHTudUKaTopoB U3 peectpa « TLSSignatureScheme»

Hawmel;zzz:v;z oxemel AnropuTm noanucu NaeHTucbmkaTop kpueoi E
gostr34102012_256a no MOCT P 34.10 ¢ gnuHoli kntoda 256 6ut id-tc26-gost-3410-2012-256-paramSetA
gostr34102012_256b no NOCT P 34.10 ¢ gnuHoi kntoda 256 6ut id-tc26-gost-3410-2012-256-paramSetB
gostr34102012_256¢ no NOCT P 34.10 ¢ gnuHoi kntoda 256 6ut id-tc26-gost-3410-2012-256-paramSetC
gostr34102012_256d no FOCT P 34.10 ¢ gnuHoi krtoda 256 Gut id-tc26-gost-3410-2012-256-paramSetD
gostr34102012_512a no FOCT P 34.10 ¢ gnuHoi krtoda 512 6ut id-tc26-gost-3410-12-512-paramSetA
gostr34102012_512b no FOCT P 34.10 ¢ gnuHoii kntoda 512 6ut id-tc26-gost-3410-12-512-paramSetB
gostr34102012_512¢ no FOCT P 34.10 ¢ gnuHow kntova 512 6ut id-tc26-gost-3410-2012-512-paramSetC
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B cuny uctopuyeckux npudMH NOMUMO MAEHTU(PUKATOPOB KPUBLIX, NEPEUUCNEHHbIX B Tabnuue 15, cy-
WeCTBYIOT CTapble 3Ha4YeHUs1 UAEHTUUKATOPOB, KOTOPbIE COOTBETCTBYIOT TEM e mapaMerpam annunrude-
CKMX KpuBbIX. B Lensax obecrnevyeHus COBMECTUMOCTM peanu3aummn AOMkKHbI ObiTb FOTOBbI MOAAEMKUBATL KaK
HOBbI€, TaK M yCTapeBLUMe 3HaYeHUs naeHTudukaTopos (cm. Tabnuuy 16).

Ta6nwuya 16 — JononHuTtenbHble MAEHTMNKATOPEI KPUBLIX Nepedncrienns SignatureScheme

HaumeHoBaHMe cxeMbl

AnropuT™M noAnucu WaeHTucbmkaTop kpusoit E
noanMcu P A AeHTUd p Kp

id-GostR3410-2001-CryptoPro-A-ParamSet
id-GostR3410-2001-CryptoPro-XchA-ParamSet

gostr34102012_256b | no FOCT P 34.10 ¢ pnuvHon kntoda 256 6ut

gostr34102012_256¢ | no FOCT P 34.10 ¢ AnuvHoi knto4a 256 6uT | id-GostR3410-2001-CryptoPro-B-ParamSet
id-GostR3410-2001-CryptoPro-C-ParamSet
id-GostR3410-2001-CryptoPro-XchB-ParamSet

gostr34102012_256d | no FOCT P 34.10 ¢ anunHoN kntoda 256 6ut

Mpu aroM dyHkuus SIGN, ucnonbsyemas Ana popmupoBaHua 3Ha4YeHUs noanucu B 5.8.2, 3apaerca
cneayowmm o6pasom.

BxoaHble apryMeHTbl:

- M e B*, npousBonbHas 6aiToBas CTpOKa;

-0< ds,-gn < @, KNIOY NOANUCH, TAe g — NOPSAOK LIMKNUYECKON NOArpynnbl rpynnbl TOYEK SNnUnTuye-
CKOW KpuBOW E.

Pesynsrat pabortbi:

- sgne By, rae | e {32,64}.

dyHKkunA S/IGH 3apaetcs B COOTBETCTBMU CO cneayiowen hopMynoii:

(r, 8) = SIGNGOST (M, ds,»gn),

32
SIGN (M, dgjgp) = sgn = str{n)|stry(y), ®2)

rae SIGNGOST (M, ds,gn) — anroputM MOAMMCK, BblAAKLIMA B Ka4yecTBe pedynbrata cBoei paboTbl napy
yucen (r, S), BbipabOTaHHbIX B pe3ynbrarte BbIMUCMEHUA 3Ha4YeHus nognucu cooblieHns M Ha kniove noa-
nucu qs,En B COOTBETCTBUM C anroputmom noanucu no NOCT P 34.10 ¢ napameTpamu, COOTBETCTBYIOLLUMU
KpuBoi E;

| = 32 pna anroputma noanucu SIGNGOST, cooTBeTCTBYyIOLLEro anroputmy nognucu no FOCT P 34.10
C ANnHOM kniova 256 6ut, u/ = 64 gna anroputma nognucu SIGNGOST, COOTBETCTBYIOLLETO anropuTMy noa-
nucu no MOCT P 34.10 ¢ anuHon kmoda 512 our.

MpumevyaHune — B dopmyne (32) 3HaueHne nofnucK sgn NpepCcTaBnAeTcA B BUAE KOHKaTeHauumn gBYX CTPOK,
ABnaoLmxcs 6alToBEIMU NPeACTaBNEHUAMM Yucen r 1 s B chopmare little-endian.

10.3 UpeHTndukaTopbl KpUBbLIX U3 peectpa «TLSSupportedGroups»

HacToawme pekomeHaauuw OnNpeaensoT crefylolmue HoBble uaeHTudukaTopbl IANA u3 peectpa
«TLSSupportedGroups», ykaselBaemMble B pacLumpeHum supported_groups:

enum {
GC256A(0x0022), GC256B(0x0023), GC256C(0x0024),
GC256D(0x0025), GC512A(0x0026), GC512B(0x0027),
GC512C(0x0028),
(OXFFFF)

} NamedGroup;
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Kaablii 13 BbILLENEPEYUCNIEHHBIX WMAEHTUMUKATOPOB ONPEdEensAeT OAHY M3 3JMIUNTUYECKUX Kpu-
BblX, OnucaHHbiX B P 132356.1.024. CoOTBETCTBUE MEXAY BBOAUMBIMU WAeHTUdMKaTopaMmu U3 peecrtpa
«TLSSupportedGroups», uaeHTUdUKATOPAMU KPUBBLIX WU ANWHOW KOOPAMHAT TOYEK KPUBOW (3HAYEHME
coordinate_length, cm. 5.6.4.4) npusegeHo B Tabnuue 17.

Tabnuuya 17 — 3agaHve annuNTUYECKUX KpmBbIX nepedncneHns NamedGroup

HanmeHoBaHue kpuBon NoeHTUmKaTop KpuBow 3HaveHue coordinate_length
GC256A id-tc26-gost-3410-2012-256-paramSetA 32
GC2568B id-tc26-gost-3410-2012-256-paramSetB 32
GC256C id-tc26-gost-3410-2012-256-paramSetC 32
GC256D id-tc26-gost-3410-2012-256-paramSetD 32
GC512A id-tc26-gost-3410-12-512-paramSetA 64
GC512B id-tc26-gost-3410-12-512-paramSetB 64
GC512C id-tc26-gost-3410-2012-512-paramSetC 64

11 Bonpochkl peanu3sauum n 6e30nacHoOCTU

11.1 MexaHuU3Mbl 3alUTHLI OT aTaK MO MNOGOYHLIM KaHanNam

B uenax cosganus apekTMBHON peanusaumm, a Takke NPOTMBOAEHCTBUSA atakaM No NoBOYHbLIM KaHa-
nam CTOpOHaMm B3aWMOAENCTBUS HE0OX0AUMO NPUAEPHUBATLCH CreayIOLLMX NpaBun paboTbl:

- npu ucnonb3oBaHun anroputma TLSTREE oOpauieHue Kk yHKUmM Diversj, j e {1,2,3}, nomk-
HO MPOBOAWUTLCA TONMBLKO B TEX Criyyasx, Koraa HOMEp 3anucu seqnum [OCTUraeT Takoro 3Ha4YeHWusi, yto
seqnum & Cj # (segnum - 1) & Cj, B NPOTUBHOM Cry4yae He0OX0AMMO UCMONbL30BaTh 3HAa4YEHUE, BbipaboTaH-
Hoe paHee;

- ONA KaKO0ro npeasapuTenbLHO pacnpeaeneHHoro cekpera PSK sHavyenne HMAC_binder_key nomkHO
BbIYUCIATLCA TOMLKO OAWH pa3 B pamMKax BCEX COEAWHEHUN, B KOTOPbIX TUKET, COOTBETCTBYIOLLMI JaHHOMY
3Ha4eHunto PSK, ykasblBancsa knneHTom B pacwupeHun pre_shared_key coobwenuminClientHello.

11.2 MexaHu3Mbl 3aWmThbl oT downgrade-atak

11.2.1 dopmupoBaHUe 3HAYEeHUs nona random B paMKax pexmuma COBMECTUMOCTHN

HaHHbeIn MexaHu3m 3awmiaet TLS 1.3 knueHTta n TLS 1.3 cepsep ot downgrade-aTak u npuMeHsieTcs B
cny4yae ecnu TLS 1.3 knneHT u cepeep gonyckatotr paboTy B pamKax pexxuma COBMECTUMOCTH.

Mpu paborte TLS 1.3 cepsepa B pexxume COBMECTUMOCTM B Clydae ecnu MakCumarnbHO NoaaepXuBa-
emasn Bepcua npotokona TLS, ykasaHHasa knueHnToM B coobuweHum ClientHello, cootBetcTByeT Bepcum 1.2
W HWXEe, CepBep AOJPKEH YCTAHOBUTbL nocnegHue 8 6ant 3HaveHuss nonsi random B coobweHnn ServerHello
PaBHbIMW CREAYIOLMM CrielmanbHbIM 3HaYEeHUSM:

- npu BbIGope npoTokona TLS 1.2: 44 4F 57 4E 47 52 44 01;

- npu BbiGope npoTtokona TLS 1.1 unu Huxe: 44 4F 57 4E 47 52 44 00.

Mpu pabote TLS 1.3 knneHTa B pexxume COBMECTUMOCTM Npu nosyveHum coobuierus ServerHello, coot-
BETCTBYIOLLIEro Bepcuu npotokona TLS 1.2 un HWxe, KNUEHT AOMKEH NPOBEPUTL, YTO NocneaHue 8 6anT nons
ServerHello.random He paBHbl HM OAHOMY M3 NMEPEYUCTIEHHbIX BbILLE 3HAYEHWI. B NpOTUBHOM criyvae KNueHT
AOIKeH npekpatuTe paboty npotokona Handshake ¢ onoseweHunem illegal_parameter (cm. 7.2).

MpumeyaHune —TLS 1.2 knueHTy, nonyymsLueMy coobLleHne ServerHello, cOOTBeTCTBYOLLIEE BEPCUUN NPOTOKO-
na TLS 1.1 1 HUXe, pekoMeHAYeTes Takke MPoBepUTL, YTO nocneaHue 8 6ailT nona ServerHello.random He paBHEI BTOpO-
MY U3 NepeYvuCreHHbIX Bbllle 3Ha4eHnin. B npoTMBHOM criy4ae KnWeHT AoMmKeH npekpaTuTe paboTy npoTokona Handshake
¢ onoBeleHueM illegal_parameter (cm. 7.2).

11.2.2 Ucnonb3oBaHue 3HayeHns TLS_FALLBACK_SCSV B pamkax pexuma COBMECTUMOCTHU

JaHHbIn MexaHu3m sawmaet ot downgrade-atak TLS 1.3 knueHTa, ycTaHaBNMBAKOLLENO COeauHEHne
B paMKax pexumMa CoBMECTUMOCTU C CcepBepoM Bepcun 1.2 u HUXKe, a Tarke TLS 1.3 cepeep, ycTaHaBnunaato-
LLMIA COeAUHEHNE B paMKaxX pexxmmMa COBMECTUMOCTH C KIIMEHTOM Bepcumn 1.2 1 Hmke.
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3HauyeHue TLS_FALLBACK_SCSV aBnaeTca curHanbHbIM KpUNTOHab0opoM, yka3biBaeMbIM KIIMEHTOM B
none cipher_suites coobwenua ClientHello nocne Bcex 3HayeHnin noaaep>xMBaeMbIX KpUNTOHAboOpPOB U onpe-
JenseTcsa B COOTBETCTBUM C [3] cneayiowmum oGpasom:

CipherSuite TLS_FALLBACK_SCSV = {0x56, 0x00};

[aHHoe 3HaueHWe He UCNONb3YeTCs ANA COrnacoBaHUS KpUnTorpaduyeckux anropuTtMoB, HE MOXET
ObITh BLIOPAHO cepBepomM B pamkax pabotbl npotokona Handshake u ucnonbsyerca ana nHopMUpoBaHus
cepsBepa 0 TOM, YTO KITMEHT NbITAETCA NOBTOPHO YCTAHOBUTL COEAUHEHME C NOHWKEHWEM BEPCUM NPOTOKONA.

KnueHTy pekomeHnayetcs ykasbiBathk 3Ha4eHue TLS_FALLBACK_SCSV B none cipher_suites coobiue-
Hus ClientHello, ecnu knueHT ykasbiBaeT Bepcuio B none legacy_version MeHblie MakCMManbHOW Bepcuu,
nogaepXveaemon M. B criyqae ecnu KNMEHT ykasbiBaeT MakCMMAarnbHyIO nogaepXxmpaemyio BEpCUIO B none
legacy_version, sHayeHue TLS_FALLBACK_SCSV yka3biBarbCs HE JONKHO.

Mpu BO30OGHOBNEHNN COEAUHEHUST KITMEHT HE AOIMKEH yka3biBaTb 3HayeHue TLS_FALLBACK_SCSV B
none cipher_suites coobweHus ClientHello, nockonbky npeanonaraercs, YTo K 3TOMy MOMEHTY KITMEHT YXKe
3HaeT MakcumanbHy BEPCUIO NpoTokona TLS, noaaepxusaemyio CepBEpOM.

Mpu nonyyenun coobyenus ClientHello, conepxxallero B none cipher_suites 3sHauenne TLS_FALLBACK_
SCSV, cepsep AeliCTBYET cneaywoLwuM oopasom:

- B Crnyvyae ecnu MakcumarnbHas Bepcus npoTokona, noaaepxuvsaemas CepepoM, Bbille BEPCUM, YKa-
3aHHON knueHToM B coobweHun ClientHello B none legacy_version, cepsep A0MmMKeEH 3aBepLlumMTb paboTy npo-
Tokona Handshake ¢ onoseweHunem inappropriate_fallback. Mpu aToM 3Ha4yeHue nons legacy_record_version
B He3alUMLLEHHON 3anucu, cogepxallei ykazaHHoe OnoBeLieHue, AO0MKHO ObiTb paBHbIM NMMBO 3HAYEHUIO
nons ClientHello.legacy_version, nu6o 3HaueHuto nons legacy_record_version B He3alMLLEHHOW 3anucu, co-
aepxauen coobueHue ClientHello;

- B cnyyae ecnu 3HadeHne TLS_FALLBACK_SCSV He 6bi10 ykazaHO uiv Npu yKazaHuu AaHHOTO 3Ha-
YeHus MakcuMarnbHasa BepPCcusi NPoToKona, nogaepXusaemas cepsepom, He NPEeBoCX0AUT BEPCUIO NPOTOKONA,
ykasaHHyto knuentom B none ClientHello.legacy_version) cepsep npogomkaet paboty npotokona Handshake
B LUTATHOM PEXUME.
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MpunoxeHue A
(cnpaBouHoe)

Pekomenaauumn no ucnonb3osanmnio TLS 1.3 kpuntoHa6opos B CK3U

B HacToALLEM NPUNOXEHUN NPUBOLATCA PEKOMEHA ALK MO NCNOMb30BaHUIO ONUCaHHLIX KpunToHabopos B CK3U B
3aBMCUMOCTM OT 0BNacTh NX NPUMEHEHNS.

Perynupyemble rocygapcteom obnactu npuMeHeHuss CK3U onpegenstorca B cooTBeTcTBUM € [4]. Ons CK3WU, npu-
MeHseMbIX B JaHHbIX obracTsax, BBOAUTCA knaccudukaums, onpeaenerHasn B P 1323565.1.012. Janee npmMBogAaTcs peko-
MeHAaL1n N0 UCMOMb3OBAHWI0 OMUCaHHBIX B HAcTOALEM AOKyMeHTe KpunToHabopos B CK3W B COOTBETCTBUM C JaHHOIA
KnaccudukaLlmei.

B CK3MW, oTHocsawmxea k knaccam KC1, KC2, KC3, AonycTUMO UCMonb3oBaTk BCe KPUNTOHabopkI, onpeaensemolie
B HacTosILLEeM [OKYMEHTe.

B CK3W, oTHocALwumxces k knaccy KB, pekoMeHAyeTcsa UCNonbaoBaTh crefylolwue KpunToHabopsl, onpeaensemsle B
HacTosLLEeM JOKYMEHTE:

- TLS_GOSTR341112_256_WITH_KUZNYECHIK_MGM_S;
- TLS_GOSTR341112_256_WITH_MAGMA_MGM_S.

Mpu ncnonebsoBaHuu kpuntoHabopa TLS_GOSTR341112_256_WITH_MAGMA_MGM_S pekomMeHAYeTCHA orpaHu-
YnBaTb pasMep AaHHbIX, UCTONb3yeMbIX MpU OpMUpOBaHUK 3anuceil B npoTokone Record, Tak, 4Tobbl pasmep nons
TLSPlaintext.fragment He npeBbiwan 1 Kb (3Ha4eHne nons TLSPlaintext.length, cootBeTcTBEHHO, HE OyAeT NpeBbIWaTh
1024).
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MpunoxeHue
(cnpaBouHoe)

f13bIK NpeAcTaBrneHnsA AaHHbIX B npoTtokone TLS

B HacToAleM NPUNOXeHUN CO4epPXUTCA onncaHue 06LLle|'|pVIHF|TOFO A3blKa NpeAcTaBneHUA AaHHbLIX B NpoTOKONne
TLS 1.3.

B.1 Pasmep 6asoBoro 6noka AaHHbIX

MpeacTaBneHne Bcex 3NEMEHTOB AaHHbIX YKasbiBaeTcs B sBHOM Buae. Pasmep 6a3osoro bnoka gaHHelx, nepeaa-
BaeMbIX B pamkax paboTkl npoTokona TLS 1.3, cocTaenser 1 6aiT (8 6uT). MHoro6aiToBble srieMeHThl AaHHbIX ABMATCS
KOHKkaTeHaLuelh (o6beanHeHnem) GaifT cneea HamnpaBo, CBEPXY BHU3 W NpeAcTaBnaoTca B Buge 6aifToBbIX CTPOK B hop-
mate big-endian.

B.2 Pa3Hoe

TeKeT KOMMEHTapUs Ha4WHaeTCs C CUMBOSIOB «/*» U 3aKaH4YMBaETCA CUMBONAMKN «*/».

HeobsasaTenbHble (onyuoHarnkeHble) KOMNOHEHThI BbIAEMATCA C MOMOLLLIO ABONHLIX KBafpaTHbLIX cKOGOK «[[ ]]».

Tun anemeHTOB pasMepoM B 1 GailT, cogepKallnx He MHTepNpeTMpyeMble B paMKkax paboTel npoTokona TLS aaH-
Hble, 0603Ha4YaeTCs TUMOM opaque.

MepeobosHadeHune T' (type alias) ana cywecTtaytowero Tuna T 3agaerca cnegyrowmm obpasom:

TT,

5.3 Yucna

Ba3oBbIM TUMNOM YMCNOBLIX AaHHLIX SABMAeTCA 6e33HakoBbIi 6aiT (uint8). B HacToAWMX pekoMeHAaumMsiX UCnonb3y-
HoTCA cnepytowne npegonpeaeneHHsle TUMbl YUCNOBBIX AaHHbIX:

uint8 uint16[2];
uint8 uint24[3];
uint8 uint32[4];
uint8 uint64[8];

Bce yncnoBble 3Ha4YeHNs yKka3aHHbIX TUMOB MPeAcTaBnAlTCA B Buge 6aiToBbIX CTPOK B chopmate big-endian.

5.4 Bekropbl

BekTop (ofHOMepHELIA MaccuB) NpeAcTaBnseT coboil NOTOK SMeMeHTOB AaHHbIX OJHOro U TOro Xe Tuna. AnuHa
BeKTopa 3afaeTcs B GaiiTax 1 MOXeT ObITb YKazaHa BO BpeMsi 06bABNEHNUA UNK OCTaBaTbCs HeonpeaeneHHoi BNNoTe 40
Havyana paboTbl npoTokona TLS.

BekTop T' domkcuposaHHOW ANWHEI, CoAepXaLlnii AaHHble TUNa T, 3afaeTca cnepyowmm ob6pasoMm:

TT[n];

r4e 3Ha4YeHue n ABnsSeTCA ANUHoR BekTopa T' B BaiTax U KpaTHO pasmepy T. [pu 9TOM ANMHa BEKTOpa He BKIOHaeTCA B
KOAMPOBaHHLIN MNOTOK AaHHBIX.

BaiiToBoe NpefcTaBneHne 3HavYeHUs, ABMAIOLErocs BEKTopoM, 3afaeTca KoHKaTeHauuelh 6aiToBbiX NpeacTaBne-
HWI 9NEeMeHTOB AaHHOro BeKTopa B Nopsagke Ux HymepaLuuu (cnesa Hanpaso).

B npusegeHHoOM Huxe npumepe BekTop Datum onpeaensercs kak Tpy nocnepoBaTenbHblX baiiTa, He UHTepnpeTU-
pyeMmbIX MPOTOKOMOM, B TO Xe Bpemsi BekTop Data onpeaenseTcs kak Tpu nocnegosartensHbIX Bektopa Datum, coctoawme
B obLeit cnoxHocTu U3 9 GaiiT.

opaque Datum[3]; /* Tpu HemHTepnpeTUpyeMbIX GaiTa */
Datum Data[9]; /*3 nocneposaTenbHbIX 3-6aiiToBbIX BekTopa */

BekTopbl nepemMeHHoI ANUHEI ONPeAensarTCa ¢ yKasaHem JOonycTUMOro Noa4ManasoHa pasmepoB (BKto4as Kpaii-
Hue 3HadeHus) B popmare <floor..ceiling>. MNpn KOAUPOBAHWUMN B NMOTOK AaHHBIX Nepes COAePXUMbIM BEKTOPa NoMeLLaeTcst
ero akTu4eckas AnuHa. 3HadeHne AnNvHbLI 4aHHOro BEKTOpa NpefcTaBnseTcs B Buge 6aiToBOi CTPOKM C 4MMHON, paBHOM
LnWHe cTpoku, TpebyeMoi ANns XpaHeHUss MaKCUMarnbHOro 3HadeHns AnuHbl BekTopa (ceiling). BekTop nepemeHHoit anu-
Hbl, UMeIOLLMA haKTUYeCKyto HyneByro AMNUHY, NPefCcTaBnNAeTcA B Buae GakTOBON CTPOKW, COOTBETCTBYIOWEN HYNeBOMY
3HaYeHuIo.

BekTop T' nepeMeHHOW AnuHEI, cogepxalyuii aHHsle Tuna T, 3agaeTca cnegyowmumM obpasom:

TT'<floor..ceiling>;
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Mpu sTOoM ANuMHa KoAUPOBaAHHOrO BEKTOPA AOMKHA GbiTb B TOYHOCTU KpaTHa pasMepy OfUHOYHOrO arieMeHTa (Ha-
npumep, 17-6aiiToBLIA BekTOp TMNa uint16, GyaeT HegonycTUMBIM).

B cnepytowem npuMepe nepsolil BeKTop mandatory umeet Tun opaque n pasMep ot 300 ao 400 6aiT (Takoil BEKTOP
HUKOrga He MOXeT BbITb NycThiM). [None dakTudeckoit ANWHLI BekTopa 3aHuMaeT 2 baiita (uint16), KOTOpbIX AOCTATOMHO
AN 3anMcu MakcumansHOW ANuHbl BekTopa, pasHoil 400. Bropoi BekTop longer MoxeT cogepxatb Ao 800 6aiT AaHHLIX
unu go 400 anemeHTOB Uint16 U MoxeT BbITL BEKTOPOM HyNeBoW ANUHLI. Ero koguposaHue ByaeT BktovaTh nosie pasme-
pom 2 6aiiTa, COOTBETCTBYIOLEE ANNHE BEKTOPa U NpefLwecTBYIoLLee ero sNeMeHTam.

opaque mandatory<300..400>;

/* none AnuHbl 3aHUMaeT 2 Gaiita, He MOXeET ObITb NyCThIM */
uint16  longer<0..800>;

/* o1 0 go 400 16-6uToBLIX Lenbix Yncen 6e3 sHaka */

b.5 MNepeuncneHnsa enum

B pamkax paboTbl npotokona TLS 1.3 ucnonb3yeTca AONONHUTENBHLIA TUM pa3peXXeHHbIX AaHHbIX — nepeduche-
HWe enum. Kaxgoe onpeaeneHne nepevncneHna saaaet HoBblil TUN. Onepaunn NpMcBanBaHUS| W CpaBHEHWUS MOTYT UC-
NoNb30BaTb TOMbLKO 3MEeMeHTbl NEPEeYNCNEHUA OAHOro U TOro Ke Tuna.

MepeuncneHue 3agaetca cnegyrowum obpasom:

enum { e1(v1), e2(v2), ..., en(vn) [[, (n)]] } Te;

rae
- v1,V2,...,vh — 3HAYeHUs SNeMeHTOB e1,€2,...,en COOTBETCTBEHHO;
- (n) — onyMoHarbHbIA AMEMEHT, COAepXaLuii MaKcMMansHoe BO3MOXHOE 3HaYeHue, KOTOPoe MOXET NPUHUMATb
aneMeHT RaHHOTO NepevuCeHNs], U NpefHasHaveHHbI ANA onpegeneHns GaiToBOrO pasMepa Kaxgoro areMeHTa nepe-
YucreHus.

MocKonbKy SnemMeHTbl NepednCcneHns He YNOPAAoYeHb!, UM MOXET ObiTb NPUCBOEHO NMoGoe YHUKaNbHoe 3HaYeHne
B ntobom nopsgke.

Byaylwune paclumpeHus Unu fononHeHus K npotokorny TLS 1.3 MoryT onpeaensaTb HOBble 3HAYEHUSA ANIEMEHTOB Ne-
peuncrneHunii. Peanusaummn omkHbl UMETb BO3MOXHOCTb aHanM3npoBaTb U UTHOPUPOBaTb HEU3BECTHLIE 3HAUYEHUS, €CMU B
onpeferneHnn nNons NepeyncrieHns He ykazaHo UHOeE.

3HadeHWe KaX[oro aneMeHTa nepevncneHns MoxeT BbiTb NpeacTaBneHo B Buge GaiiToBOW CTPOKW, paBHOA Mo
ANuHe 6aiNToBOW CTPOKE, COOTBETCTBYIOWLEH HanGONbLUEMY 3HAYEHWUIO CPeAN BCEX 3HAYEHUIA ANEMEHTOB [JaHHOro nepe-
yucnenus. B cnepytowieM npuMepe anemeHTsl nepedncrienns Color 6yayT saHuMaThb B NoToke no 1 GaiiTy.

enum { red(3), blue(5), white(7) } Color,

Ons Toro, YyTobkl 3agaTthb 6aiTOBLIN pa3Mep aNIeMEHTOB NepeduncneHnsa 6e3 onpeaerneHns SIMLLHEro aNeMeHTa, MOX-
HO ACMONHUTENBHO 3aJaTh 3Ha4YeHne 6e3 conocTaBeHna ¢ HUIM COOTBETCTBYIOWLEro HaumeHoBaHus. B cnefytowem npu-
Mepe aneMeHT nepeuncnenus Taste byger 3aHuMaTh 2 HaiiTa B NOTOKE faHHbIX, HO B TEKYLLEH BEPCUMU NPOTOKONa MOXET
NPUHUMaTE 3Ha4YeHna Tonbko 1, 2 unu 4.

enum { sweet(1), sour(2), bitter(4), (32000) } Taste;

HavMeHoBaHWSA aMIEMEHTOB MepevncrieHns AonycTUMBl B Npefenax 3agaHHoro Tuna. B nepsom npumepe nonHo-
CTbto KOppeKkTHoe obpallieHne Ko BTOPOMY aneMeHTy nepeducneHuns byget umets sug Color.blue. MNMogo6Hoe yTouHeHne
He TpebyeTcs, ecnu Lienb NPUCBOEHWA TOYHO 3ajaHa.

Color color = Color.blue; /* nepeonpegeneHve, gonyctumo */

Color color = blue; /* KOppeKTHO, TUN 3afaH HesABHO */

HaunmeHoBaHWsA, NPUCBOEHHEIE aNeMeHTaM NepeYncrieHns, He 06a3aTeNbHO JOMKHbI ObiTb YHUKarNbHBIMU. OgHOMY
U TOMY Xe SMeMeHTY NepevncrneHns MOXeT COOTBETCTBOBATL 3HadveHWe, 0Bo3HaqaloLlee YMCNOBOR AnanasoH. JaHHoe
3Ha4eHuWe BKMtodaeT B ceba MUHUMaIbHOE U MakCUManbHOe 3HaYeHUs, cofjepxallnecs B ykasaHHOM Juanas’oHe, KoTo-
pble pasgenstoTesa AByMS NOAPSA UAYLLUMMU TOYKaMK, KaK MoKazaHo B crneaytolemM npumepe.

enum { sad(0), meh(1..254), happy(255) } Mood;
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OnuncaHHoe NpefcTaBNeHne ANEMEHTOB NEPEHUCTIEHNS MOXET BbITb UCNOMBL30BaHO NPEUMYLLIECTBEHHO ANA pesep-
BWpOBaHMSA obnacTeii B namMsaTu.
B.6 CTpykTypbl

CTpyKTYpbl NpefcTaBnstoT coboil TUNbI faHHLIX, KOTOPbIE MOrYT GbiTb CCOOPMUPOBaHLI U3 paHee onpefeneHHbIX
TUNOB AaHHbIX. Kaxaoe onpegeneHne CTpyKTypbl 3aaeT HOBLIA YHUKamNbHbIA TU.
CTpykTypa 3aaaetcsi cnegytowum obpasom:

struct {
T1f1,
T2 f2;

Tnfn;
T

rge f1, 2, ..., fn aBnAaTCa nonsMu cTpykTypbl T, 3Ha4eHUs KoTopblX MMetoT Tunbl T1, T2, ..., Tn COOTBETCTBEHHO.

BaifiToBOE NpefcTaBneHne gaHHbIX, COOTBETCTBYIOLLMX ONPEeAEneHHOM CTPYKType, 3afjaeTcsl KOHKaTeHaumei baiito-
BbIX NPefCTaBMNeHniA 3Ha4YeHWiA nonei CTPYKTYpbl B Nopsake nx o6bsaBneHus (cBepxy BHU3).

BekTopb! AONYCTUMBI B KA4eCTBE Mone CTPYKTYpPhI, UMEoLLMX PUKCUPOBAHHYIO UMK NEPEMEHHYI0 ANTUHY, U POpMU-
pytoTCs B COOTBETCTBUM C pasgenom b.4. MpuMepammn CTPYKTYp, COAepXKaLluX BEKTOP B Ka4eCcTBe CBOETO Mors, ABNSAOTCA
CTPYKTYpbI V1 1 V2, onucaHHble B B.8.

ObpalLieHne K NonsiM BHYTPW CTPYKTYPbl MOXET ObiTb OCYLLECTBIIEHO C UCMONb30BaHUEM HaUMEHOBaHWIA anemeH-
TOB € NPUMEHEHWEM TaKoro Xe CUHTaKcUca, KOTOpbI onucaH AN nepevucneHuwii. Hanpumep, obpaienne T.f2 6yaet
yKa3blBaTb Ha BTOPOE Mosie onpeAeneHHoii Buiwe cTpykTypbl T. OnpegeneHus CTPYKTYp MOTYT ObiTb BOXEHHBLIMM.

B.7 KoHcTtaHThI

MonsiM CTPYKTYP M NepeMeHHBIM MOryT GbiTe MPUCBOEHEI (PUKCUPOBaHHbLIE 3HAYEHUSI C MOMOLLBIO OfepaTopa «=»,
Kak B CneaytoLLleM npumMepe:

struct {
T1 1 =8; /* T.f1 Bceraa fomkHO BbITk paBHO 8 */
T2 2;

T

5.8 Onepartop BblGopa select

Onpepensiemble CTPYKTYPbl MOMYT cofiepXaTb BapuaHTel (hOpMUPOBaHUA, BbIGOP MeXAY KOTOPLIMUA NPOU3BOAUTCS
npu nomoLLm onepartopa select  ocHOBLIBAETCA Ha AOCTYNHOMN B cpeae nHdopMaumu. MNepekniovarens (cenekrop) Bapm-
aHTOB AoMxeH ObiTb nepevncneHnem (cMm. bB.5), koTopoe onpepenser BO3MOXHbIE BapuaHTbl (hOPMUPOBAHUS CTPYKTYPhI
JaHHbIX 1 3agaeTca cneaytownm obpasom:

enum { e1(v1), €2(v2), ..., en(vn) [[, (N)]] } E;

struct {

select (E) {
case e1: Te1 [[fe1]];
case e2: Te2 [[fe2]];

case en: Ten [[fen]];
h
v,
Kaxxpaas BeTka onepaTopa select onpegenseT TUN nons gaHHoro BapuaHTa U HeobasaTernsHoe HauMeHoBaHWUe NOSIS.

MexaHu3m Buibopa BapnaHTa BO BpeMsi paboTbl NpoTokona TLS He onuchIBaeTcA AaHHLIM A3LIKOM NPeCTaBNEHUS.
Hwxe npuBefeH cnegyowuii npumep hopMUpOBaHUS CTPYKTYPhI Ha OCHOBE MUCMONb3oBaHUsA onepatopa select.
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enum { apple(0), orange(1) } VariantTag;

struct {
uint16 number;

opaque string<0..10>; /* BeKTOp NepeMeHHON AnuHbl */
JATAN

struct {

uint32 number;

opaque string[10]; /* BekTop dpmKcMpoBaHHO! ANUHLI */
v

struct {
VariantTag type;
select (VariantRecord.type) {
case apple: V1;
case orange: V2;
h

} VariantRecord,

P 1323565.1.030—2020

67



P 1323565.1.030—2020

(1
[2
(3]

[4]

Bbubnuorpadcdua

IETF RFC 8446  E. Rescorla, The Transport Layer Security (TLS) Protocol Version 1.3, IETF RFC 8446
IETF RFC 5705 E. Rescorla, Keying Material Exporters for Transport Layer Security (TLS), IETF RFC 5705
IETF RFC 7507  B. Moeller, A. Langley, TLS Fallback Signaling Cipher Suite Value (SCSV) for Preventing Protocol

Downgrade Attacks, IETF RFC 7507

Mpukas ®CE Poccuu ot 9 hespansa 2005 r. Ne 66 (B peaakumu npukaza PCB Poccum oT 12 anpens
2010 r. Ne 173). O6 yTBepxaeHUM NONOXeHNs o pa3paboTke, NPOU3BOACTBE, pearnu3auun 1 sKc-
nnyatauuy WndpoBanbHbIX (KpunTorpaduyeckux) cpeacts 3awmTel MHdopMauun (MonoxeHune
MK3—2005)

YK 681.3.06:006.354 OKC 35. 040 OKCTY 5002

KntoueBble cnoea: kpuntorpaduyeckue NPoToKOrbl, ayTeHTUUKALUSA, Naponb, KoM

B3 4—2020/1

Pepnaktop E.A. Mouceesa
TexHuyeckuin pegaktop M.E. Yepernkosa
Koppektop M.B. ByyHas
KomnbtoTepHas BepcTka E.A. KoHOpauwogol

CpaaHo B Habop 28.02.2020.  MopanucaHo B nevaTtb 01.06.2020.  ®opmat 60x84%. [apHuTypa Apuan.
Yen. neyv. n. 8,37.  Yu.-u3g. n. 7,53.

MoAroToBrIeHo Ha OCHOBe SJ'IeKTpoHHOIZ Bepcuun, npe,qocmBneHHoﬁ pa3p860T‘WIKOM CTaHAapra

CosgaHo B eguHUYHOM ucnosnHeHun so ®Iryr « CTAHQAPTUH®OPM»
Ang KomnnekToBaHua degepanbHOro MHGopMaLMoHHOro hoHAa CTaHAapToB,

117418 Mockea, Haxumosckui np-T, 4. 31, k. 2.
www.gostinfo.ru  info@gostinfo.ru


https://meganorm.ru/Index2/1/4293826/4293826780.htm
https://meganorm.ru/mega_doc/dop_fire/postanovlenie_pravitelstva_sankt-peterburga_ot_27_10_2022_N/0/postanovlenie_pravitelstva_sankt-peterburga_ot_19_01_2004_N.html
https://meganorm.ru/mega_doc/dop_fire/postanovlenie_sovmina_rsfsr_ot_03_10_1962_N_1327_red_ot_13/0/dekret_snk_rsfsr_ot_08_12_1926_ob_okazanii_grazhdanami.html

