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Введение

Менеджмент рисков проектов позволяет обеспечить как идентификацию возможностей предпри­
ятий. так и снижение влияния отрицательных факторов на их деятельность.

Систематическое проведение оценки рисков в области менеджмента проектов позволяет обес­
печить:

- более реалистичное планирование производства и выполнения проекта;
- своевременное и эффективное принятие необходимых мер;
- уверенность в достижении производственных целей и задач проекта;
- понимание и использование всех благоприятных возможностей;
- эффективное управление возможными потерями;
- эффективное управление проектными и производственными издержками;
- гибкость в результате понимания всех вариантов и связанных с ними рисков;
- эффективное управление развитием инновационных работ и производства;
- снижение влияния непредвиденных и неблагоприятных ситуаций в результате эффективного 

планирования.
Менеджмент рисков проекта позволяет учесть риски предприятия, которые влияют на выполнение 

проектов и содействуют возникновению вторичных рисков, влияющих на производственную деятель­
ность. В рамках любого проекта существуют также риски, присущие как самому проекту, так и входящим 
в него подпроектам.

Важное значение в уточнении целей и проведении оценки рисков имеет идентификация участни­
ков проекта (далее —  участников). В настоящем стандарте особое внимание уделено анализу участни­
ков и включению этого анализа в процесс менеджмента рисков. Если участники не идентифицированы 
и нет четкого понимания в отношении их состава на раннем этапе реализации проекта, фактический 
объем решаемых задач и источники значительного риска могут остаться незамеченными. Идентифи­
кация участников также позволяет определить взаимозависимость между производством, производ­
ственной средой и условиями, в которых будут выполняться проекты. Учет мнений всех заинтересован­
ных участников при планировании может обеспечить более широкую ориентацию на возможные точки 
зрения.

Настоящий стандарт следует использовать совместно с ГОСТ Р 51901.4.
Настоящий стандарт разработан с учетом требований стандарта BS 6079:2000. Часть 3. «Менед­

жмент проектов. Руководство по менеджменту риска проектов, связанных с бизнесом».
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Н А Ц И О Н А Л Ь Н Ы Й  С Т А Н Д А Р Т  Р О С С И Й С К О Й  Ф Е Д Е Р А Ц И И

Менеджмент рисков проектов 

ОБЩИЕ ПОЛОЖЕНИЯ

Project risk management- General

Дата введения  —  2010— 01— 01

1 О бласть применения

Настоящий стандарт устанавливает руководство по менеджменту рисков, возникающих при вы­
полнении проектов. Требования настоящего стандарта должны учитываться различными предприяти­
ями. разрабатывающими или реализующими проекты в промышленных, коммерческих, государствен­
ных или частных секторах.

Настоящий стандарт не заменяет требований действующих стандартов по оценке рисков в кон­
кретных областях применения.

Настоящий стандарт рассматривает менеджмент рисков как неотъемлемую часть устоявшейся 
практики менеджмента. Менеджмент рисков является итеративным процессом, состоящим из этапов, 
которые обеспечивают постоянное улучшение процесса принятия решений. Их эффективное примене­
ние зависит от опыта и знаний специалистов, а также их способности принимать решения, руководству­
ясь предложенными рекомендациями, а не просто ориентируясь на соблюдение последовательности 
выполнения установленных этапов.

Основные характеристики процесса менеджмента рисков при реализации проектов показаны на 
рисунке 1.

2 Нормативные ссы лки

В настоящем стандарте использованы нормативные ссылки на следующие стандарты:
ГОСТ Р ИСО 10006 Системы менеджмента качества. Руководство по менеджменту качества при 

проектировании
ГОСТ Р 51897/Руководство ИСО 73:2009 Менеджмент риска. Термины и определения
ГОСТ Р 51901.4 (МЭК 62198:2001) Менеджмент риска. Руководство по применению при проекти­

ровании1 >

П р и м е ч а н и е  —  При пользовании настоящим стандартом целесообразно проверить действие ссылоч­
ных стандартов в информационной системе общего пользования —  на официальном сайте Федерального агент­
ства по техническому регулированию и метрологии в сети Интернет или по ежегодному информационному указа­
телю «Национальные стандарты», который опубликован по состоянию на 1 января текущего года, и по выпускам 
ежемесячного информационного указателя «Национальные стандарты» за текущий год. Если заменен ссылочный 
стандарт, на который дана недатированная ссылка, то рекомендуется использовать действующую версию этого 
стандарта с  учетом всех внесенных в данную версию изменений. Если заменен ссылочный стандарт, на который 
дана датированная ссылка, то рекомендуется использовать версию этого стандарта с  указанным выше годом ут­
верждения (принятия). Если после утверждения настоящего стандарта в ссылочный стандарт, на который дана 
датированная ссылка, внесено изменение, затрагивающее положение, на которое дана ссылка, то это положение 
рекомендуется применять без учета данного изменения. Если ссылочный стандарт отменен без замены, то поло­
жение. в котором дана ссылка на него, рекомендуется применять в части, не затрагивающей эту ссылку.

Действует ГО СТ Р  М ЭК  62198— 2015 «Проектный менеджмент. Руководство по применению менеджмента 
риска при проектировании».

И здание оф и циальное

1



ГОСТ Р 52806—2007

Рисунок 1 —  Схема процесса менеджмента рисков проектов

3 Термины и определения

В настоящем стандарте применены термины по ГОСТ Р 51897, ГОСТ Р 51901.4. ГОСТ Р И С 0 10006. 
а также следующие термины с соответствующими определениями:

3.1 воздействие риска: Мера последствия риска.
3.2 распределение риска: Распространение риска посредством его распределения между дру­

гими участниками.

П р и м е ч а н и е  —  Приведенное определение также относится к термину «передача риска».

3.3 вторичный риск: Риск, возникающий в результате рассмотрения проблем, связанных с 
риском.

3.4 анализ участников: Процесс идентификации участников, их интересов и влияния.

2
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4 М одель управления рисками при реализации проектов 
в рамках предприятия

4.1 Общие положения

Результаты принимаемых решений на всех этапах производственной деятельности предприятия 
на всех его уровнях, а также в процессе реализации проектов могут иметь далеко идущие последствия 
и не должны рассматриваться отдельно друг от друга. Поэтому большое значение имеет эффективный 
обмен информацией не только на всех уровнях предприятия и проектов, но также между предприятия­
ми и проектами.

В настоящем стандарте представлена модель менеджмента рисков, включающая в себя два об­
щих направления, которые могут быть применены в рамках любого предприятия или проекта, а именно:

а) определение взаимозависимости между предприятиями и их проектами:
б) моделирование процессов принятия решений, связанных с деятельностью на различных уров­

нях предприятия или проекта.

4.2 Уровни принятия решений по менеджменту рисков

Принятие решений целесообразно рассматривать в перспективном (временном) и структурном 
(организационном) плане.

В перспективном плане принятие решений в области менеджмента рисков происходит на трех 
уровнях — стратегическом, тактическом и рабочем. В структурном плане принятие решений может 
рассматриваться на уровнях коммерческой деятельности (бизнес-уровень), проекта и подпроекта. Эти 
уровни, как правило, соответствуют принятию долгосрочных, среднесрочных и краткосрочных решений.

Примеры принятия решений на этих уровнях и перечень лиц. ответственных за принятие реше­
ний. приведены в таблице 1. Соответствие между принятием решений в перспективном и структурном 
планах приведено в таблице 2.

Т а б л и ц а  1 —  Примеры принятия решений на уровнях перспективного плана

У р о в е н ь

п е р сп ек ти в н о го  п л ан а
П р и м е р  п р и н я ти я  р е ш ен и й

Л иц о  о тве т стп е м м о е  и  п р и н я ти е  

р е ш ен и й

Стратегический Определение/подтверждение целей, средств, ограни­
чений. основных рисков, участников и создание ос­
новы для принятия решений на тактическом, а также 
на рабочем уровнях по каждому виду деятельности/ 
проекту

Руководитель высшего уровня. 
Представитель владельца или 
спонсора проекта.
Менеджер проекта

Тактический Определение использования наиболее приемлемых 
средств, обеспечивающих достижение цепей и управ­
ление тактическими целями в пределах, установлен­
ных на стратегическом уровне

Руководитель среднего уровня. 
Менеджер проекта. 
Руководитель подпроекта.

Рабочий Внедрение решений, принятых на тактическом уровне, 
и менеджмент рабочих рисков

Менеджер проекта.
Группа реализации проекта. 
Поставщики

Т а б л и ц а  2 —  Соответствие принятия решений на уровнях перспективного и структурного плана

У р о в ен ь  

п е р с п е к т и в н о ­

го пг.лма

У р о в е н ь  ст р у к ту р н о го  п л а н а

Б и з н е с -у р о в е н ь У р о в е н ь  п р оекта У р о в е н ь  п о д п р о е к та

Стратегиче­
ский

Определение введения в 
действие проекта и про­
ведение предваритель­
ных анализов риска по 
предприятию и проекту. 
Установление целей м е ­
неджмента рисков по 
предприятию и проекту.

Прояснение целей проекта и пер­
воначальных задач. 
Идентификация рисков, связанных 
с  выполнением проекта с  учетом 
установленных целей проекта. 
Проведение предварительного 
анализа рисков по целям и про­
цессу проекта.

Прояснение целей проекта и 
первоначальных задач. 
Проведение предварительно­
го анализа рисков.
Передача информации по по­
тенциально непрогнозируе­
мым или новым идентифици­
рованным рискам на уровень 
проекта.

3
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О кончание та б л и ц ы  2

У р о в е н ь  
п е р сп е к т и в н о ­

го п л а н а

У р о в е н ь  с тр у к тур н о го  п л ан а

Б и з н е с  у р о в ен ь У р о в е н ь  п р о екта У р о в е н ь  п о дп р о е к та

Стратегиче­
ский

Определение основы, си ­
стем. принципов, обеспе­
чивающих процесс управ­
ления рисками. 
Возможность включения 
изменений в общую кор­
поративную политику и 
задачи предприятия.

Представление на уровень пред­
приятия в режиме обратной связи 
информации по потенциальным 
идентифицированным рискам на 
уровне предприятия.
Передача информации по рискам, 
имеющим отношение к среде вы­
полнения проекта, для их рассмо­
трения лицами, ответственными за 
принятие решений на уровне пред­
приятия

Установление процесса ме­
неджмента рисков

Тактический Определение политики 
процессов планирования 
менеджмента рисков, 
а также, при необходи­
мости анализа рисков, 
оценки и рассмотрения 
проблем, связанных с ри­
сками

Проведение анализов рисков, 
оценка и разработка планов и ва­
риантов рассмотрения проблем, 
связанных с  рисками. 
Идентификация и оценка рисков, 
связанных с  процессом менед­
жмента рисков.
Представление информации на 
стратегический уровень проекта 
о всех новых или измененных ри­
сках или рисках проекта стратеги­
ческого уровня

Проведение анализов рисков, 
оценка и разработка планов 
по рассмотрению проблем, 
связанных с  рисками. 
Представление в режиме об­
ратной связи информации о 
любых потенциальных изме­
нениях рисков на стратегиче­
ский уровень.
Передача информации о но­
вых или измененных рисках 
на стратегическом уровне

Рабочий Создание соответствую­
щих комитетов, бизнес- 
процессов и т. д. 
Выделение ресурсов, 
принятие одних и откло­
нение других решений

Внедрение результатов рассмо­
трения проблем по управлению 
рисками.
Идентификация рисков, возника­
ющих по этой причине: передача 
информации на более высокий 
уровень.
Передача новой или измененной 
информации по рискам на такти­
ческий уровень

Рассмотрение проблем, свя­
занных с  рисками. 
Идентификация любых по­
следующих рисков.
Передача в режиме обратной 
связи информации об ана­
лизах рисков на тактический 
уровень.
Передача любой новой или 
измененной информации на 
тактический уровень

4.3 Принятие решений на стратегическом уровне

На стратегическом уровне определяют цели, после чего принятие решений на стратегического 
уровне должно быть сосредоточено на вопросах анализа среды и постановки широкомасштабных прин­
ципиальных задач, которые необходимы для достижения цели. Процесс принятия решений на страте­
гическом уровне должен также идентифицировать средства достижения цели и любые ограничения, 
которые могут сдерживать успешное выполнение работы. Именно на этом уровне могут быть приняты 
решения по изменению ранее поставленных целей, утверждению новых целей или включению измене­
ний в производственную деятельность или проект для достижения поставленных целей.

Принятие решений на стратегическом уровне устанавливает основу для принятия решений на 
тактическом уровне, поэтому стратегические решения должны быть рассчитаны на более долгосроч­
ную перспективу. Учитывая, что риски, связанные с принятием стратегических решений, не всегда оче­
видны во время принятия решения и могут существенным образом проявиться только в будущем, стра­
тегические решения необходимо постоянно пересматривать.

4.4 Принятие решений на тактическом уровне

Тактическое принятие решений является связующим звеном между процессами принятия реше­
ний на стратегическом и рабочем уровнях. На уровне тактического принятия решений осуществляет­
ся широкое внедрение решений, принятых на стратегическом уровне. Поскольку решения, принятые 
на стратегическом уровне, имеют определяющий характер, принятие решений на тактическом уров-
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не должно быть ориентировано на среднесрочную перспективу и выбор подхода и метода, предло­
женных на стратегическом уровне. Область деятельности тактического принятия решений —  уже. а 
временные рамки, финансовая ответственность, область установления целей и проведения полити­
ки —  более ограничены по сравнению с указанными в 4.3.

4.5 Принятие решений на рабочем уровне

Принятие решений на рабочем уровне имеет еще более узкий характер и осуществляется в рам­
ках и пределах, установленных лицами, ответственными за принятие решений на тактическом уровне. 
Принятие решений на рабочем уровне должно быть более практичным и ориентированным на кратко­
срочную перспективу.

4.6 Ключевые элементы менеджмента рисков в рамках предприятия

Четырьмя ключевыми элементами эффективного менеджмента рисков при реализации проекта в 
рамках предприятия являются:

- разработка политики организации, определяющей принципы и процедуры менеджмента рисков;
- создание организационной инфраструктуры;
- разработка программы менеджмента рисков на уровне предприятия (в том числе и между пред­

приятиями). проекта и подпроекта;
- мониторинг и анализ эффективности менеджмента рисков на уровне предприятия.

4.7 Коммерческие аспекты деятельности предприятия на различных уровнях принятия
решений

Для повышения эффективности менеджмента рисков при выполнении проектов для целей ком­
мерческой деятельности в рамках предприятия представляется целесообразным при принятии реше­
ний рассматривать коммерческие аспекты деятельности предприятия на различных структурных уров­
нях. С этой целью при принятии решений на любом уровне необходимо учитывать риски, возникающие 
в результате принятия несоответствующих решений на более высоких и более низких уровнях. Этапы 
менеджмента риска на уровне предприятия1) (бизнес-процесса) приведены на рисунке 2.

) I ПереБЖЛр

д ч f
| И лш м ты Я патм  и гримцы п р о е ст |

i

H flr f
| РдраВотсть т р с т г у р  in n w ir m  рмсжя |

1

н<И
| П рти чи тъ  ццм1м»цмц|вдичпар«жн |

Рисунок 2  —  Этапы менеджмента рисков на уровне предприятия (бизнеса)

Этапы, которые должны рассматриваться на уровнях проекта и подпроекта, являются в широком 
смысле аналогичными, но могут отличаться в деталях. Однако этапы, которые должны рассматривать­
ся на уровне предприятия, отличаются от этапов на других уровнях.

1> Здесь и далее под предприятием понимается не столько сама организационная структура, сколько ее 
коммерческая деятельность.
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5 Менеджмент рисков

5.1 Стадии и методы менеджмента рисков

Процесс менеджмента рисков состоит из двух следующих стадий. На первой стадии основное 
внимание концентрируют на определении масштаба риска, подлежащего менеджменту, и идентифика­
ции риска. Эту стадию рассматривают как стадию характеризации проблемы. На второй стадии прово­
дят оценку и осуществляют снижение риска. Эта стадия аналогична стадии решения проблемы. Однако 
в процессе решения проблемы могут возникнуть вопросы, требующие возврата к стадии характериза­
ции проблемы.

Жесткого различия между этими фазами проводить не следует, поскольку менеджмент рисков, как 
правило, является итеративным процессом, включающим в себя чередование этих стадий.

Эффективная характеризация проблемы имеет большое значение для принятия всех производ­
ственных решений и решения проблемы в целом. Это наиболее чувствительная часть менеджмента. 
Иногда основное внимание уделяют процессу анализа и обработки рисков, не рассматривая должным 
образом содержание самой проблемы, при отсутствии уверенности в том, что или кто может быть под­
вержен риску. Если проблема идентифицирована неправильно, то в дальнейшем процесс будет раз­
виваться в неверном направлении. Вот почему характеризация проблемы имеет большое значение для 
эффективного менеджмента рисков.

Обе стадии менеджмента рисков и этапы каждой стадии должны быть соблюдены и выполнены на 
всех уровнях предприятия, проекта и подпроекта.

В таблице 3 приведены краткие описания существующих методов, а в таблице А.1 (приложе­
ние А) — действующие национальные стандарты в области менеджмента рисков, а также содержащи­
еся в них описания методов и инструментов менеджмента рисков. Эта информация не является ис­
черпывающей. поэтому на практике можно использовать и другие существующие стандарты и методы.

Т а б л и ц а  3  —  Краткие описания существующих методов менеджмента риска

Н а и м е н о в а н и я  м е то д а К р а т к о е  о п и с а н и е  м е то д а

Анализ предположений Процесс идентификации рисков, заключающийся в регистрации и оценке предпо­
ложений в отношении идентифицированных областей существования неопреде­
ленностей, включающих в себя рассмотрение предположений, касающихся буду­
щих результатов, оценку их стабильности и важности для проекта

Мозговой штурм Процесс групповой деятельности по идентификации и рассмотрению рисков, про­
водимый открытым образом ответственным за ведение процесса сотрудником. 
После идентификации возможные риски анализируют, а риски, требующие допол­
нительного анализа, представляют на рассмотрение тому лицу, в чьем ведении 
находятся данные риски

Контрольные перечни Контрольные перечни включают в себя вопросы по определенным областям про­
екта. что обеспечивает идентификацию рисков. Контрольные перечни зачастую 
основываются на имеющемся опыте выполнения проектов на предприятии

Анализ критичности Часто применяется параллельно с  методом Монте-Карло и позволяет идентифи­
цировать виды деятельности, которые становятся наиболее критичными в слу­
чае неэффективного менеджмента. Задачам присваивается значение (от 0 % до 
100 %) в зависимости от их возможного влияния на время выполнения проекта

Графики накапливаемых 
частот (кривые S)

Применяются для представления вероятности достижения цели отдельных проме­
жуточных событий (этапов) при определении стоимости тендеров и бюджетов про­
ектов. Схематическое представление графиков S -образного вида можно исполь­
зовать для количественной оценки вероятности воздействия отдельных событий и 
их накапливаемого эффекта на проект в целом

Анализ решений Метод, применяемый для определения необязательных вариантов стратегии и 
выбора альтернативных направлений действий. Часто используют метод предпо­
лагаемой денежной выгоды. Э го  позволяет оценить и выбрать наиболее приемле­
мые альтернативные решения в отношении целей организации при выполнении 
проекта
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О кончание та б л и ц ы  3

Н а и м е н о в а н и е  м е то л а К р ат*о е  о п и с а н и е  м е то д а

Метод Делфи Структурированный метод, посредством которого обеспечивается консультация 
в рамках группы по менеджменту рисков проектов при помощи первоначально­
го сбора самостоятельно высказываемых мнений и их последующего обсуждения 
между членами группы до  тех пор. пока не будет достигнут консенсус

Интервьюирование
экспертов

Используется для идентификации и оценки вероятных рисков проекта. Интервью­
ирования могут быть относительно структурированными или неструктурированны­
ми. однако они должны регистрироваться на постоянной основе. Иногда интер­
вьюирование рассматривается как единственный способ получения информации, 
особенно когда групповые сессии не приносят соответствующих практических ре­
зультатов

Древо событий Индуктивный метод, обеспечивающий представление последовательности воз­
можных результатов после возникновения установленного первоначального со ­
бытия. Древа событий показывают различные комбинации событий и способы 
разбивки цепи событий. Они позволяют рассчитывать вероятность различных ре­
зультатов для других имеющихся известных значений вероятностей

Древо отказов Дедуктивный метод, рассматривающий события в обратном направлении от 
«главного события», приводящего к сбою системы. Причинно-следственные свя­
зи представляются с  использованием условных символов как древо отказов для 
проведения качественного или количественного анализа. Поскольку такие древа 
отказов зачастую являются сложными, для количественного определения могут 
потребоваться сложные математические расчеты

Метод H A ZO P Процедура, обеспечивающая систематическую идентификацию рисков и проблем, 
связанных с пригодностью к эксплуатации в течение всего производственного про­
цесса

Диаграммы влияния Используются для представления причинно-следственных связей между события­
ми и решениями, как правило, в схемах с  узловой структурой

Метод Монте-Карло Количественное моделирование возможных ситуаций путем формирования конеч­
ного результата на основе характеристик величин и масштабов каждого возможно­
го результата

Перечни оперативного 
реагирования

Составляются для  обеспечения рассмотрения самых различных категорий и 
аспектов менеджмента рисков проекта в процессе идентификации рисков. С  по­
мощью этих перечней определяются или дополняются области охвата для каждого 
проекта, в рамках которого данные риски являются объектом внимания

Реестры  рисков и базы 
данных

Документированная информация или база данных с  перечнем всех идентифици­
рованных рисков и другой полезной информацией. Риски приводятся в виде переч­
ней наряду с  информацией об их характеристиках, включая их оцененную зна­
чимость. любые количественные показатели и фактические планы рассмотрения 
проблем, связанных с  рисками

Анализ чувствительности Количественное моделирование, которое обеспечивает рассмотрение сценария 
«что если». Анализ позволяет идентифицировать элементы  проекта, которые в 
наибольшей степени влияют на результаты

Приоритетной задачей при выполнении первоочередных работ является обеспечение точного по­
нимания и достижения согласия между участниками по всем целям, которые должны быть достигнуты 
на уровне предприятия, проекта или подпроекта.

5.2 Идентификация и масштаб рисков на уровне проектов и подпроектов

Процесс идентификации рисков целесообразно рассматривать в первую очередь и только после 
этого переходить к проведению оценки рисков и определению связанных с ними проблем, хотя факти­
чески оба эти процесса должны проводиться параллельно.

Для проекта и подпроекта идентифицированные цели, требующие принятия решений на более 
высоком уровне, или риски, по которым затруднительно принять эффективные решения на этих уров­
нях. слодует рассматривать как имеющие большое значение. Иллюстрация вышесказанного приведена 
на рисунке 3.
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Рисунок 3 —  Этапы менеджмента рисков на уровнях проекта и подпроекта

Значимость этих этапов определяется следующим:
- менеджмент рисков на каждом уровне принятия решения осуществляется в соответствии с це­

лями и другими ограничениями, установленными на более высоком уровне (цели проекта первоначаль­
но устанавливаются на уровне предприятия);

- если четкие цели и задачи проекта не удалось определить или довести до сведения всех заинте­
ресованных лиц, это является общим источником риска при выполнении проекта в рамках предприятия;

- для процесса менеджмента рисков важными являются различные проявления и характеристики 
среды, в которой осуществляет свою деятельность предприятие и развивается бизнес, реализуется 
проект или подпроект;

- идентификация рисхов существенно ограничивается и может в итоге привести к дезориентации 
процесса, если отсутствует четкое представление о целях предприятия и задачах проекта.

5.2.1 Установление целей на уровне предприятия
На уровне предприятия первоочередные цели должны включать в себя цели всего предприятия и/ 

или цели проекта, который предприятие финансирует или в котором принимает участие.
Цели проекта должны соответствовать коммерческим целям (целям бизнеса), чтобы исключить 

угрозу влияния бизнеса на успех проекта или проекта на успех бизнеса. Цели бизнеса и проекта также 
должны соответствовать целям бизнеса и политики, установленным на уровне бизнеса.

Цели и область деятельности проекта, а также его границы можно идентифицировать, ответив на 
следующие вопросы:

- в чьих интересах инициирован проект и какие стороны заинтересованы в проекте?
- кто выигрывает в результате успешного завершения проекта?
- в чем заключается успех, а что считают неудачей проекта?
- в чем заключается привлекательность проекта для ответственных за принятие инвестиционных 

решений и других заинтересованных участников?
- каковы цели проекта?
На эти вопросы можно ответить путем анализа участников по разделу 8. Данный анализ позволяет 

менеджерам определить весь состав лиц и групп, которые могут влиять на производственную деятель­
ность и проекты. Такой анализ также позволяет идентифицировать наиболее важных участников, чьи 
интересы должны быть приняты во внимание в первую очередь в случае удачного завершения проекта.

После определения целей необходимо идентифицировать содержание и окружение проекта, при 
наличии которых эти цели будут достигнуты. На этом этапе определяют источники высокого уровня или 
крупного масштаба, которые могут стать причиной опасности или угроз для предприятия (бизнеса) и 
выполняемых им проектов.

На уровне предприятия под окружением проекта подразумевают, например, финансовые, зако­
нодательные. политические, социальные и культурные среды, в которых осуществляется его произ­
водственная деятельность, а следовательно, и сам проект. Окружение также включает в себя и другие 
8
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предприятия, конкурирующие и сотрудничающие организации, общественные и социальные группы, 
которые могут мешать или способствовать достижению целей, установленных проектом, и являются 
источниками риска для предприятия.

После завершения анализа участников может возникнуть необходимость в изменении ранее уста­
новленных целей и достижении дополнительных целей для успешного завершения проекта. В этом 
случае необходимо пересмотреть соответствие проекта установленным целям предприятия.

Полный набор целей для предприятия применительно к проекту включает в себя:
- первоначальные цели, идентифицированные на уровне предприятия;
- другие цели, идентифицированные путем анализа заинтересованных сторон и с  помощью дру­

гих методов, а также
- цели, идентифицированные в результате оценки риска.
Некоторые цели, идентифицированные в рамках проведения анализа участников или в процессе 

менеджмента риска, могут оказаться более значимыми, чем цели, первоначально установленные на 
уровне предприятия, или представлять повышенный риск с точки зрения их достижения. На уровне 
предприятия это потребует последующего принятия решений относительно того, какие риски следу­
ет рассматривать на уровне предприятия, а какие отнести на уровень проекта или рассматривать со­
вместно с другими организациями.

5.2.2 Установление целей и задач проекта и подпроекта
На уровнях проекта и подпроекта полный набор целей устанавливают и пересматривают анало­

гично целям, установленным на уровне предприятия.
На уровнях проекта и подпроекта первоочередными целями должны быть цели, установленные 

на уровне предприятия или проекта соответственно, а дополнительные цели должны быть определены 
путем детального планирования на этих уровнях. Решения, принятые на уровне проекта или подпро­
екта. могут распространяться и на других участников, рассмотренных ранее на более высоких уровнях.

Некоторые участники могут появиться только на уровне проекта в результате решений, принятых 
менеджерами проекта. Например, активисты по защите окружающей среды могут являться частью об­
щей производственной среды, однако получают статус участника проекта только в том случае, если 
менеджер проекта примет решение сделать что-то. представляющее для них интерес. В этом случае 
они также становятся источниками риска. Подобные ситуации требуют пересмотра целей предприятия 
и проекта с целью включения дополнительных целей, распространяющихся на управление новой груп­
пой участников.

Следовательно, полный перечень целей проекта (или подпроекта) должен включать в себя цели, 
установленные ранее на более высоком уровне, идентифицированные по результатам анализа участ­
ников. определенные на основе других методов планирования проекта и пересмотра, а также включе­
ния изменений в цели в результате проведения оценки рисков. Затем менеджеры проекта и подпроекта 
должны определить цели и связанные с ними риски, за которые они несут ответственность, а также 
риски (если они имеются), менеджмент для которых на данном уровне невозможен.

Если менеджеры каждого уровня ответственности не имеют средств, обеспечивающих менед­
жмент рисков, которые они идентифицируют, необходимо обеспечить передачу информации о таких 
рисках на соответствующий уровень управления (выше или ниже) в соответствии с иерархией проекта. 
Ответственность за рассмотрение проблем, связанных с отдельными рисками, должна возлагаться на 
тот уровень менеджмента и принятия решений, который способен решать подобные проблемы.

Значимость каждого этапа в процессе менеджмента риска может изменяться в зависимости от 
уровня бизнеса или проекта, на котором он осуществляется. На уровне предприятия и более высоких 
уровнях основное внимание должно быть, как правило, уделено более ранним этапам, обеспечиваю­
щим уточнение целей и широкое понимание потенциальных возможностей и рисков для предприятия 
и/или проекта. На более низком уровне принятия решений основное внимание должно быть направле­
но на внедрение стратегии менеджмента рисков. Однако в любом случае необходимо предусматривать 
передачу информации о потенциально непрогнозируемых рисках или возможностях перехода на более 
высокий уровень (от подпроекта на уровень проекта и от уровня проекта на уровень предприятия).

5.3 Идентификация рисков и стратегия

5.3.1 Модель уточнения рисков
Идентификация рисков в первую очередь должна обеспечивать определение отдельных рисков. 

Однако для проведения эффективной оценки всех рисков при выполнении проектов в рамках лредпри-
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ятия необходимо знать, как конкретные риски соотносятся между собой и установленными целями, а 
также понимать вероятные общие или предполагаемые причины рисков в случае, если они существуют.

После идентификации рисков менеджеры должны определить, как риски могут влиять на выпол­
нение целей. Для этого необходимо провести оценку всех значительных предположений, относящихся 
к идентификации, анализу и всесторонней оценке рисков. Например, рассмотрения различных рисков 
может быть проведено независимо друг от друга. Если риски действительно не зависят друг от друга, 
настоящее предположение не повлияет на последующую оценку рисков и правомерность связанных с 
этим решений. Если риски являются взаимосвязанными и есть основные или общие причины, объясня­
ющие их возникновение, то степень и масштаб одного риска могут влиять на степень и масштаб другого 
риска. Решения, принятые на основе неверных предположений или оценок, могут сами быть причиной 
возникновения рисков.

По результатам проведения этого этапа должны быть созданы реестры рисков или базы данных, 
содержащие описание всех идентифицированных рисков и документированные решения, принятые по 
результатам их оценки и рассмотрения. Риски должны быть перечислены в реестре вместе с  характе­
ристиками. включая оценку их значимости, любые количественные показатели, а также планы по рас­
смотрению проблем, связанных с рисками.

Стратегия менеджмента рисков должна распространяться на общий подход и принципы менед­
жмента рисков, принятые на предприятии, и включать в себя решения по рискам, которые выполня­
ются менеджерами проектов. Сама стратегия менеджмента рисков может влиять на общие цели или 
заставить обратить более пристальное внимание на другие цели в результате оценки последующих 
рисков, возникающих при обработке первичных рисков. Некоторые цели могут оказаться слишком ри­
скованными в отношении их выполнения, в этом случае от них следует отказаться. Менеджеры должны 
обеспечить приемлемое соответствие между такими целями и общими целями проекта и предприятия.

5.3.2 Анализ рисков
Анализ рисков проводят с целью определения вероятности возникновения опасности и потенци­

альных последствий отдельных рисков или группы рисков, идентифицированных на более ранних ста­
диях. Оценивание рисков проводят после анализа рисков для определения того, какие риски являются 
более опасными, для каких необходимо провести дополнительные и. возможно, более всесторонние 
исследования, а каким можно уделить меньше внимания.

Все риски следует оценивать с учетом:
- вероятности их возникновения и
- потенциальных последствий для предприятия (бизнеса) и выполняемых проектов.
К возможным источникам информации, на основании которой определяют вероятность возникно­

вения опасности и последствия рисков, можно отнести следующие:
- записи и другие источники информации;
- соответствующий опыт специалистов и/или опыт других организаций.
- обзоры исследований в отношении успехов и неудач проектов;
- эксперименты с прототипами на основе исследования рынков;
- применение поведенческих, финансовых, экономических, технических и/или других соответ­

ствующих моделей.
Методы сбора информации могут включать в себя интервьюирование, самостоятельное заполне­

ние вопросников, групповые семинары, поиски соответствующей информации в библиотеках и хроно­
логическую обработку данных применительно к настоящим целям.

Анализ рисков может проводиться с использованием качественных и количественных методов, 
что зависит от характера и качества имеющихся данных. Пример классификационной матрицы для 
проведения качественного анализа приведен в таблице 4. Классификация рисков зависит от оценки 
существующих мер и процедур менеджмента. Такая форма классификации может применяться как в 
отношении последствий (угроз), так и в отношении возможности их предотвращения или снижения.

Т а б л и ц а  4 —  Классификационная матрица качественного анализа

Степень вероятности риска
Степень воздействия риска (ущерб)

м и н и м а л ь н а я средняя значительная

Вероятно Средняя Высокая Высокая
Возможно Низкая Средняя Высокая
Маловероятно Низкая Низкая Средняя
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Даже при наличии надежных данных сначала целесообразно провести качественный анализ с 
целью лучшего прояснения ситуации в отношении вероятности и степени воздействия рисков. После 
этого целесообразно провести соответствующие количественные анализы рисков. Необходимость про­
ведения данных анализов зависит от характера и качества данных, характеризующих конкретный риск, 
характера выполняемого проекта, потенциальных последствий и возможности получения дополнитель­
ной полезной информации. При этом необходимо учитывать, что данные, полученные по результатам 
предыдущей практики, не всегда могут быть использованы для определения возможных будущих ри­
сков. и числовые оценки, полученные в результате проведения количественного анализа рисков, долж­
ны использоваться с целью получения информации, а не для принятия решений.

Проведение количественного анализа более целесообразно для получения данных о значитель­
ных рисках, особенно когда возникают сомнения в результатах первоначальной оценки. Однако если 
конкретные риски представляют собой комбинации других рисков или на их возникновение могут по­
влиять другие риски, количественные методы могут оказаться труднореализуемыми для определения 
вероятного результата. Если анализ проводится на раннем этапе, велика вероятность без особых за­
трат минимизировать степень риска. В этом случае оценивание риска будет больше зависеть от серьез­
ности последствий риска, нежели от вероятности такого события. Оценка риска вряд ли может быть 
бескомпромиссной, но. несмотря на это. любая попытка оценки риска в качестве основы для принятия 
решений увеличивает шансы получения успешного результата.

Независимо от того, проводится ли количественный или качественный анализ, получаемая в ре­
зультате информация должна обеспечивать основу для оценивания рисков, которая может потребовать 
разделения первоочередных рисков на категории высокой, средней или низкой степени воздействия. 
Риски более низкой степени воздействия по решению менеджеров и других заинтересованных участ­
ников могут быть на время отложены для их рассмотрения в дальнейшем, как не требующие особого 
внимания. В этом случае нельзя допустить игнорирования рисков, которые могут проявиться в ком­
бинации с другими рисками или на которые могут влиять другие риски. Риски, отложенные на одном 
этапе общего процесса менеджмента рисков, должны рассматриваться вновь, если появляется новая 
информация или изменяются обстоятельства.

Вся информация о рисках, а также сопутствующая информация, полученная в результате анализа 
рисков, должна включаться в реестр. Реестры рисков должны выполнять функции документирования 
информации и постоянно актуализироваться.

5.3.3 Оценивание рисков
Целью процесса оценивания рисков является, во-первых, определение того, могут ли риски на­

нести серьезный ущерб предприятию или проекту и какие из них можно не устранять в сеете ранее 
установленных критериев. В этом случае необходимо провести пересмотр целой и критериев проекта. 
Во-вторых, процесс оценивания рисков должен в итоге привести к составлению перечня приоритетно­
сти рисков для их дальнейшего рассмотрения.

Первым этапом оценивания риска является классифицирование угроз и возможностей возникно­
вения рисков на три категории.

Угрозы (последствия) классифицируют как неприемлемые в любых обстоятельствах, если могут 
произойти катастрофические последствия для предприятия или проекта или если они неприемлемы 
по другим причинам, например в случае чрезмерных затрат на их рассмотрение, которые значительно 
превышают достигаемый эффект. Такие риски должны быть идентифицированы на раннем этапе ис­
следований на уровне предприятия.

Угрозы возникновения рисков классифицируют как приемлемые, если в результате рассмотрения 
они зарегистрированы как подлежащие менеджменту в приемлемых границах.

Незначительными считаются угрозы, которые, предположительно, не представляют в данной си­
туации серьезной опасности. Такие риски необходимо регистрировать и они могут быть отложены для 
их рассмотрения в дальнейшем, но при этом остается необходимость их постоянной переоценки через 
определенные периоды времени.

Возможности следует классифицировать как критические, желательные или пренебрежимо 
малые.

Критическими возможностями, которые необходимо идентифицировать на раннем этапе исследо­
ваний на уровне предприятия, являются возможности, которые могут оказать существенное влияние на 
значимость проекта для предприятия.
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Желательными возможностями являются такие возможности, которые при их реализации спо­
собствуют достижению целей проекта на более высоком уровне по сравнению с установленным мини­
мумом.

Пренебрежимо малые возможности включает в себя возможности, которые оказывают несуще­
ственное влияние на проект. Они также должны быть зарегистрированы и могут быть отложены для 
рассмотрения в дальнейшем. На более позднем этапе может возникнуть необходимость их переоценки.

Соответствие между угрозами и требуемыми возможностями приведено на рисунке 4.

Все риски, кроме незначительных, подлежат дальнейшему анализу и оцениванию с целью их под­
тверждения или включения изменений в первоначальную категоризацию. Не исключается, что некото­
рые неприемлемые или критические риски могут оказаться приемлемыми или целесообразными для 
рассмотрения, и наоборот, дальнейший анализ может выявить обратную картину, то есть перевод от­
дельных приемлемых или целесообразных для рассмотрения рисков в категорию неприемлемых или 
критических рисков.

Риски, классифицированные как неприемлемые, должны быть рассмотрены с точки зрения воз­
можности их устранения, и в случае, если такая возможность существует, должно быть принято реше­
ние. необходимо ли это делать. Если риски не могут быть обработаны, может возникнуть необходимость 
пересмотра критериев обработки рисков или целей, с которыми они ассоциируются. В исключительных 
случаях при идентификации неприемлемого риска проект следует закрыть или отказаться от его выпол­
нения. Рассматриваемые риски, то есть риски, приемлемые или целесообразные для обработки, можно 
дополнительно проанализировать с целью выбора соответствующей формы и уровня их обработки.

5.3.4 Обработка рисков
Процесс обработки рисков должен включать в себя идентификацию и оценивание различных ва­

риантов рассмотрения рисков, а также разработку и выполнение планов менеджмента рисков. Для 
потенциальных угроз и возможностей сначала определяют необходимость проведения специальной 
обработки и возможность их обработки в процессе выполнения обычных процедур менеджмента и не­
посредственной деятельности предприятия. Обработка рисков включает в себя анализ необходимых 
ответных мер, способствующих минимизации рисков. Некоторые ответные меры, которые могут при­
ниматься для минимизации рисков, приведены в таблице 5.
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Т а б л и ц а  5 —  Ответные меры по минимизации рисков

М е р а О тв е тн а я  ы е р а

Устранение или преду­
преждение риска

Изменение или отказ от целей, однозначно ассоциируемых с  рассматриваемым 
риском, или выбор альтернативных подходов или процессов, обеспечивающих 
определение ранее установленного риска как не требующего дополнительного 
внимания

Распределение риска Распределение и передача риска частично или полностью другому участнику про­
цесса, который может участвовать в нем исключительно с  целью обеспечения рас­
смотрения рисков (например, страховщику)

Снижение степени веро­
ятности

Изменение подхода к проекту, идентификация причинно-следственных связей 
между риском и воздействием или причины риска и вмешательства с  целью сниже­
ния степени проявления

Снижение степени по­
следствий

Разработка чрезвычайных планов реагирования на риск в случае его возникнове­
ния. даже если были приняты другие меры по минимизации риска

Возможность обработки рисков включает в себя меры, обеспечивающие наличие возможностей 
обработки рисков. Меры, которые могут быть приняты для повышения вероятности возникновения та­
кой возможности, приведены в таблице 6.

Т а б л и ц а  6  —  Возможности обработки рисков

М е р а К р атко е  о п и с а н и е

Предоставление возмож­
ностей

Выбор соответствующего подхода к выполнению проекта, повышение степени 
участия других участников, заинтересованных в проекте

Привлечение участников, 
влияющих на развитие со ­
бытий

Привлечение заинтересованных лиц. которые могут обеспечить возможность об­
работки рисков

Снижение степени вероят­
ности

Изменение подхода к выполнению проекта, рассмотрение причинно-следствен­
ных связей между возможностью и проектом

Снижение степени послед­
ствий

Разработка планов, предусматривающих полное использование возможности в 
случае ее возникновения

Любая мера обработки рисков должна быть проанализирована с учетом:
а) объемов затрат по сравнению с предполагаемым эффектом обработки риска;
б) принимаемых действий;
в) эффективности предотвращения риска или улучшения возможности;
г) возникновения любого вторичного риска, связанного с принимаемым действием.
Такой анализ необходим для проверки того, что ответная мера, сама по себе, не повлечет за со­

бой непредвиденных последствий в результате принятия этой меры. Это особенно касается мер. при­
нятие которых может привести к возникновению более серьезного риска по сравнению с риском, для 
минимизации которого предусматривается обработка. Такое решение вопроса особенно важно, если 
преследуемая цель связана с расширением возможностей.

После этого меры должны быть сопоставлены с оценкой риска для принятия решения о целесоо­
бразности предпринимаемых действий для данного уровня риска. Если в результате принятых решений 
по обработке рисков для участия привлекаются новые заинтересованные стороны, их интересы долж­
ны учитываться в результатах предыдущих анализов.

По каждому подвергаемому обработке риску, за исключением рисков, которые однозначно необ­
ходимо избежать, должны быть идентифицированы показатели вероятности его возникновения. После 
этого каждый такой риск должен быть подвергнут мониторингу, предусмотренному в плане обработки 
рисков.

После идентификации мер и показателей риска необходимо разработать план менеджмента 
рисков. Он должен быть согласован с соответствующими заинтересованными менеджерами и дове­
ден до сведения других заинтересованных сторон. Как правило, планы работы с рисками включают в
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общий план предприятия или план менеджмента проекта и выделяют достаточные ресурсы для осу­
ществления согласованных действий.

План менеджмента риска должен учитывать характеристики рисков и возможности их адресной 
обработки.

Необходимо различать:
- предупредительные ответные меры, принимаемые в процессе текущей деятельности предпри­

ятия и проекта, и
- смягчающие меры, которые предусматриваются, но не предпринимаются до тех пор. пока риск 

не возникнет.
Предупредительные ответные меры могут, например, включать в себя применение уже прове­

ренного метода, а не инновационного, внушающего меньше уверенности в результате. Смягчающие 
меры могут предусматривать страхование от потерь или сбоя в работе. При выборе меры страхования 
следует обеспечить выделение достаточных ресурсов, необходимых для восстановления прежнего со­
стояния и завершения проекта в соответствии с планом.

Весь менеджмент рисков, особенно меры по обработке рисков, должны контролироваться на 
предмет их результативности, чтобы могли быть приняты соответствующие ответные меры или дей­
ствия. В противном случае стратегия менеджмента рисков должна быть признана неадекватной. Воз­
можные методы анализа включают в себя оценку результативности, проведение аудитов и контроля. 
Это позволяет постоянно получать в режиме обратной связи постоянную информацию для наибольшей 
эффективности оценки и обработки рисков.

Параллельно с постоянным обменом информацией необходимо проводить:
- регулярный мониторинг использования ресурсов в соответствии с планом менеджмента рисков;
- мониторинг согласованных показателей риска:
- мониторинг рисков с целью определения того, что они входят в запланированные пределы.
Переоценка рисков и определение новых рисков должны осуществляться на регулярной основе.

6 Обмен информацией по менеджменту рисков

Эффективный обмен информацией по рискам является критическим фактором в области менед­
жмента рисков. Неудовлетворительный обмен информацией может представлять собой значительный 
риск для эффективности управления предприятием или проектом.

До принятия решения в отношении технических аспектов обмена информацией менеджеры долж­
ны определить цели или комбинации целей, которые предполагается достигнуть в результате обмена 
информацией между отдельными участниками. Только после этого могут быть выработаны соответ­
ствующие стратегия и механизм обмена информацией, обеспечивающие повышение эффективно­
сти и снижение рисков, которые необходимо интегрировать в общий процесс менеджмента рисков с 
учетом прогнозирования проблем, связанных с рисками. Стратегию и механизм обмена информацией 
необходимо разрабатывать параллельно со стратегией управления отношениями между участниками 
(см. раздел 8).

Необходимо также принять все необходимые меры предосторожности, исключающие такой обмен 
информацией, который может угрожать предприятию или проекту, а также исключающие несанкциони­
рованный доступ к конфиденциальной информации.

Подготовка любой информации предусматривает использование терминов и образов, известных 
участникам, а также удобных для пользователей информации программных сред и интерфейсов.

Обмен информацией часто происходит по каналам, которые являются неофициальными и не кон­
тролируются менеджерами. Эффективное управление обменом информацией требует оценки таких 
каналов, а также знания, как они функционируют. В каждой ситуации каналы связи могут быть различ­
ными. Неофициальные каналы могут также помочь или помешать общему процессу обмена информа­
цией или оказать значительную помощь в обеспечении идентификации рисков.

Помимо идентифицированных рисков необходимо обеспечить обмен информацией по прогно­
зируемым рискам, который осуществляется для информирования руководящего состава предприятия 
и не рассматривается на более низких уровнях производственной деятельности. В противном случае 
риски могут остаться неучтенными или проявиться позже. Правильному и своевременному информи­
рованию руководства могут помешать такие факторы, как боязнь подчиненных допустить ошибку или 
опасение, что более старшие менеджеры не захотят их выслушать. Для эффективного управления 
рисками необходимо обеспечить хорошо разработанный механизм обмена информацией, предусма­
тривающий правильное и точное информирование руководства.
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7 Прогнозирование рисков

Поскольку метод прогнозирования влияет на томность предположений и на получение точной и 
объективной оценки ситуации, что в конечном итоге влияет на процесс принятия решений, он является 
критическим фактором менеджмента рисков.

Рассмотрение вопросов прогнозирования рисков можно разделить на три части: индивидуальное 
прогнозирование, групповое прогнозирование и влияние прогнозирования на отношения с участниками.

Прогнозирование рисков отдельными специалистами является весьма субъективным, а сам про­
цесс зависит от многих факторов, присущих отдельному лицу, и обязательств, при которых осущест­
вляется прогнозирование рисков. Наиболее важными факторами, влияющими на прогнозирование, яв­
ляются следующие:

- осведомленность, понимание и личный контроль: люди склонны недооценивать риски, связан­
ные с предметами или событиями, которые им знакомы или о которых они думают, что хорошо их 
понимают. Поэтому эксперты часто недооценивают риски, а общественность те же риски часто пере­
оценивает. Кроме того, если люди чувствуют, что они контролируют события, их ощущение восприятия 
рисков ослабевает;

- относительное место в пространстве и во времени: люди склонны рассматривать в первую оче­
редь те объекты, которые находятся вблизи, и те события, которые происходят более быстро и требуют 
незамедлительного принятия решений, оставляя без внимания такие, которые расположены на дале­
ком расстоянии или являются долгосрочными:

- представление предметов и событий: если предмет и события представлены в положительном 
свете, наблюдается тенденция переоценки возможностей и недооценки рисков. И наоборот, если пред­
меты или события представлены в отрицательном свете, наблюдается тенденция переоценки рисков.

- ощущаемая значимость: если люди считают что-то важным, например, решение, результат или 
и то и другое, они склонны переоценивать связанные с этим риски, независимо от вероятности или воз­
можности их возникновения. К преувеличению проблемы склонны и группы специалистов, попадающие 
под влияние более авторитетных членов группы.

8 Анализ участников процесса менеджмента рисков

Анализ участников является весьма полезным и обеспечивает общую поддержку в процессе при­
нятия решений руководством. Традиционные инструменты и методы менеджмента рисков не акценти­
руют внимание на рассмотрении человеческих и организационных факторов, которые влияют на разви­
тие бизнеса и проектов, хотя общеизвестно, что эти факторы являются основными источниками рисков.

Участниками считаются все физические лица, группы и организации, включая производственные 
и проектные группы, которые заинтересованы в осуществлении бизнеса или проекта с точки зрения 
процессов, результатов или их комбинации. Учитывая такую заинтересованность, они попадают под 
влияние предприятия и его проектов или могут сами оказывать влияние. Независимо от характера их 
заинтересованности наличие интереса говорит о том. что участники могут быть потенциальными ис­
точниками риска для проекта и. возможно, для предприятия.

Менеджеры предприятия или проекта не обязаны определять интересы каждого участника или 
характер данных интересов. Интересы определяются самими лицами и группами, и если выясняется, 
что у других участников также имеются свои интересы, то этих участников следует рассматривать как 
представляющих риск для проекта.

Анализ участников позволяет обеспечить процесс менеджмента рисков с помощью следующих 
методов:

- идентификации рисков и их источников:
- идентификации более широких целей и границ бизнеса и проекта:
- идентификации отношений между различными видами рисков.
Чем больше менеджеры знают о предприятии и его проектах, тем более они способны идентифи­

цировать потенциальные факторы риска. Многие факторы риска возникают в результате ожидания или 
прогнозов различных участников проекта. Понимание участников, их прогнозов и интересов позволяет 
менеджерам предприятия или проекта идентифицировать потенциальные области противоречий, под­
ходы к выполнению своих функций и обязанностей, а также отношение к рискам и их проявлениям. 
Недостаточно идентифицировать участников как часть предприятия или организации проекта. Важные 
участники могут не входить в эти границы. Поэтому могут возникнуть проблемы, связанные с важными
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участниками. Однако если они могут явиться причиной возникновения рисков для предприятия или про­
екта. необходимо попытаться включить их в процесс анализа рисков. Факты подобного рода могут уве­
личить вероятность того, что важные причины, объясняющие возникновение рисков, будут упущены, а 
пределы, определяющие границы проведения анализа участников и рисков, установлены неправильно.

Идентификация участников проекта также устанавливает границы проекта и задач, которые долж­
ны быть выполнены для достижения целей проекта. Границы проекта простираются за пределы пред­
приятия или соответствующих предприятий и включают в себя всех заинтересованных участников. 
Таким образом, предоставляется возможность получить полную картину о потенциальном масштабе 
рисков, связанных с проектом, рассмотрение которых будет обеспечено путем ограниченного внима­
ния к более узким видам деятельности. Идентификация участников позволяет сконцентрировать более 
пристальное внимание на выполнении задач, которые должны быть достигнуты в рамках проекта с 
целью достижения запланированных целей.

Анализ участников является инструментом, обеспечивающим всестороннюю идентификацию 
рисков. Многие различные типы рисков, например финансовые, технические, стратегические и т. д., 
объясняются поведением и принятием решений участниками. Идентификация и анализ участников по­
зволяют менеджерам разработать стратегию, обеспечивающую рассмотрение определенных проблем, 
принимая во внимание отношения между участниками или группами участников. Разработка стратегии 
с учетом интересов участников предусматривает минимизацию рисков, которые могут возникнуть для 
проекта, и повышение результативности проекта. Этот процесс должен быть также связан со страте­
гией обмена информацией по рискам. Разработка такой стратегии может потребовать понимания всех 
возможных противоречий между интересами участников, включая и тех из них. которые принимают 
непосредственное участие в проекте или находятся далеко за пределами предприятия, в котором вы­
полняется проект.

Анализ участников необходимо проводить в начале выполнения проекта и пересматривать его 
каждый раз при включении новых изменений, новых участников или их идентификации. При этом сле­
дует иметь в виду, что не всегда следует представлять результаты анализа участников на рассмотрение 
широкой общественности, а степень их участия каждый раз должна определяться в зависимости от 
обстоятельств.
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П рилож ение А  
(справочное)

Стандарты в области менеджмента рисков

Стандарты в области менеджмента рисков приведены в таблице А.1 

Т а б л и ц а  А.1

Обозначение
национального

стандарта
Наименование

Обозначение
гармонизированного

международного
стандарта

Краткая аннотация

ГО СТ Р  51897— 2002 Менеджмент риска. 
Термины и опреде­
ления

ИСО /М ЭК 73:2002 Стандарт устанавливает основные тер­
мины и определения понятий в области 
менеджмента риска

ГО СТ Р  51901.1— 2002 Менеджмент риска. 
Анализ риска техно­
логических систем

М ЭК 60300-3-9:1995 Стандарт содержит руководящие ука­
зания по выбору и реализации методов 
анализа риска для оценки риска техно­
логических систем. Основная задача 
стандарта заключается в обеспечении 
качества при планировании и выпол­
нении анализа риска, а  также в предо­
ставлении рекомендации по представ­
лению результатов и выводов

ГО СТ Р  51901.2— 2005 Менеджмент риска. 
Системы  менедж­
мента надежности

М ЭК 60300-1:2003 Стандарт помогает разработчикам в 
установлении требований в области 
менеджмента риска, оценки и анализа 
риска выделить этапы системы менед­
жмента надежности, к которым эти тре­
бования относятся, и более четко сф ор­
мулировать цели, задачи и программу 
менеджмента риска

ГО СТ Р  51901.4— 2005 Менеджмент риска. 
Руководство по при­
менению при проек­
тировании

М ЭК 62198:2001 Стандарт устанавливает общие тре­
бования по менеджменту риска при 
проектировании и содержит организа­
ционные требования, соответствую­
щие различным стадиям разработки 
проекта.
Стандарт предназначен для разработ­
чиков системы менеджмента риска, ее 
процедур и отдельных задач оценки и 
анализа риска

ГО СТ Р  51901.5— 2005 Менеджмент риска. 
Руководство по при­
менению методов 
анализа надежнос­
ти

М ЭК 60300-3-1:2003 В  стандарте приведено описание ме­
тодов анализа надежности, которые 
применяются при определении оценок 
вероятностных характеристик риска. 
Методы, примененные в стандарте, 
используются для прогнозирования, 
исследования и совершенствования 
работоспособности и ремонтопригод­
ности объекта.
Методы применяют на стадиях концеп­
ции и определения, проектирования и 
разработки, эксплуатации и техническо­
го обслуживания на различных уровнях 
системы менеджмента риска и в усло­
виях разной детализации проекта
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Продолжение та б л и ц ы  А . 1

Обозначение
национального

стандарта
Наименование

Обозначение
гармонизированного

международного
стандарта

Краткая аннотация

ГОСТ Р  51901.6— 2005 Менеджмент риска. 
Программа повыше­
ния надежности

М ЭК 61014:2003 Улучшение качества продукции в со ­
ответствии с  программой повышения 
надежности является частью действий 
при разработке продукции, что осо­
бенно важно для проекта, в котором 
используются новые методы и ком­
поненты программного обеспечения. 
Стандарт устанавливает требования 
и приводит рекомендации по устране­
нию слабых мест аппаратных средств 
и программного обеспечения. Приве­
денные в стандарте методы являются 
эффективным инструментом снижения 
риска опасного события до  уровня до­
пустимого риска и совершенствования 
продукции

ГОСТ Р  51901.11— 2005 Менеджмент риска. 
Исследование опас­
ности и работоспо­
собности. Приклад­
ное руководство

М ЭК 61882:2001 В стандарте изложены принципы и 
процедуры исследования опасности и 
работоспособности системы HAZOP. 
которые позволяют идентифицировать 
потенциальные опасности и проблемы 
работоспособности системы, в част­
ности. причины эксплуатационных на­
рушений и отклонений в производстве, 
приводящих к изготовлению несоответ­
ствующей продукции

ГОСТ Р  51901.13— 2005 Менеджмент риска. 
Анализ древа неис­
правностей

М ЭК 61025:1990 Анализ древа неисправностей —  один 
из методов идентификации опасностей 
и оценки риска, представляющий собой 
совокупность приемов идентификации 
опасности и анализа частоты нежела­
тельного события и позволяющий об­
наружить пути его проявления. Древо 
отказов не используется для анализа 
сложных систем, включающих в себя 
несколько функционально связанных 
или зависимых подсистем различного 
назначения

ГОСТ Р  51901.14— 2005 Менеджмент риска. 
Метод структурной 
схемы  надежности

М ЭК 61078:1991 Стандарт устанавливает процедуры по­
строения модели надежности системы 
в виде структурной схемы  надежности. 
Исходя из общих принципов оценки ри­
ска. метод структурной схемы надежно­
сти применяется для  оценки вероятно­
сти благоприятных и неблагоприятных 
событий

ГОСТ Р  51901.15— 2005 Менеджмент риска. 
Применение мар­
ковских методов

М ЭК 61165:199 Стандарт устанавливает руководство 
по применению марковских методов 
анализа, являющегося одними из ана­
литических методов анализа надежно­
сти и может использоваться для  оценки 
и анализа вероятностных характери­
стик риска технических систем
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О кончание та б л и ц ы  А. 1

О б о з н а ч е н и е

н а ц и о н а л ь н о го
с т а н д а р та

Н а и м е н о в а н и е

Обозначение
гарм он изиро ванно го

м е ж д у н а р о д н о го

стандарта

Краткая аннотация

ГОСТ Р  51901.16—2005 Менеджмент риска. 
Повышение надеж­
ности. Статистиче­
ские критерии и ме­
тоды оценки

М ЭК 61164:1995 Стандарт описывает «додели и устанав­
ливает количественные методы оценки 
повышения надежности, соответству­
ющую модель прогнозирования и дает 
поэтапное руководство для их исполь­
зования

ГО СТ Р  М ЭК 61160—  
2006

Менеджмент риска. 
Формальный анализ 
проекта

М ЭК 61160:1992 Стандарт устанавливает планы и про­
цедуры анализа проекта как средства 
стимулирования совершенствования 
продукции и процессов. Стандарт со­
держит описание планирования и про­
ведения анализа проекта; участия в 
анализе проекта специалистов по на­
дежности. обслуживанию, по качеству, 
охране окружающей среды, безопасно­
сти. человеческому фактору и юриспру­
денции

ГО СТ Р  И СО  17666—  
2006

Менеджмент риска. 
Космические систе­
мы

И СО  17666:2003 Стандарт устанавливает принципы и 
требования к менеджменту риска в 
рамках космического проекта, а также 
рекомендации по внедрению политики 
руководства в области риска по проекту 
на любом уровне (потребитель, постав­
щик первого уровня, поставщики более 
низкого уровня). Стандарт содержит 
обзор общего процесса менеджмента 
риска, который подразделен на четыре 
основных шага и девять задач. Требо­
вания стандарта применяют на всех 
стадиях проекта

ГО СТ Р  И СО  15265—  
2006

Менеджмент риска. 
Основы стратегии 
оценки риска для 
п р е д у п р е ж д е н и я  
стресса и диском­
форта в термаль­
ных рабочих средах

И СО  15265:2004 Стандарт устанавливает стратегию 
оценки риска при работе в условиях 
повышенной температуры. Стандарт 
содержит три стадии стратегии: наблю­
дение. анализ и экспертизу, использу­
емые для более глубокого понимания 
условий работы, позволяющих сделать 
выводы о  рисках, определить страте­
гию менеджмента риска и предупреж­
даю щ ие меры

ГО СТ Р  ИСО/М ЭК 
16085— 2007

Менеджмент риска. 
Процессы жизнен­
ного цикла систем 
программного обе­
спечения

ИСО /М ЭК160852004 Стандарт устанавливает требования к 
менеджменту риска в процессе заказа, 
поставки, разработки, эксплуатации и 
сопровождения программного обеспе­
чения
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