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0. В В Е Д Е Н И Е

Настоящий стандарт входит d комплекс государственных 
стандартов, обеспечивающих взаимосвязь вычислительных систем. 
Его отношение к другим стандартам комплекса определено эта­
лонной моделью взаимосвязи открытых систем (ВО С) по ГОСТ  
28906. Эталонная модель подразделяет область стандартизации 
ВОС на ряд уровней спецификаций, каждый из которых пред­
назначен для выполнения определенных функций.

Эталонная модель ВОС обеспечивает совместимость вычисли­
тельных систем, выполненных различными изготовителями, имею­
щих различные системы управления и уровни сложности, соз­
данных в разное время.

Настоящий стандарт определяет файловую услугу н файловый 
протокол, доступные в рамках прикладного уровня эталонной 
модели. Данная услуга имеет дело с идентифицируемыми блока­
ми информации, которые могут трактоваться как файлы н могут 
храниться в открытых системах или передаваться между прик­
ладными процессами.

Настоящий стандарт определяет базисную файловую услугу.. 
Он предоставляет достаточные средства для обеспечения переда­
чи файлов и устанавливает метод доступа к файлу и управление 
файлами.

Издание официальное 

★
©  Издательство стандартов. 1993 

Настоящий стандарт нс может быть полностью или частично воспроизвелся, 
тиражирован и распространен без разрешения Госстандарта России
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Стандарт нс определяет интерфейсы к средствах» передачи 
файла и средствам доступа внутри локальной системы.

Примеры использования службы Н Д У Ф  (F TA M ) приведены 
в приложении А. краткое описание объектов информации, опре­
деленных в настоящем стандарте.— в приложении 5.

I .  Н А З Н А Ч Е Н И Е  И О Б ЛАС ТЬ П Р И М Е Н Е Н И Я

Настоящий стандарт включает общее описание концепций и 
модулей, представленных в ГОСТ Р 34.980.2— ГОСТ Р 34.980.4.

2. С С Ы Л КИ

ГОСТ 28906 (И С О  7498) «Системы обработки информации. 
Взаимосвязь открытых систем. Базовая эталонная модель».

ИСО 8326* «Системы обработки информации. Взаимосвязь 
открытых систем. Определение базовых услуг сеансового уровня, 
ориентированного на соединение».

И С О Д О  8509* «Системы обработки информации. Взаимо­
связь открытых систем. Соглашения по услугам».

ГОСТ 34.980.2 (И С О  8571/2) «Инфомацнонная технология. 
Взаимосвязь открытых систем. Передача, доступ и управление 
файлом. Часть 2. Определение виртуального файлохранилища».

ГОСТ 34.980.3 (И С О  8571/3) «Информационная технология. 
Взаимосвязь открытых систем. Передача, доступ и управление 
файлом. Часть 3. Определение услуг виртуального файла*.

ГОСТ 34.980.4 (И С О  8571/4) «Информационная технология. 
Взаимосвязь открытых систем. Передача. доступ и управление 
файлом. Часть 4. Спецификация файловых протоколов».

ГОСТ 34.981 (И СО  8649) «Информационная технология. Вза­
имосвязь открытых систем. Определение услуг сервисного эле­
мента управления ассоциацией».

ГОСТ 34.971 (И СО  8822) «Информационная технология. Вза­
имосвязь открытых систем. Определение услуг уровня представ­
ления с установлением соединения».

ГОСТ 34.973 (И С О  8824) «Информационная технология. Вза­
имосвязь открытых систем. Спецификация абстрактно-синтакси­
ческой нотации версии 1 (АС Н.1)».

ГОСТ 34.974 (И С О  8825) «Информационная технология, Вза­
имосвязь открытых систем. Описание базовых правил кодирова­
ния для абстрактно-синтаксической нотации версии 1 (АС Н.1)».

* До прямого применения данного документа в качестве государственного 
стандарга распространение его осуществляет секретариат Т К  22 «Информа­
ционная технология*.
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И СО  98044 «Системы обработки информации. Взаимосвязь 
открытых систем. Определение элементов услуг прикладного 
уровня. Совершение, параллельность и восстановление».

ИСО 9834/2* «Системы обработки информации. Процедуры 
для специальных правил регистрации модели O SI. Часть 2. Ре­
гистрация типов документов».

3. О П Р Е Д Е Л Е Н И Я  Э Т А Л О Н Н О Й  М О Д Е Л И

Настоящий стандарт основывается на концепциях, разрабо­
танных в ГОСТ 28906, и использует следующие определенные в 
нем термины:

прикладной логический объект;
прикладной процесс;
элемент услуг прикладного уровня;
(N ) --соединение; 
открытая система:
(N ) — протокол;
(N ) — протокольная управляющая информация;
(К )  — протокольный блок данных;
(N ) -  пункт доступа к услугам;
(N ) -ад р е с  пункта доступа к услугам;
(N ) — сервисный блок данных; 
подуровень;
(N ) — данные пользователя; 
элемент пользователя.

4. О П Р Е Д Е Л Е Н И Е  С Е Р В И С Н Ы Х  С О Г Л А Ш Е Н И Й

В настоящем стандарте используются следующие термины, 
определенные в стандарте ИСО /ТО  8509, применительно к фай­
ловой услуге:

подтверждение;
индикация;
примитив;
запрос;
ответ;
поставщик услуг; 
пользователь услуги.

5. О П Р Е Д Е Л Е Н И Е  С Л У Ж Б Ы  П Д У Ф  ( М А М )

Все термины, если не оговорено иначе, относятся к представ­
лению системы, предназначенной для открытой взаимосвязи. Это

•  Д о  прямого применения данного документа в качестве государственного 
стандарта распространение его осуществляет секретариат Т К  22 «Информа­
ционная технология».
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означает, что термины относятся к виртуальному файлохранили- 
щу. а не к какому-либо реальному файлохранилищу (см. п. 7).

Определения сгруппированы в основные категории и внутри 
каждой категории упорядочены в алфавитном порядке.

В настоящем стандарте применяются следующие определе­
ния:

5.1. О б щ е е о п и с а н и е
5.1.1. Пустой файл (empty f i le )— файл, содержимое которого 

состоит только из корневого узла без соответствующего блока 
данных н без имени узла.

5.1.2. Доступ к файлу (file access) — просмотр, модификация, 
замена или удаление части содержимого файла.

5.1.3. Содержание сообщения файла (file contents) — блоки 
данных, имена узлов и информация структурирования, содержа­
щаяся в файле, которые могут быть обработаны во время режи­
ма «Открытие файла»; атрибуты файлов не относятся к содер­
жанию сообщения файла.

5.1.4. Административное управление файлами (file mana­
gement) — создание и уничтожение файлов, просмотр или мани­
пулирование атрибутами файлов.

5.15. Передача файла (file transfer) — функция, выполняющая 
перенос части или всего содержания сообщения файла между от­
крытыми системами.

5.1.6. Иерархическая модель файла (hierarchical file model)
- модель внутренней структуры файла, принимающая форму 
древовидной структуры блоков данных для доступа к поимено­
ванному файлу.

5.1.7. Реальный файл (real file) — поименованный набор ин­
формации и его атрибуты, которые находятся в реальной системе 
и для которых отображаются ссылки к виртуальному файлу, 
осуществляемые в среде взаимосвязи открытых систем. *

5.1.8. Реальное файлохраннлище (real filestore) — организо­
ванный набор файлов, включая их атрибуты и имена, которые 
находятся в реальной системе и для которых отображаются ссыл­
ки к виртуальным файлам в среде открытых систем.

5.1.9. Виртуальный файл, файл (virtual file, file) -  явно по­
именованный набор структурированной информации, имеющий 
общий набор атрибутов.

5.1.10. Виртуальное файлохраннлище (virtual filestore) -  
абстрактная модель для описания файлов и файлохранилнщ и 
возможных действий над ними. Там, где это нс вызывает неод­
нозначности, этот термин в стандарте ИСО 8571 используется 
сокращенно как «файлохраннлище».

5.2. А р х и т е к т у р а
5.2.1. Режим учета (accounting regime) — период, во время 

которого используется определенный набор учетной информации.
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5 2.2. Блок совершения операций (commitment u n it )— набор 
действий файлохранилища. которые либо завершаются успешно, 
тогда результат совершения операций будет воздействовать на 
другие процессы, либо полностью отвергаются, тогда результат не 
воздействует на другие процессы.

П р и м е ч а н и е  Отмена действий в блоке совершения операций возмож­
на в любое время до завершения блоха совершения операций

5.2.3. Докит (docket) -  такой набор информации, который мо­
жет быть связан с режимом файловой услуги и который должен 
быть сохранен, если возможно восстановление после ошибки.

5.2.4. Внешняя файловая услуга ^external file service) — пере­
дача файла, доступ к файлу н управление файлом, как это пред­
ъявляется пользователю файловой услуги.

5.2.5. Пользователь файловой услуги (file service user) — часть 
логического объекта прикладного уровня, концептуально вызы­
вающая службу П Д УФ  (F TA M )

5.2.5. Абонент (initiator) — пользователь файловой услуги, за­
прашивающий установку режима службы П Д УФ  (Р ТА М ).

52.7. Внутренняя файловая услуга (internal file service) -  ус­
луга. используемая модулем протокола восстановления файла 
после ошибки для передачи как протокольной управляющей ин­
формации восстановления файла после ошибки, так п файле, .oil 
протокольной управляющей информации без ошибок.

5.2.8. Среда взаимосвязи открытых систем (open systems 
interconnection environment) — набор определений стандартизи­
рованных услуг, протоколов и структур данных, которые приме­
нимы для взаимосвязи систем.

5.2.9. Фаза (phase) -  период времени, в течение которого об 
мены протоколами имеют особое назначение, такое как установ­
ление или отмена механизма контекста прикладного уровгн для 
каждой фазы множество допустимых сообщений определяется н 
терминах переходов состояний.

И р и м с ч а я и с. Логический объект в любой момент времени находится 
н хакой-лмбо одной фазе.

5.2.10. Значение данных уровня представления (presentation 
data value) — блок информации, определенной на уровне абст­
рактного синтаксиса, передаваемый с помощью услуги уровня 
представления.

5.2.11. Среда реальной системы (real system environment) —  
аспекты реализации системы, обеспечивающие прикладной про­
цесс внутри реальной системы.

5.2.12. Принимающий логический объект; получатель (recei­
ving entity; receiver) логический объект, принимающий часть 
дли псе содержание сообщения файла во время режима «Переда­
ча данных файла».

; :чнк. 2их)
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5.2.13. Режим (regime) — период, и течение которого логичес­
кий объект находится в одном из возможных своих состояний, 
при котором допускаются определенные действия.

П р и м е ч а н и е .  Режимы могут быть вложенными.

5.2.14. Ответственный логический объект (responder)— поль­
зователь файловой услуги, допускающий установление режима 
службы FTA M , запрошенного абонентом.

5.2.15. Возврат в исходное состояние (rollback) —  аннулирова­
ние несовершенных операций.

5.2.16. Посылающий логический объект, отправитель (sending 
entity; sender) — логический объект, который посылает часть или 
все содержание сообщения файла во время режима «Передача 
данных файла*.

5.2.17. Сервисный элемент (service elem ent)— элемент стан­
дартизации. определяющий полную группу функций.

5.2.18. Сервисный примитив (service prim itive) — наименьшее 
определенное взаимодействие между пользователем услуги и пос­
тавщиком услуги связи.

5.2.19. Симбиотический сервисный элемент (symbiotic service 
elem ent)— сервисный элемент, который будет обеспечивать опе­
рацию некоторой другой услуги, воспринимая ее семантику и 
включая части ее абстрактного синтаксиса в определенные места 
в абстрактном синтаксисе информации, управляющей протоколом 
первой услуги.

5.3. С х е м а  ф а й л о х р а н и л и щ а
5.3.1. Атрибуты взаимодействия (activity attributes) — атрибу­

ты, описывающие условия взаимодействия при использовании 
файловой услуги. Атрибуты являются локальными по отношению 
к одному режиму службы П Д УФ  (FTA M ) (и любому режиму, 
входящему в него).

5.3.2. Атрибут (a ttr ib u te )— часть информации, устанавли­
вающая свойство чего-либо и принимающая одно из множеств 
определенных значений, каждое из которых имеет определенный 
смысл.

5.3.3. Атрибуты файла (file attributes) имя или другие иден­
тифицируемые свойства файла.

П р и м е ч а н и е .  Атрибут файла имеет одно и то же значение в конкрет­
ный момент времени для любого пользователя файловой услуги, даже если в 
этот момент активными являются несколько пользователей.

5.4. Д о с т у п  к ф а й л о х р а н и л и щ у
5.4.1. Контекст доступа (access context) — спецификация ал­

горитма. определяющая подмножество структурной информации 
и информации пользователя в содержании сообщения файла при 
чтении файла для передачи или для доступа к файлу.
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5.4.2. Элемент данных (data element) — наименьшая часть 
данных, идентификацию которой необходимо сохранить, когда эта 
часть данных передана услугой уровня представления. Элемент 
данных можег содержать информацию содержания сообщения 
файла, структурную информацию файла нли протокольную уп­
равляющую информацию.

5.4.3. Блок данных (data unit) —  наименьший блок содержания 
сообщения файла, над которым могут выполняться действия 
файлохранилища. Каждый блок данных связан с узлом структу­
ры доступа к файлу. Блок данных представляет собой последова­
тельность элементов данных.

5.4.4. Блок данных доступа к файлу (file access data unit) —  
блок структуры доступа к файлу, над которым могут выпол­
няться действия по передаче, удалению, расширению, замене или 
вставке. Блок данных доступа к файлу может содержать несколь­
ко блоков данных или не содержать ни одного блока данных.

5.4.5. Действие файлохранилища (filestore action) — одно из 
действий, указанных как часть определения виртуального файло- 
хранклища.

5.4.6. Структура доступа к файлу (file access structure) — 
структура данных файла, которая связывает блоки данных досту­
па к файлу, допуская идентификацию, описание и обработку бло­
ков данных.

5.5. С т р у к т у р а  ф а й л а
5.5.1. Дуга (arc) —  направленная связь между двумя узлами.
5.5.2. Длина дуги (arc len g th )— положительное целое число, 

выражающее разницу в уровнях между порожденным и порож­
дающим узлами.

5.5.3. Порожденный узел (для данного узла) (child of a node) 
— узел, в котором завершается дуга, выходящая из данного узла.

5.5.4. Лист ( le a f )— узел дерева, который не имеет выходящих 
дуг.

5.5.5. Уровень (узла) (level (of a node)— сумма длин дуг от 
корня до рассматриваемого узла.

5.5.6. Длинная дуга (long a rc )— дуга с длиной, превышающей 
единичную длину.

5.5.7. Узел (node) — элементарный компонент, из которого 
строится дерево.

5.5.8. Упорядоченное дерево (ordered tree) — дерево, в кото­
ром для каждого узла в дереве упорядочены порожденные узлы.

5.5.9. Порождающий узел (для данного узла) (parent (of а 
node) — узел, из которого выходит дуга, входящая в данный 
узел.

5.5.10. Путь (path) — последовательность дуг, которая сое­
диняет один узел с другим таким способом, что каждая дуга 
проходит в своем определенном направлении.
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5.5.11. Корень (root) — единственный узел дерева, который не 
имеет входящих дуг; он имеет уровень 0.

5.5.12. Родственный узел (для данного узла) (sister (of a node)
—  узел, который с данным узлом имеет один и тот же порождаю­
щий узел.

5.5.13. Поддерево (subtree) —  часть дерева, включающая про­
извольный узел в качестве корня поддерева и все другие узлы, к 
которым может быть получен доступ с помощью пути из этого 
корня поддерева.

5.5 14 Последовательность обхода ({reversal sequence) — упо­
рядочение узлов в дереве таким образом, что каждый узел встре­
чается один и только один раз. которое определяется алгорит­
мом, применяемым ко всем возможным деревьям.

П р и м е ч а н и е .  В общем случае несколько различных деревьев могут 
создавать одинаковую последовательность обхода

55.15. Дерево (tre e )— связанная структура, в которой каж ­
дый узел соединяется с другими узлами направленными дугами 
таким способом, при котором одни узел ие имеет входящих дуг, 
л все другие узлы имеют только одну входящую дугу.

5.6. Н а б о р  о г р а н и ч е н и й
5.6.1. Набор ограничений (constraint s e t)— набор ограниче­

ний и уточнений обшей модели файла, который определяет более 
подробную модель, отвечающую требованиям приложений опре­
деленного класса.

5.6.2. Модель файла (file model) — модель структуры доступа 
к содержанию сообщения файла.

5.6.3. Двухмерный (набор ограничений) (flat (constraint set) 
набор ограничении, который при применении его к обшей иерар­
хической модели файла создаст структуру доступа, состоящую 
из двух уровней (уровни 0 II I )  и имеющую блоки данных только 
в узлах-листьях и нс имеющую блока данных в корневом узле.

5.6.4. Общая иерархическая модель файла (general hierarchi­
cal file model) - модель, в которой блоки данных доступа к фай­
лу организованы в иерархическое дерево.

5.6.5. Иерархический набор ограничений (hierarchical const­
raint s e t)— набор ограничений, который при применении его к 
обшей иерархической модели файла создает структуру доступа, 
которая все еще является иерархической, но в которой ограни­
чениями являются формат описаний узла и формат блоков дан­
ных.

5.6.6. Неструктурированный набор ограничений (unstructured 
constraint s e t)— набор ограничений, который при применении его 
к обшей иерархической модели файла создает структуру досту­
па. состоящую только из корневого узла с одним блоком данных.

5.7. Т и п ы  д о к у м е н т о в
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5.7.1. Сцепление документов (concatenation of documents) —  
комбинирование двух документов для формировании единого ре­
зультирующего документа.

"5.7.2! Документ (document) — совокупность информации с пол­
ностью известным абстрактным синтаксисом, частично известной 
семантикой и полностью известным набором возможных синтак­
сисов передачи.

5.7.3. Тип документа (document type) — спецификация класса 
документов, которая устанавливает их обязательную семантику, 
абстрактный синтаксис, синтаксисы передачи и динамику.

5.7.4. Динамика документа (dynamics of document)— свойст­
ва сцепления и упрощения документа.

5.7.5. Релаксация документа (relaxation of document)— про­
цесс получения одного документа из другого, используя менее 
жесткие параметры, описывающие параметры этого документа.

5.7.6. Упрощение документа (simplification of a docum ent)- -  
процесс получения документа из другого, имеющего другой тип, 
путем исключения информации о структуре документа.

6. С О КР А Щ Е Н И Я

В ГОСТ 34.980.2 — ГОСТ 34.980.4 используются следующие 
сокращения
Б Д  (D U ) блок данных (data unit)
Б Д Д Ф  (F A D U ) блок данных доступа к файлу (file access 

data unit)
BOC (OS1) 

ВФ У (F.FS) 

ВнФУ (IF S )

взаимосвязь открытых систем (open systems 
interconnection)
внешняя файловая услуга (external file ser­
vice)
внутренняя файловая услуга (internal file
service)

З Д У П  (P D V ) значение данных уровня представления 
(presentation data value)

И Д  ( ID )  идентификатор (identifier)
М П В Ф П О  (F E R P M )модуль протокола восстановления файла 

после ошибок (file error recovery protocol 
machine)

М Ф П  (F P M ) модуль файлового протокола (file protocol
machine)

Г1БД (P D U ) протокольный блок данных (protocol data
unit)

П Д УФ  (FTA M ) передача файла, доступ к файлу и управление 
файлом (file transfer, access and manage­
ment)
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П У И  (РС1) 

С Б Д УП  (P S D U ) 

СВОС (O S IE ) 

СПиВ (CCR) 

CPC (RSF.) 

С Э П У  (ASE) 

СЭУА (ACSE) 

Ф П Б Д  (F P D U )

протокольная управляющая информация 
(protocol control information) 
сервисный блок данных уровня представле­
ния (presentation service data unit) 
среда взаимосвязи открытых систем (open 
systems interconnection environment) 
совершение, параллельность и восстановле­
ние (commitent, concurrency and recovery) 
среда реальной системы (real system envi­
ronment)
сервисный элемент прикладного уровня (ap­
plication service element) 
сервисный элемент управления ассоциацией 
(association control service element) 
файловый протокольный блок данных (file 
protocol data unit)

РАЗДЕЛ I.  О Б Щ И Е  К О Н Ц Е П Ц И И  С Л УЖ Б Ы  П Д УФ  

Т. А Р Х И Т Е К Т У Р Н Ы Е  ОСНОВЫ  М О Д Е Л И  ВОС

Целью стандартизации файловой услуги является предостав­
ление возможностей взаимосвязи открытых систем для пользо­
вателей файлов, которые хотят передавать информацию, иметь 
доступ к ней или управлять информацией, которой владеют сис­
темы, таким образом, как будто пользователи являются владель­
цами файлов. Любой, кто выступает в качестве открытой систе­
мы и следует указанным файловым протоколам в роли ответст­
венного логического объекта, рассматривается как обеспечиваю­
щий виртуальное файлохраннлнше.

К ак и во всех стандартах на модели ВОС используемое здесь 
архитектурное деление отражает классификацию протоколов. Они 
не накладывают никаких ограничений на возможные способы 
структуризации нижележащих реализаций. Единственный пункт, 
в котором возможно должна быть выполнена проверка на соот­
ветствие протокола, — это пункт взаимосвязи.

Настоящий стандарт входит в состав комплекса стандартов, 
которые взаимосвязаны через базовую модель ВОС (ГО СТ  
28906). Аспекты протоколов взаимосвязи, общие для нескольких 
различных областей применения, определены в отдельных стан­
дартах, а логическая связь различных элементов обеспечивается 
с помощью определения предоставляемых услуг.

Для понимания предназначения модели ВОС важно ясно раз­
личать взаимосвязанные наборы стандартов и их реализацию в 
аппаратных н программных средствах реальной открытой систе-
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мы. используя протоколы, определенные ц стандартах. Это отли­
чие приводит к идентификации двух сред:

а) аспекты реализации в терминах реальных средств и ре­
сурсов, которые обеспечивают прикладной процесс внутри реаль­
ной системы, образуют среду реальной системы (С РС );

б) набор определений стандартизованных услуг, протоколов 
и структур данных, которые обеспечивают взаимосвязь систем, 
образуют среду взаимосвязи открытых систем (СВ О С ).

Типичные аспекты поведения прикладного процесса, просмат­
риваемые в среде взаимосвязи открытых систем, образуют логи­
ческий объект прикладного уровня; функционирование логичес­
ких объектов прикладного уровня обеспечивается разделенными 
на уровни функциями связи, определенными в эталонной моде­
ли ВОС.

Часть работы, которая должна быть проделана при проекти­
ровании реализующей системы, состоит в выборе отображения 
между элементами набора определений на всех уровнях и в выбо­
ре аспектов реализации (черт. 1).

Потв/г ииферы&цуи меь-ду СРС и 1ЫК 
Cpefo p ta /v a i, J 9яш кт ем1втфшш1 ru e ***

П р и м е ч а н и я :
I Поток действий между средой реальной системы и средой взаимосвязи 

открытых систем предстаядиег отображение попыток связаться с элементом
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пользователя логического объекта прикладного уровня.
2. Поток действий между логическими объектами прикладного уровня (как  

протокольная управляющая информация прикладного уровня, так и любые 
данные пользователя) является логическим потоком информации в согласо­
ванном абстрактном сктаксисс, который не зависит от конкретного синтак­
сиса передачи.

3. Поток действий между логическими объектами прикладного уровня и 
уровни представления является логическим потоком информации, включающим 
как данные пользователя, так и протокольную управляющую информацию 
прикладного уровня в одном илп нс-сколькнх согласованных контекстах уровня 
представления.

4. Поток действий между логическими объектами уровня представления 
представляет собой данные, закодированные н согласованных синтаксисах пе­
редачи и протокольную управляющую информацию уровня представления.

8. О С Н О В Н Ы Е  СВО ЙСТВА Ф А Й Л О В О Й  У С Л У Г И

8.1. У п р а в л е н и е  ф а й л о в о й  а к т и в н о с т ь ю
Для того, чтобы прояснить цели настоящего стандарта, необ­

ходимо объяснить способ, с помощью которого управляют фай­
ловыми активностями.

Для любой передачи файла или доступа к файлу затраги­
ваются три логических объекта:

логический объект, который принимает на себя управляющую 
инициативу;

логический объект, который имеет доступ к виртуальному 
файлу-источнику;

логический объект. который имеет доступ к виртуальному 
файлу-адресату.

Из контроллера выхолят два потока информации:
а) информация, связанная со спецификацией виртуального 

файла-источника и с ограничениями, накладываемыми на спо­
соб, с помощью которого должна быть выполнена передача, по­
сылается в логический объект, имеющий доступ к файлу-источ­
нику;

б) информация, связанная со спецификацией виртуального 
файла-адресата и с ограничениями, накладываемыми на способ, 
с помощью которого должна быть выполнена передача, посылает­
ся в логический объект, имеющий доступ к файлу-адресату.

Эти потоки и их отношение к передаче представлены на 
черт. 2а.

Для упрощения координации и управления передачей файлов 
предполагается, что контроллер будет проводить эти потоки 
через один из двух логических объектов файлового протокола, 
который будет действовать как его исполнитель при выполнении 
передачи (черт. 26). Во многих случаях это будет происходить 
естественно, потому что контроллер и логический объект, иниции­
рующий передачу файла, будут находиться внутри одной и той 
ж е системы.



ГОСТ Р 34.980 .1 -92  С. 13

Логические и вейстбител»ч».е поток и  инфор­
мации при передаче (родео

Логические потоки информации при передаче файлов

| Контролпер\

Описание ф айла  
объекта А 

иоп исаы ие  
передачи

Описание файла 
объект а Б  

и  апис а  кие 
передачи

Действителен»# пот оки информациипри передел г
ф айлов, дост упе к  ф айлам  и  управлении файлом

К̂яытроляёр\

О писание ф айла f  
объектов АидJ 
и  описание  
объектов 
передачи/

О писание файла 
в  объекте В  и

описание передачи 
S

Черт. 2

Услуга, определенная здесь, является одной из тех, которые 
обеспечивают взаимосвязь элементов в объекте А и элементов в 
объекте В на черт. 26. причем объекты А и В являются поль­
зователями услуги, упомянутыми в определении службы П Д УФ  
(Р Т А М ).

8.2. А с и м м е т р и я  д и а л о г а
Действия, которые должны быть обеспечены файловым про­

токолом, показывают довольно значительную асимметрию, кото­
рая отражается на структуре услуг и протоколов. Асимметрия 
имеет форму отношений главного управляющего логического 
объекта и подчиненного.

Во-первых, каждая активность начинается одним пользова­
телем файловой услуги (инициатор А на черт. 26), который дол­
жен достигнуть некоторых поставленных целей Логический объ­
ект, связанный с файлохраннлищем (ответственный логический 
объект В на черт. 2а), только реагирует на эту инициативу, иг­
рая пассивную роль Это имеет место даже тогда, когда файл 
передается из одного фзйлохранилиша в другое, потому что про-

3 Зак. 21(0
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токол нс обязан содержать информацию о файлохранилище в 
этом инициирующем логическом объекте. Файловый протокол 
содержит информацию только о файлохранилище в ответствен­
ном логическом объекте. Действие по передаче блоков доступа к 
файлу в файлохранилище, находящемся в ответственном логиче­
ском объекте, может рассматриваться как действие, выполняемое 
копирующим прикладным процессом, который имеет локальный 
доступ к одному файлу и удаленный доступ к другому (черт. 3).

Вторая асимметрия является более существенной и заклю­
чается н том, что при передаче блоков данных доступа к файлу 
один определенный логический объект является отправителем, а 
другой — получателем; в любой конкретный момент времени при 
передаче данных имеется предпочтительное направление потока 
данных.

8.3. В н е ш н я я  и в н у т р е н н я я  ф а й л о в ы е  у с л у г и  
Связь, идентифицированная между абонентом н ответственным 

логическим, объектом в п. 8.2, может быть сама разделена и 
представлена в модульном виде посредством выделения модулей 
восстановления после ошибок, выполняя два различных уровня 
услуг (черт. 4 ).

Пример диалога между файловыми яасинескими объектами 

.______________________  Среда ___

Черт. 3

Д а м м я  ф айла t  качество услуг

Внешня*
услуга

Спецификация процедур Восстановления после ошибок

Д анны е ф ай ла  у -  Управляю щ ая инф ор­
м ация о б  ош ибке

Внутренняя
-----------—  услуга

Спецификация синтаксиса протопала и  последователь ногти

Черт 4
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Этими услугами являются:
а) внешняя файловая услуга, при которой пользователь ус­

танавливает свои требования к качеству услуг, но не беспокоясь 
об обработке ошибок, оставляя эту обязанность поставщику ус­
луг. Передача данных файла моделируется во внешнюю файло­
вую услугу как последовательность безошибочных операций. Та- 
k iiv  образом, во внешней файловой услуге не видны корректи­
руемы.- ошибки или действия по восстановлению после ошибок;

б) внутренняя файловая услуга, используемая протокольным 
модулем восстановления после ошибок файла. Эта услуга вклю­
чает примитивы, предоставляющие возможности своим пользова­
телям для обработки ошибок и управления механизмами конт­
рольной точки. Поэтому спецификация протокола, которая уста­
навливает отношения между внешней и внутренней файловыми 
услугами, содержит стандартный набор процедур для обработки 
ошибок, а протокольный модуль, который выполняет эти проце­
дуры, является пользователем внутренней файловой услуги.

Выбор используемых процедур восстановления после ошибок 
базируется на анализе стоимости службы FTA M  и качества 
услуги связи, запрашиваемой во внешней услуге, и от инфор­
мации локального административного управления.

«.4 К л а с с ы  у с л у г  и ф у н к ц и о н а л ь н ы е  б л о к и
Протокол и услуги службы П Д У Ф  (FTA M ) имеют очень много 

функций. Они обеспечивают выполнение широкого круга работ, 
но стоимость реализации всех частей протокола для всех слу­
чаев будет соответственно высока. Если бы разным разработчн 
кам был предоставлен выбор функций, которые они могли бы 
обеспечить, то вероятность того, что этот выбор стал бы одина­
ковым, будет мала, и соответственно будет мала вероятность в. а- 
нмоснязи систем.

Чтобы избежать таких проблем, служба П Д У Ф  (F TA M ) оп­
ределяет два типа функционального выбора. На базовом уровне 
определяемые функции группируются в функциональные блоки. 
Реализующая система должна обеспечить функциональный блок 
либо полностью, либо совсем не обеспечивать. Таким образом 
ограничивается количество вариантов, которые должны быть 
выбрани. Определяются модули, которые обеспечивают согласо­
вание функциональных блоков при инициализации режима служ­
бы П Д У Ф  (Р Т А М ), это дает возможность двум связанным логи­
ческим объектам достигнуть общего представления о доступном 
наборе функциональных блоков.

Это само собой уменьшает разнообразие, но все еще остав­
ляет значительную свободу. Дальнейшее приближение дости­
гается через определение классов услуг, каждый из которых обес­
печивает широкие категории использования. Этими классами 
являются:
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а) класс передачи, который предоставляет возможность пере­
мещения файлов или частей файла между системами, при ис­
пользовании простых операций с минимумом накладных расхо­
дов на протокол до и после передачи данных;

б) класс административного управления, который предостав­
ляет возможность управления виртуальным файлохранилишем 
посредством последовательности независимых подтверждаемых 
обменов, но не включая модули передачи файлов;

в) класс передачи и административного управления, который 
объединяет возможности класса передачи и класса администра­
тивного управления;

г) класс доступа, который предоставляет возможность иници­
ирующему логическому объекту' выполнить последовательность 
операций с блоками данных доступа к файлу, обеспечивая мани­
пулирование удаленными данными;

д) класс без ограничений, который оставляет выбор функцио­
нальных блоков разработчику системы распределенной обработки 
приложения, предоставляя ему полную гибкость для оптимизации, 
но нс гарантируя наличия общего функционального ядра.

Необходимые классы услуг согласовываются при инициализа­
ции режима службы П Д У Ф  (F T A M ).

9. Ф У Н К Ц И И , С ВЯ ЗАН Н Ы Е С Ф А Й Л О В О Й  У С Л У ГО Й

91. У п р а в л е н и е  д е й с т в и я м и
Виртуальное файлох ран клише определяет действия, которые 

могут быть выполнены над файлом. В любой конкретной ситуа­
ции доступно только подмножество этих операций. Это подмно­
жество определяется с помощью:

а) атрибутов файла (раэд. 2); они указывают действия, 
соответствующие содержанию сообщения файла (с учетом приме­
няемого набора ограничений), и механизмы локального хранения 
(посредством атрибута файла «Разрешенные действия») и выра­
жают какие-либо ограничения. накладываемые на управление 
доступом, влияющие на доступ к файлу;

б) текущего состояния файлохранилища, особенно ограниче­
ний. накладываемых совместным доступом при обработке одного 
и того же самого файла;

в) значений атрибутов взаимодействия, установленных пара­
метрами файловой услуги, если был согласован режим передачи 
данных.

Каждая из этих причин может ограничить множество возмож­
ных действий. Процесс уточнения, приводящий к набору дейст­
вий, которые фактически могут быть выполнены, представлен на 
диаграммах Вениа на черт. 5.
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Ограничения на ватажные действия

Черч 5

Первая диаграмма показывает, что действиями, относящи­
мися к файлу, являются только те, которые допускаются струк­
турой файла, как это выражено структурированным набором 
ограничений, атрибутом «Разрешенные действия* и атрибутом 
«Управление доступом». Результатом является множество дейст­
вий. которые в принципе могли бы быть выполнены над файлом.

Полученное в результате множество действии затем еще раз 
уменьшается, чтобы учесть ограничения, накладываемые какой- 
либо системой на файлохранилище; наиболее важными из них 
для доступа к файлу являются ограничения, накладываемые па­
раллельными активностями других пользователей.

И  наконец, абонент запрашивает множество действий при 
установлении режима «Передача данных» и на каждой стадии 
согласование параметров может приводить к ограничениям либо 
требуемого множества действий, либо множества действий, ко­
торые может допустить система, либо того к другого. Когда ас­
социация инициализируется, действия ограничиваются классом 
услуги и набором согласованных функциональных блоков. Когда
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выполняется выбор файла, подмножество этих действий должно 
стать согласованным результатом из этих разрешенных действий. 
И. наконец, когда файл открывается, действия, которые должны 
быть использованы, объявляются находящимися н установив­
шемся режиме обработки.

9 2. У ч е т
Служба П Д У Ф  (Р ТА М ) определяет базисный механизм для 

переноса учетной информации и информации о платежах. С 
файлом могут быть связаны имена учетных параметров, чтобы 
отследить ведение расходов, связанных с хранением файла; веде­
ние учета может быть связано с режимами файла для ведения 
расходов по доступу к информации в файле.

Соответствующие параметры платежей позволяют во время за­
вершения режима обработки файлов выдавать отчеты о поне­
сенных расходах. Учет может быть установлен но время инициа­
лизации режима службы П Д УФ  (F T A M ), но если есть необхо­
димость. он может быть отменен во время выбора определенного 
файла для того чтобы была возможность оплатить но отдельному 
счету только за использование этого файла.

Эти модули предоставляют возможность обмена информа­
цией по учету и платежам, но используемая модель ведения учета 
и модули для управления бюджетом и распределением ресурсов 
выходят за рамки настоящего стандарта. Рассматриваемые воп­
росы позволяют охватить многие области деятельности, и служ­
ба П Д У Ф  является только одним из примеров их использования.

9.3. У п р а в л е н и е  с о г л а с о в а н н о с т ь ю  д е й с т в и й
Целью введения модулей управления согласованностью дей­

ствий является обеспечение того, чтобы инициатор имел непро­
тиворечивое представление о файле при наложении ограничений 
во время совместного доступа к файлу. Эти модули предназна­
чены для того, чтобы предоставить пользователю способ выпол­
нить согласованную последовательность действий без взаимного 
влияния из-за параллельных доступов.

Индивидуальные действия файлохраннлища реализуются та­
ким образом, чтобы любое отдельное действие, например переда­
ча данных при чтении или записи, являлось неделимым и после­
довательным. Это означает, что хотя последовательность дейст­
вий для множества ассоциаций, в общем случае, нс предсказуема, 
действия в одной ассоциации видны другим ассоциациям только 
после того, как они закончены.

Управление согласованностью действий обеспечивается исклю­
чительно для правильного параллельного выполнения множества 
задач. Функционирование этого модуля необходимо отличать от 
функционирования модуля «Управление доступом», который 
обеспечивает механизмы зашиты, и от специфики разрешенных
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действий, которые указывают возможности системы, содержа* 
щей файлохраннлище.

Любое конкретное действие должно быть согласовано с эти­
ми тремя модулями управления до того, как оно может быть вы­
полнено.

Обеспечиваются два уровня управления согласованностью 
действий. Внешний уровень управления доступом ко всему фай­
лу в то время, как внутренний уровень может использоваться 
для того, чтобы предоставить возможность отдельного управле­
ния доступом к отдельным блокам данных доступа к файлу. 
Внешний уровень или файловый уровень может использоваться 
во время выбора или создания файла, н управление внешним 
уровнем отменяется, когда выполняется действие «Отмена выбо­
ра файла» или’ когда файл удаляется. Файл также может моди­
фицироваться во время режима «Открытие файла», если, напри­
мер. файл сначала открывается для чтения, а затем снова откры­
вается для модификации. Модуль управления согласованностью 
действий над файлом функционирует в то время, когда файл 
выбран или открыт, и сохраняется до тех пор. пока не выполнится 
действие «Отмена выбора файла» или пока файл не будет закрыт.

Управление согласованностью действий с файлом используется 
отдельно для каждого типа действия, которое может выполняться 
в виртуальном файлохраннлище. Следовательно, имеется незави­
симое управление следующими операциями над файлом: «Чте­
ние», «Вставка», «Замена», «Расширение». «Стирание», «Чтение 
атрибута». «Изменение атрибута» и «Удаление файла». Это обес­
печивает очень мощный набор средств для построения схем согла­
сованности действий, ориентированных на различные применения, 
включая, в том числе, и простые схемы и схемы, специально 
предназначенные для специализированных применений. Однако 
именно из-за их мощности не каждая конфигурация, представ­
ленная этими средствами, найдет практическое применение, поэ­
тому при их разработке необходим разумный подход. При каж ­
дом режиме «Выбор файла» или «Открытие файла» каждая опе­
рация выполняется либо по умолчанию, либо путем указания ти­
па операции одной из следующих категорий:

а) необязательная: я не хочу выполнять эту операцию — дру­
гие могут;

б) разделенная: я могу выполнить эту операцию — другие то­
же могут;

в) монопольная: я могу выполнить эту операцию — другие нс 
должны;

г) недоступная: никто не может выполнить эту операцию.
Например, абонент в распределенной системе может указать

разделенный доступ на чтение и не допускать других операций в
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целях защити общей целостности данных. Любое количество 
пользователей может затем читать данные во время нормальной 
работы, но если логический объект административного управле­
ния запрашивает файл, требуя монопольный доступ для замены 
и вставки, чтобы модифицировать его структуру, зга операция не 
может начаться до тех пор. пока не будут прекращены все другие 
доступы, и запрещается доступ от других пользователей до тех 
пор, пока не будет завершена сама эта операция.

Однако, если все пользователи запросили разделенное управ­
ление на чтение и монопольное управление на замену для всего 
файла, только один из пользователей в данный момент времени 
может иметь доступ к файлу из-за ограничения на операцию 
замены, и совместная работа не состоится.

Для более четкого разграничения уровней вводится второй 
тип управления —  блокирование блока данных доступа к файлу 
(Б Д Д Ф ). Использование этого модуля для блокировки отдельных 
блоков Б ДДФ  (F A D U ) согласуется путем выбора соответствую­
щих функциональных блоков во время инициализации режима 
П Д У Ф  (Р Т А М ); затем он запрашивается для конкретного файла, 
когда этот файл открывается.

Если запрашивается блокировка БДДФ (F A D U ), управление 
согласованностью действий, указанное во время открытия файла, 
не применяется сразу (хотя любое запрошенное при выборе 
файла управление согласованностью действий остается в силе). 
Вместо этого запрошенное управление применяется на время вы­
полнения каждой запрошенной операции доступа к файлу. Та­
ким образом, запрос на чтение блока БДДФ  может в течение вы­
полнения операции «Чтение* ввести в действие разделенное уп­
равление согласованностью действий, запрещенное во время от­
крытия файла.

Кроме того, отдельные блоки данных доступа к файлу могут 
быть заблокированы на некоторый период во время режима от­
крытия файла, ограниченного парой действий доступа к файлу, 
соответствующим образом отмеченных с помощью некоторого
параметра.

Блокировка блока данных доступа к файлу может иметь два 
состояния— включено или выключено. Если блокировка выклю­
чена, действия, указанные как разделенные для целого файла, 
могут быть выполнены совместно с другими подобными обраще­
ниями к файлу. Однако, когда блокировка включена в результа­
те действия пользователя, этот пользователь получает монополь­
ное управление (или никакого доступа в случае, если эта опе­
рация не была запрошена предварительно) всем соответствую­
щим блоком данных доступа к файлу. Пользователь не имеет 
возможности получить управление блоком БДДФ  (F A D U ), если 
какой-нибудь меньший блок БДДФ (F A D U ) внутри него забло-
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Кирован другим пользователем. Пользователь также не может 
получить управление блоком Б ДДФ  (F A D U ), если он является 
частью большего блока FADU , который заблокирован другим 
пользователем .

Блокировка может бить включена и л и  выключена в соответ­
ствии с действиями локализации или действиями по передаче 
данных; запроси на включение блокировки удовлетворяются до 
того, как будет выполняться соответствующее действие, в то 
время как запросы на выключение блокировки удовлетворяются 
позже. Сами действия, указанные во время выбора файла, как 
требующие монопольного управления (или не имеющие доступа) 
для целого файла, не затрагиваются функцией блокировки бло­
ков данных доступа к файлу.

Некоторые системы могут иметь трудности при реализации 
всех возможностей по управлению согласованности действии. Та­
кие системы могут реализовать более ограниченное управление 
по сравнению с требуемым, например решение на местном уров­
не обязать, чтобы все действия имели одинаковый уровень огра­
ничений, равный наиболее ограниченному запросу, но пользова­
тели этих систем отметят соответствующее ухудшение качества 
услуг.

9.4. У п р а в л е н и е  д о с т у п о м
Модули управления доступом. обеспечиваемые настоящим 

стандартом, основываются на концепции списка управления дос­
тупом. Каждый элемент этого списка представляет собой набор 
операций и ограничений на согласованность действий и набор 
тестов, которым абонент должен удовлетворять прежде, чем эти 
операции фэнлохранилища могут быть выполнены; действия бу­
дут разрешены, если условия, заданные каким-либо одним эле­
ментом списка, удовлетворяются. Таким образом, список может 
содержать элементы, каждый из которых разрешает некоторому 
числу поименованных абонентов читать файл, и элемент, разре­
шающий тому логическому объекту, который указывает опреде­
ленный пароль, читать данные из файла и писать данные в 
файл.

В дополнение к действиям, заданным в элементе, также могут 
быть включены допустимые комбинации управления согласован­
ностью действий (см. подраздел 9.3). Если они не включены, 
управление согласованностью действий определяется локально 
са м и м файл охрани л ищем.

Управление согласованностью действий над файлом является 
более гибким, чем просто ответы «да* или «нет»; это отражается 
более гибким управлением доступом. Абонент может пожелать 
выполнить действие, разделяя файл с другими пользователями, 
имеющими доступ, или абонент может потребовать монопольный 
доступ. Абонент даже может потребовать, чтобы никакому дру-
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тому логическому объекту не разрешалось выполнение действия, 
которое он сам не уполномочил выполнять. Это обеспечивается 
е помощью атрибута файла «Управление доступом», который за­
писывает возможность использования каждого варианта управле­
ния согласованностью действий отдельно для каждого действия. 
Управление согласованностью действии допускается только в 
случае, если оно указано для требуемого определенного типа 
доступа. Однако абоненту всегда разрешается указать, что 
именно для него доступ не требуется.

Например, абоненту может быть разрешен запрос на разде­
ление доступа к файлу при чтении й ему может быть предостав­
лена возможность указать, что ни для кого другого нет доступа 
для выполнения действия «Удаление файла* на протяжении вы­
полнения операции «Чтение*, даже если действие «Удаление 
файла* само не является разрешенным ни при разделенном, ни 
при монопольном доступах.

Каждый элемент списка определяет набор разрешенных опе­
раций и может указать идентификатор и местоположение або­
нента (указанием имени логического объекта прикладного уров­
ня), а также любые требуемые пароли для доступа.

При установке режимов службы П Д У Ф  (Р ТА М ) и режимов 
«Выбор файла» и «Открытие файла* для различных атрибутов 
взаимодействия устанавливаются значения, соответствующие 
возможным элементам списка. В частности, абонент запрашивает 
выполнение некоторого набора операций, устанавливая атрибут 
взаимодействия «Текущий запрос доступа» но время установки 
режима «Выбор файла».

Прежде чем запрошенные действия будут разрешены, соот­
ветствующий логический объект просматривает список управления 
доступом, чтобы определить, совпадает ли значение с каким-либо 
элементом списка. Нели обнаруживается соответствие набору 
действий и соответствующие проверки удовлетворяются, действия 
могут быть выполнены; если проверки нс удовлетворяются, запрос 
отклоняется.

Таким образом, в итоге список управления доступом содержит 
постоянные свойства файла и сохраняется на тот период времени, 
пока существует файл; проверка доступа выполняется для этого 
списка" всякий раз. когда устанавливается режим, подразумева­
ющий доступ; разрешенный доступ остается действительным на 
время выполнения этого режима.

9.5. С о в е р ш е н  нс о п е р а ц и й
Настоящий стандарт содержит в протоколе восстановления 

при ошибках модули для того, чтобы можно было убедиться, что 
запрошенная передача данных выполнена успешно даже после 
нескольких сбоев средств связи или систем. Однако имеются тре­
бования при выполнении групп или последовательностей дейст-
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вии в распределенных прикладных процессах, по которым вся 
группа действий либо завершается и об этом становится извест­
но, либо происходит возврат в исходное состояние, так что ре­
зультат выполнения не сохраняется.

Стандарт ИСО 9804. устанавливающий совершение операций, 
параллельность (согласованность действий) и восстановление 
ошибок (С П и В ), определяет модули для достижения этих резуль­
татов при определенных условиях. Прикладные процессы могут 
быть составлены комбинированием функций элемента СПиВ  
(CCR) и службы П Д У Ф  (F T A M ), мри этом определяются прави­
ла, по которым это делается в случае передачи файла. Это явля­
ется частным случаем осуществлен ни ассоциации, которую допус­
кает протокол службы П Д УФ  (F T A M ).

10. П О С Т А В Щ И К И  У С Л У Г . О Б Е С П Е Ч И В А Ю Щ И Е  С Л У Ж Б У  П Д У *

10.1. Э л е м е н т  С Э  У  А — п р и к л а д н о й  к о н т е к с т  и 
с р е д а  П Д У Ф

Ассоциации прикладного уровня и соответствующие приклад­
ные контексты, необходимые для обеспечения файлового прото­
кола. устанавливаются при помощи сервисного элемента управ­
ления ассоциацией, определенного в стандарте ИСО 8649. Необ­
ходимые свойства ассоциации и контекста выражаются в тер­
минах сервисных примитивов, с помощью которых инициируются 
и завершаются отдельные реализации режима службы П Д УФ  
(F T A M ).

Файловый протокол указывает, что эти требования должны 
удовлетворяться установлением новой ассоциации. В самом деле, 
первоначально в стандарте по вопросу элемента СЭУА (ACSF.) 
определяется только установление н разъединение ассоциации. 
Однако, если дополнительные функции элемента СЭУА позволят 
существующим прикладным ассоциациям возобновляться, чтобы 
обеспечить среду службы П Д УФ , такие же модули должны быть 
эквивалентно доступными способами запуска и завершения ре­
жима службы П Д УФ .

Свойства прикладной ассоциации составляют прикладной 
контекст, который имеет имя. Вообще говоря, это имя будет 
идентифицировать многие различные аспекты прикладного процес­
са, одним из которых является способность использовать службу 
П Д УФ . Однако в ГОСТ 34.980.4 определено специальное имя 
прикладного контекста для случая, когда основная задача- это 
передача файлов, представляющая активность со своими собст­
венными правами.

В любой момент файловый протокол работает так. что и одной 
конкретной ассоциации проводится только одна работа с файлом:
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если требуется работать с несколькими файлами, устанавливается 
несколько ассоциаций. По завершении работы с файлом решение 
начать еще одну работу или разъединить ассоциацию и обеспечи­
вающее се соединения или модифицировать прикладной контекст, 
чтобы обеспечить некоторую другую услугу, принимается средст­
вами местного административного управления.

10.2. У с л у г а  у р о в н я  п р е д с т а в л е н и я
Протокольная управляющая информация службы П Д У Ф  

(F TA M ) и данные файла объединяются при помощи услуги уров­
ня представления, определенной в ГОСТ 34.971.

Вопросы информации, имеющие смысл для прикладного про­
цесса, не зависят от какого либо определенного метода кодирова­
ния н выражаются с помощью концепции абстрактных синтакси­
сов. Эти вопросы описываются при помощи определения типов 
данных как части спецификации абстрактного синтаксиса; они 
являются единственными аспектами, на которые требуется ссы­
латься в спецификации прикладных процессов.

Услуга уровня представления управляет представлением ин­
формации, имеющей смысл для логических объектов прикладного 
уровня. Принимая во внимание все элементы, используемые в 
представлении передаваемой информации, можно назвать три 
представления. Во-первых, это синтаксис передачи, который яв­
ляется представлением информации, передаваемой между откры­
тыми системами; затем для каждой реальной системы” имеется 
представление информации, используемое внутри этой реальной 
системы. Все три представления информации представляют еди­
ный общий абстрактный синтаксис, соответствующий установлен­
ному контексту уровня представления. Однако любой процесс 
уровня представления должен знать только два из этих представ- 
лений -синтаксис передачи и свое собственное локальное пред­
ставление. Протокол, установленный для взаимодействия между 
логическими объектами уровня представления, связан только с 
синтаксисом передачи.

Для любого конкретного прикладного процесса имеют значе­
ние некоторые определенные проблемы передаваемой информа­
ции; другие проблемы являются только условиями, принимаемы­
ми для того, чтобы предоставить возможность содержать эти ука­
занные аспекты. Различие между главными и второстепенными 
аспектами является свойством прикладного процесса, и разные 
прикладные процессы могут отличаться.

Например, прикладной процесс, который перелает текстовые 
сообщения, может заниматься последовательностью слов, форми­
рующих сообщение, но не их точным размещением на распечаты­
ваемой странице. С другой стороны, прикладной процесс, который 
передает текст для наборного устройства, будет заботиться о
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каждой детали именно размещения текста. Подобные соображе­
ния учитываются и применяются для нетекстовых передач.

Аспекты передачи, которые важны для прикладных процессов, 
выражаются посредством абстрактного синтаксиса; с точки зре­
нии прикладного процесса, каждый абстрактный синтаксис соот­
ветствует единственному контексту уровня представлении, и в 
любой момент времени могут использоваться один или несколько 
контекстов уровня представления. Когда устанавливается кон­
текст уровня представления между логическими объектами уров­
ня представления, согласовывается подходящий синтаксис пере­
дачи между логическими объектами уровня представления. К а ­
кие-либо детали уровня представления, не ясные при определе­
нии абстрактного синтаксиса, будут согласовываться поставщи­
ком услуги уровня представления. Преобразования, выполня­
емые логическим объектом уровня представления, ограничены 
требованием сохранить все аспекты типов данных, определенных 
в абстрактном синтаксисе.

Набор контекстов уровня представления устанавливается во 
время инициализации режима службы П Д У Ф  (F T Д М ), и это 
может быть достаточно для предпринимаемых действий. Если дол­
жен обрабатываться широкий круг типоц файлов, то могут потре­
боваться средства административного управления контекстами 
службы уровня представления для изменения набора определен­
ных контекстов, чтобы обеспечить требуемый контекст уровня 
представления для каждого файла во время его открытия

Во время передачи отдельных элементов данных прикладной 
процесс обеспечивает услугу уровня представления значениями 
данных представления, которые должны быть переданы, типами 
данных, к которым они относятся, и абстрактным синтаксисом, из 
которого они взяты; затем для данного контекста уровня пред­
ставления используется согласованный синтаксис передачи. Выбор 
протокола прикладного уровня службы П Д УФ  (FTA M ) подразу­
мевает использование типа абстрактных данных, необходимого 
для выражения конкретной протокольной управляющей инфор­
мации (абстрактный синтаксис информации П У Н  службы 
П Д У Ф ). ГОСТ 34.974 определяет правила для установления син­
таксиса передачи протокольной управляющей информации из 
абстрактного синтаксиса, которыми должны придерживаться все 
реализующие системы службы П Д УФ  (F T A M ). Кроме того, они 
могут обеспечивать другие стандартные или применяемые на 
предприятии специфические синтаксисы передачи.

10.3. У с л у г а  с е а н с о в о г о  у р о в н я
Логические объекты уровня представления, которые обеспечи­

вают активность службы П Д УФ  (F T A M ), сами взаимодействуют 
через услугу сеансового уровня, определенную в стандарте ИСО  
8326. Услуга сеансового уровня обеспечивает средства структур»-
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ровання диалога взаимодействия, которые передаются логичес­
ким объектам прикладного уровня через логические объекты 
уровни представления.

Услуга уровня представления может предоставить посредст­
вом ниже расположенной услуги сеансового уровня введение 
точек синхронизации и услуги повторной синхронизации, чтобы 
обеспечить использование контрольной точки в файле и восста­
новление при ошибках. Эти услуги дают возможность введения 
контрольных точек в поток данных пользователя файла, разъеди­
нения сеансовых соединений после ошибок и повторной синхро­
низации механизмов точек синхронизации сеансового уровня до 
возобновления передачи данных.

Спецификации сеансового уровня также требуют при реали­
зации протокола службы П Д У Ф  (F TA M ) следит за сеансовы­
ми маркерами, управляющими тем. какой логический объект мо­
жет вводить точки синхронизации.

РАЗДЕЛ 2. В И Р ТУА Л Ь Н О Е  Ф АЙ ЛО ХРА Н И ЛИ 1Д Е.
О СНО ВН Ы Е К О Н Ц Е П Ц И И

11. В И Р Т У А Л Ь Н О Е  Ф А Й Л О Х Р А Н И Л И 1Ц Е

П .1. О б о с н о в а н и е  н е о б х о д и м о с т и  и с п о л ь з о в а ­
н и я  м о д е л и  ф а й л о х р а н и л и щ а

В существующих реальных системах способы реализации ре­
альных файлохраннлнщ очень различны. Различные реальные 
системы имеют широкий круг стилей для описания хранения дан­
ных и средств, с помощью которых к данным можно осуществить 
доступ. Прежде чем использовать в среде ВОС услуги, протоко­
лы и процедуры для передачи файла, доступа к ним и админи­
стративного управления, необходима общая модель для описания 
файлов и их атрибутов. Эта модель называется «виртуальное 
файлохраннлнще».

Такое определение файлохранилища является очень мощным 
средством, так кап оно дает возможность абсорбировать различия 
в методах и спецификациях в функцию отображения из открытой 
системы в реальную открытую систему, в результате чего любая 
конкретная реальная открытая система может взаимодействовать 
с другими отличными от нее реальными открытыми системами в 
терминах, которые могут быть поняты однозначно. Скрытие 
подробностей работы реальных систем от пользователя внешней 
связи уменьшает необходимость в модификации существующих 
реальных систем и, следовательно, уменьшает начальную стои­
мость разработки взаимодействии открытых систем.
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Необходимо обойти большие разнообразия в способах обслу­
живании файла. Реализующая система файлового протокола, ко­
торая действует в роли абонента, может быть вызвала непос­
редственно пользователем-человеком, подсистемой, обрабатываю­
щей очередь выданных запросов на обработку файлов, или прик­
ладной программой, написанной пользователем. Реализующая 
система файлового протокола, которая действует как ответствен­
ный ло/ нчеекий объект, может ' непосредственно иметь доступ к 
реальному файлохранилищу или взаимодействовать с прикладной 
программой, написанной пользователем. Во всех этих случаях 
будет использоваться один и тот же файловый протокол.

Выражение диалога в терминах виртуального файлохранн- 
лшца дает возможность взаимосвязи широкого круга реальных 
систем различной сложности. Определение некоторого числа до­
полнительных функциональных блоков в определениях файловой 
услуги и нескольких дополнительных групп атрибутов в опреде­
лениях виртуального файлохраннлища делает возможным такой 
способ работы, при котором простые реальные открытые системы 
взаимодействуют с более сложными системами; например слож­
ная вычислительная система может связаться с внешней памятью 
интеллектуального терминала или с устройством ввода-вывода. 
Данный метод служит не только для того, чтобы скрыть различия 
между подобными способами хранения данных, но также и раз­
личия в типах или сложности. Однако требуются официальные 
соглашения, которые устанавливают, хакие из атрибутов, опреде­
ленных в настоящем стандарте, действительно обеспечиваются, 
чтобы потенциальный пользователь мог удостовериться, что любые 
необходимые свойства, такие как секретность или управление 
согласованностью действий, обеспечиваются реальным файлохра- 
ннлишем.

11.2. О п р е д е л е н и е  о т о б р а ж е н и я  в и р т у а л ь н о г о  
ф а й л о х р а н и л  и ш а

Чтобы использовать файловую услугу и файловый протокол, 
реализующая система должна связать элементы определения 
виртуального файлохранидиша с имеющейся реальной системой 
хранения данных.

Разработчик, использующий настоящий стандарт, обеспечи­
вает отображение (черт. 6) между:

а) действиями, блоками данных доступа к файлу, атрибутами 
файлов п атрибутами взаимодействия, определенными в вирту­
альном файлохраннл1нде в среде взаимосвязи открытых систем 
СВОС (O S IE );

6} ресурсами в среде реальных систем CPC (RSE).
Когда протокольные сообщения принимаются логическим 

объектом прикладного уровня, они интерпретируются в терминах 
корреспонденций, установленных этим логическим объектом меж-
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Отстранения между реала нь’ни и Оиртуальмь/ми fK W № №  
Среда реальной г up темы

Среда реально/} 
сист емы

Среда реальной  
сист емы

Черт. 6

ду компонентами виртуального файлохранилнща, действиями н 
теми аспектами среды реальной системы, которые относятся к 
хранению информации. Отображением поэтому является мно­
жество корреспонденций, установленных разработчиком реальной 
открытой системы.

11.3. Ф о р м а т  в и р т у а л ь н о г о  ф а й  л о х  р а н и л  и щ а
Определение виртуального файлохраннлища формирует схему 

для описания информации файла. В этом описании файл является 
логическим объектом, имеющим;

а) единственное имя файла, которое позволяет обращаться к 
нему без неопределенности;

б) другие описательные атрибуты файла, которые выражают 
свойства файла, такие как учетная информация, предыстория и 
так далее;

в) атрибуты файла, выражающие действия, возможные при 
работе с файлом;

г) атрибуты файла, описывающие логическую структуру и 
размерности данных, хранящихся в файле;
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д) какие-либо блоки данных доступа к файлу, формирующие 
содержимое этого файла.

Это составляет вес аспекты файла, которые могут отслежи­
ваться санкционированным абонентом. Если два абонента выпол­
няют запрос на одинаковые аспекты одного и того же файла, 
они получат одинаковую информацию о свойствах файла при ус­
ловии. что между этими запросами не была произведена модифи­
кация данной информации. Эти свойства называются атрибутами 
файла.

Имеются также атрибуты взаимодействия, которые описывают 
возможность взаимодействия между файлом и соответствующим 
абонентом, относящиеся к таким свойствам, как аутентификация 
права пользователя на доступ, варианты передачи данных, сум­
марная стоимость и тому подобное; имеется независимый набор 
значений этих атрибутов взаимодействия для каждой действую­
щей активности. Это множество атрибутов создается после того, 
как установится режим службы П Д УФ  (F T A M ), включая ини­
циализацию фэйлохранилища, и поддерживается до тех пор. пока 
этот режим существует, и уничтожается, когда этот режим 
прекращается.

Некоторые атрибуты файла накладывают ограничения на 
структуру содержания сообщения файла. Эта структура сохра­
няется на период существования файла. Однако не все пользо­
ватели, имеющие доступ к файлу, могут обращаться к целому 
файлу. Например, у пользователя может возникнуть необходи­
мость доступа к сложному иерархическому файлу, как будто этот 
файл является двухмерным, чтобы сформировать итоговые со­
общения, или у него нет необходимости получать независимо для 
всех случаев доступ к наименьшим структурным блокам этого 
файла. Дополнительно, к атрибутам файла, используемым при 
создании файла и административном управлении файлом, для 
описания постоянной структуры доступа к файлу имеется спе­
циальный контекст доступа, указывающий при передаче данных 
во время чтения подмножество информации о структуре файла и 
данных пользователя при передаче блока данных доступа к 
файлу.

11.4. Д и н а м и к а  а т р и б у т о в
Атрибуты файла отображают текущее состояние файла. 

Связь между абонентом и ответственным логическим объектом 
строится по неодинаково разделенной схеме этих атрибутов, от­
ражая знание о них, которое абонент получает от этой конкрет­
ной связи. Таким образом, в принципе, для каждого атрибута 
файла существует действующий атрибут, выражающий информа­
цию о нем. которая была передана абоненту через параметры 
сервисных примитивов службы П Д УФ  (F T A M ).
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Независимо от этого имеются текущие атрибуты, которые опи­
сывают даиныГ< установленный режим службы П Д УФ ; они вклю­
чают данные об идентификации и местоположении абонента, 
также результаты согласований в начале различных, ранее уста­
новленных режимов.

Действующие и текущие атрибуты вместе называются атрибу­
тами взаимодействия. Это как раз тс атрибуты взаимодействия, 
которые определяют работу модулей файловых протоколов.

11.5. С х е м а  фа й  д о х р а н и  л и щ а
Предшествующее описание формата виртуального флйлохра- 

нплита может быть представлено в виде схемы, связывающей 
различные концепции и принципы их взаимосвязей. Эта схема 
графически представлена на черт. 7.

Схема РиртуаАочсго

Атрибуту
Обозначения

------------------------ ассоциации / : f

. .  ассоциация Г :л (n>0 f

-----------------------------ассоциация J:n  (гг а  О)

Черт. 7
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12. С ТР У К ТУ Р Ы  Ф А Й Л О В

12.1. К а т е г о р и и  с т р у к т у р ы
Файл может не содержать ни одного или содержать один или 

несколько идентифицируемых блоков данных. Эти блоки данных 
связаны логическим образом. Модель файлохранилища, опреде­
ленная в ГОСТ 34.980.2. обеспечивает древовидную структуру 
для представления связен между блоками данных, для доступа 
к этим блокам данных и их идентификации. Эта древовидная 
структура называется структурой доступа к файлу. Каждый 
узел структуры доступа к файлу нс имеет или имеет один свя­
занный е ним блок данных. Структура информации с точки зре­
ния пользователя файловой услуги может отличаться от структу­
ры доступа к файлу, и пользователь файловой услуги должен 
отображать свою семантику в структуру доступа к файлу.

П р и м е ч а н и е  В общем случае эти отношения могут быть либо после­
довательными. либо иерархическими, сетевыми или реляционными. Осатиана 
необходимость н других моделях, помимо иерархических. Такие модели не 
включены и настоящий стандарт, но будущие дополнения или переработки 
возможно оключат дополнительные модели (дапрнмер для сетевых или реля­
ционных баз данных) или будут указаны ссылки на модели, определенные в 
других стандартах.

Единицей данных, в терминах которой выполняются операции 
над содержанием сообщения файла, является «Блок данных дос­
тупа к файлу (Б Д Д Ф )> , который сам может быть структуриро­
ван и содержит блоки данных с определенным абстрактным син­
таксисом. Подмножество информации структуры доступа к фай­
лу и данные пользователя, передаваемые в конкретном действии 
«Чтение*, определяются контекстом доступа, указанным для этого 
действия.

Имеются четыре аспекта структуры файла, каждый из кото­
рых несет различную информацию об этом файле:

а) структура доступа к файлу—  описывает состав файла в 
виде блоков данных доступа к файлу;

б) структура уровня представления— описывает абстрактную 
структуру блоков данных, которая определяется внутри структу­
ры доступа к файлу;

н) структура передачи — описывает упорядочение блоков дан­
ных доступа к файлу при передаче.

г) структура идентификации — описывает назначение имен
узлам в структуре доступа к файлу и идентификацию передавае­
мых блоков данных доступа к файлу.

12.2. С т р у к т у р а  д о с т у п а  к ф а й л у
Структура доступа к файлу является в первую очередь ста­

тическим видом файла. На черт. 8 показан пример структуры дос­
тупа к файлу в виде дерева. Структура доступа к файлу опре-
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П ример ст р укт ур ы  дост упа к  ф О дву

Б£Д*>

дел я от, к каким частям файла имеется независимый доступ при 
использовании службы П Д У Ф  (F T A M ).

Использонание иерархической структуры для границ доступа 
к файлу не препятствует прикладным процессам представлять 
неиерархические логические структуры, используя ссылки в со­
держании сообщения блоков данных доступа к файлу.

12.3. С т р у к т у р а  у р о в н я  п р е д с т а в л е н и я
Структура уровня представления описывает отношения между 

элементами данных, блоками данных и содержанием сообщения 
файла. Из нее выводятся правила для передачи информации со­
держания сообщения файла с помощью услуги уровня представ­
ления. Следующее описание указывает, как выполняются прави­
ла при разделении информационного содержания сообщения фай­
ла на блоки данных и элементы данных. Подробная специфика­
ция приведена в ГОСТ 34.980.2 н в любом определении типа до­
кумента, относящегося к файлу. Другими словами, описание ука­
зывает, как структура записи реальных файлов может быть ото­
бражена в структуру файла службы П Д УФ  (F TA M ) и как значе­
ния данных уровня представления отображаются в примитивы 
Р DATA (блоки данных услуги уровня представления С Б Д УП . 
Предполагается, что файл определен с помощью нотации абст­
рактного синтаксиса АСИ.1:

а) содержание сообщения файла и информация о структуре 
состоят из последовательностей элементов «Элемент данных»;
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б) имеется однозначное соответствие между элементами 
«Элемент данных», определенными в модуле Б ДДФ  (FA D U ) но­
тации АСН.1 (определенном в ГОСТ 34.980.2), и значениями 
данных, передаваемых к поставщику и от поставщика услуг 
службы П Д У Ф  (F T A M ) через сервисный примитив F-DATA;

в) в этих элементах «Элемент данных» элементы «Элемент 
данных содержания сообщения файла» (данные пользователя) 
обычно определяются так же, как один из типов АСН.1;

г) если реальный файл со структурой записи должен быть 
передан как неструктурированный файл, основным типом будет 
тип C H O IC E  (ВЫ Б О РО Ч НЫ Й  Т И П ) нотации АСН.1 для раз­
личных типов записи в файле (если файл содержит только один 
тип записи, то тип C H O IC E  (ВЫ Б О РО ЧНЫ Й  Т И П ), конечно, 
будет отсутствовать). Если службой FTA M  должен быть обеспе­
чен доступ к отдельным записям, то будет указано, что в каждом 
элементе «Блок данных» должно быть только одно значение ба­
зисного типа.

П р и м е ч а н и е .  Например, для типа документа FTAM-1 (иссгрукгуриро- 
.ванный текстовый файл), типом элемента «Элемент данных содержания сооб­
щения файла» является «Строка графических симнодов» н предполагается, что 
каждый элемент типа «Графическая строка» соответствует одной строке 
текста;

д) протокол уровня представления позволяет собирать значе­
ния данных уровня представления в соответствующие группы 
для передачи. Степень такого группирования определяется выбо­
ром варианта отправителя; это дело данной системы, миними­
зирующей накладные расходы на передачу. Получатель не знает 
заранее, сколько значений базисного типа будет введено в каж ­
дый примитив P-DATA,

е) контрольные точки могут вставляться только между при­
митивами P-DATA, таким образом размер группы, упомянутой 
выше в пункте д ), определяется положением контрольных точек, 
вставляемых во время передачи файла;

ж ) отметим, что более подробно структурированный файл пе­
редастся как «группа значений элементов типа «Элемент данных» 
(ГО С Т 34.980.2). Каждый элемент типа «Элемент данных* соот­
ветствует одному значению данных примитива F-Д ЛТЛ, и неко­
торые из них могут быть отображены в один примитив P-DATA  
(ГО СТ 34.980.4). Последовательность элементов типа «Элемент 
данных» описывается с использованием нотации АСН.1, но для 
типов SEQ UENCE (П О С Л Е Д О В А ТЕ Л Ь Н О С ТЬ ) и SEQ UENCE  
O F (П О С Л Е Д О В А ТЕ Л Ь Н О С ТЬ  И З ), имеющих место в расши­
ренном наборе правил для элементов типа «Полдерево*, «Порож­
дение» и «Блок данных» не выполняется кодирование в переда­
ваемом потоке, так как эти структурированные определения
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формируют вторичную точку входа, и на них не ссылаются фай­
ловые протоколы.

Отношения между элементами данных, файловыми услугами, 
значениями данных уровня представления и сервисными прими­
тивами уровня представления и их кодированием указаны на 
черт. 9. на котором представлена передача неструктурирован­
ного текстового файла.

HepcJava. кеструкпурироЗак./то пакет ов '■ о т ейпа  
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13. НАБОРЫ  О ГР А Н И Ч Е Н И Й

Общая иерархическая структура, описанная в разд. 12, может 
представлять очень широкий ряд различных фактических струк­
тур файла. Однако любому отдельному прикладному процессу 
будет необходимо конкретное множество структур, а любая ре­
альная система, вероятно. обеспечивает ограниченный набор 
типов файлов с ограничениями, накладываемыми на способ мо-



ГОСТ Р 34.9S0.1— 92 С. 35

дификацин файлов. Чтобы выразить.эти ограничения, вводится 
понятие «Набор ограничений*. Набор ограничений устанавливает 
ограничения, накладываемые на область допустимых структур, и 
определяет, как основные действия по доступу к файлу могут 
модифицировать структуру без изменения ее основной сущности. 
Наборы ограничений, отражающие некоторые общие типы файлов, 
включены в настоящий стандарт, но впоследствии могут быть оп­
ределены и зарегистрированы другие наборы ограничений.

Каждый набор ограничений идентифицируется значением 
идентификатора объекта, установленным настоящим стандартом 
или какими-либо другими механизмами, определенными в ГОСТ 
34.973.

Настоящий стандарт определяет наборы ограничений для мо­
делирования ряда широко используемых структур, которые явля­
ются подмножествами общих иерархических структур. Например, 
различные ограничения, накладываемые на имя узла, отражают 
различные классы индексной структуры. Определены следующие 
наборы ограничений, накладываемые на:

а) неструктурированный файл, в котором существует единст­
венный блок данных без имени;

б) последовательный двухмерный файл, в котором имеется 
последовательность непоименованных блоков данных; это огра­
ничение может быть, например, использовано для моделирования 
последовательных входных и выходных файлов программ на язы­
ке Фартран;

в) упорядоченный двухмерный файл, в котором имеется пос­
ледовательность поименованных блоков данных; определяется 
обработка блоков данных с одинаковыми именами;

г) упорядоченный двухмерный файл с уникальными именами, 
в котором имеется последовательность уникально поименован­
ных блоков данных;

Д) упорядоченный иерархический файл, в котором допускается 
общая иерархия для того, чтобы моделировать использование 
многоиндексных систем; вставка основана на позиции в этих 
индексах;

с) общий иерархический файл, в котором допускается общая 
иерархия с полным управлением по размещению новых узлов 
при модификации структуры;

ж ) общий иерархический файл с уникальными именами, при 
котором к набору ограничений на общий иерархический файл 
добавляется требование об использовании уникальных имен.

14. ТИ П Ы  Д О К У М Е Н Т О В

Содержание сообщения файлов может быть нескольких типов. 
Можно отдельно указывать модель файла, набор ограничений и
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абстрактный синтаксис блоков данных. Однако это сложно, и 
предпочтительнее указывать семантику, абстрактный синтаксис, 
синтаксис передачи и динамику структуры единым образом. Это 
выполняется с помощью определения «Тип документа».

Определения типов документов могут квалифицироваться 
группой из одного или нескольких параметров. Эти параметры 
позволяют эффективно сразу определить семейство тесно связан­
ных типов документов. Например, единственное определенно мо­
жет охватывать некоторое число типов текстовых документов с 
определенным набором или с максимальной длиной строки, за­
даваемых параметрами.

Для некоторых прикладных процессов может быть достаточ­
ным ограниченный вид структурированного файла во время чте­
ния данных от этого процесса. Определение типа документа мо­
жет включать объявление других типов документа, которые вы­
водятся из данного с некоторой потерей информации; этот процесс 
известен как «Упрощение исходного типа документа». Подобно 
этому определение может допускать изменение некоторых пара­
метров. чтобы уменьшить ограничения; этот процесс известен 
как «Релаксация исходного типа документа».

Тип документа регистрируется международной или нацио­
нальной официальной регистратурой (см. стандарт ИСО 9834/2 
для определения процедур регистрации) в связи с общим инте­
ресом или нз-за его важности по отношению к указанной группе 
прикладных процессов. Объект регистрации получает имя. явля­
ющееся значением идентификатора объекта.

Тип документа состоит, в основном, из набора связанных 
операторов,’ некоторые из которых указывают на нх целевое ис­
пользование. Этот набор включает:

а) идентификацию типа документа н всех объектов информа­
ции. на которые он ссылается;

б) его целевую область приложения; типы документов, ука­
занные в определении виртуального файлохранклищэ и исполь­
зуемые для взаимосвязи файлов, являются объектами настояще­
го стандарта;

в) те параметры, которые относятся к типу документа;
• г) ограничения на семантику, которые должны применяться 
при интерпретации документа;

д) структуру доступа к файлу документа н терминах модели 
файла и набора ограничений, которые должны применяться;

е) абстрактный синтаксис или синтаксисы информации о 
структуре и блоках данных внутри структуры;

ж ) способ, которым информация формируется в последова­
тельность значений данных уровня представления и процедуры 
для их передачи;
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з) синтаксис или синтаксисы передачи, при которых опреде­
ленные абстрактные синтаксисы могут быть объединены;

и) детали операций, обрабатывающих тип документов, опре­
деленных в соответствующих сервисных элементах прикладного 
уровня С Э П У (A S E ). Например, они могут включать результат 
сцепления двух экземпляров типа документа или способы, при 
которых структура доступа к файлу может быть упрощена путем 
рассмотрения его в качестве экземпляра документа более прос­
тою типа.

Концепция «Тип документа* может применяться рекурсивно, 
позволяя выполнить пошаговое уточнение дли последующих бо­
лее незначительных классов возможных документов. Таким обра­
зом. например, может быть определен тип документа, который 
предоставляет свободу соглашений по множеству абстрактных 
синтаксисов, допускаемых в блоках данных. Затем на этот тип 
документа могут быть сделаны ссылки в ряде типов документов, 
которые разделяют одинаковые общие свойства, но каждый из 
которых добавляет различные ограничения на используемые 
абстрактные синтаксисы

РАЗДЕЛ 3 ОБЗОР Ф АЙЛО ВО Й У С Л У ГИ  И 
Ф АЙЛО ВО ГО  П РО ТО КО ЛА

15. Ф А ЙЛ О В АЯ У С Л УГА

Файловая услуга и обеспечивающий ее протокол относятся к 
поэтапному созданию рабочей среды, н которой могут иметь 
место активности, запрашиваемые абонентом. При диалоге в по­
рядке очередности файловая услуга:

а) позволяет абоненту и ответственному логическому объ­
екту (файлохраннлнщу) получать информацию друг о друге, 
включая идентификацию, исходя из названий логических объектов 
прикладного уровня;

б) идентифицирует необходимый файл;
в) устанавливает атрибуты, описывающие файл и передачу 

данных большого объема, которые должны кметь место в этой 
активности;

г) включает административное управление файлом;
д) определяет позицию блока данных FADU в структуре дос­

тупа к файлу, к которому должно быть обращение;
е) вставляет, замотает, расширяет или уничтожает один или 

несколько полных блоков данных FADU-
Эти шаги создают различные части набора контекстов файлов. 

Период времени, в течение которого некоторая часть общего сос­
тояния, поддерживаемого пользователями услуги, является допус*
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тимой. называется режимом. Когда в процессе развития разделен­
ное состояние расширяется, создастся вложение соответствующих 
режимов. Однако обычно между установлением режима на двух 
концах соединения должна быть временная задержка.

Период времени, в течение которого протокольные обмены 
имеют определенное назначение, такое как установка или осво­
бождение прикладного контекста, называется фазой. Для каждой 
фазы определяется нзбор допустимых сообщений, исходя из пере­
ходов состояний. В любое время каждый логический объект, 
участвующий в режиме службы П Д У Ф  (Р Т А М ), находится в 
одной определенной фазе; фазы не могут быть вложенными одна 
в другую; активность выполняется через последовательность фаз.

Фазы вводятся в последующих подразделах в таком порядке, 
в котором они будут иметь место во время типового использо­
вания файловой услуги.

Вложение режимов показано на черт. 10.

Р епина файловых уснут и  ссснпветствукки, хе лцинитивы 

р е * и м  службы FT AM _______________

реки» ,, Передо уд да» "ах "

F-RCAD 
F-WHITE

F-TfiAN$f£R
END

F-DATA  
Г-DATA-END

F-LOCATE 
F-EHASE

F-OPEN F-ELOSE
F - HEAD-AT THIS 

F-CHANCE-A T THIS

F S E L E C T  
F-CREATE

F-DCSELECT

F-DCLETE
А дминистра тибкее

управление  
ф айл охра нилищ, г н

F-TERMINATE 
F-U-ABORT  
F -F -A B O R TF -IN IT IA U 2 E

Черт. 10
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15.1. Ф а з а  « И н и ц и а л и з а ц и я  р е ж и м а  с л у ж б ы  
П Д УФ »

Фаза «Инициализация режима службы П Д УФ  (F TA M )»  яв­
ляется первой в любом примере файловой услуги. Во время этой 
фазы устанавливается прикладной контекст и начальное состояние 
режима службы П Д УФ . гарантирующие, что ассоциация нижеле­
жащего прикладного уровня связывает правильные адреса, сог­
ласуемые доступные классы услуг н функциональные блоки. Так­
же устанавливается специфическая информация службы П Д УФ . 
такая как информация санкционирования и учетная информация, 
необходимые для успешного выполнения последующих опера­
ций файлохранилнша.

15 2. Ф а з а  « А д м и н и с т р а т и в н о е  у п р а в л е н и е  ф а й- 
л о х р а н п л и ш с м *

Операции в фазе «Административное управление фзйлохра- 
нилишем» находятся на стадии изучения.

15.3. Ф а з а  « В ы б о р  ф а й л а »
Во время выполнения фазы «Выбор файла» устанавливается 

режим «Выбор файла», идентифицируется или создается уни­
кальный файл, для которого будут выполняться операции в пос­
ледующих фазах. Фаза «Выбор файла» продолжается до тех пор. 
пока она явно не будет заменена фазой «Отмена выбора файла» 
или фазой «Завершение режима службы П Д УФ ». Операции, вы­
полняемые в последующих фазах, следовательно, относятся к 
выбранному файлу и не содержат явной идентификации файла. 
Фаза «Выбор файла» может включать создание нового файла с 
указанными свойствами.

Выбор файла по настоящему стандарту осуществляется по име­
ни файла. Запрос на выбор файла может включать информацию 
управления доступом к указанному файлу.

П р и м е ч а н и е ,  В некоторых последующих дополнениях к настоящему 
стандарту выбор файла может быть выражен в виде ряда ограничений, нак­
ладываемых на атрибуты файлов, а не на имя файла (ГО С Т 34.9802). зна­
чения которых служат для идентификации требуемых файлов.

15.4. Фа з а  « А д м и н и с т р а т и в н о е  у п р а в л е н и е  фа й -  
л о м»

Операции, выполняемые в фазе «Административное управле­
ние файлом», дают возможность пользователю файловой услуги 
выполнять действия административного управления над выбран­
ным файлом. Например, могут быть прочитаны или отредактиро­
ваны некоторые атрибуты файла.

15.5. Ф а з а  « О т к р ы т и е  ф а й л а »
Во время выполнения фазы «Открытие файла» устанавлива­

ется режим «Открытие файла», при котором имеет место переда­
ча блоков данных доступа к файлу. Во время этой фазы уста­
навливаются средства передачи данных, включая некоторые спе-
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циальныс контексты уровня представления, необходимые для 
передачи.

15.6. Ф а з а  « Д о с т у п  к д а н н ы м »
Целый файл представляет собой единственный блок данных 

доступа к файлу, но в нем могут существовать более малые бло­
ки данных Б Д Д Ф  (F A D U ). Действия над содержанием сообще­
ния файла переносятся и на блоки данных Б ДДФ  (F A D U ). Бло­
ки данных содержат, в основном, набор элементов данных, но 
эти элементы данных не могут быть затребованы или отредакти­
рованы независимо.

Фаза «Доступ к данным» представляет период времени, в те­
чение которого выполняется некоторое количество операций (для 
класса передачи только одна). Этими операциями являются либо 
операции по передаче данных большого объема, либо операции 
управления. Каждая операция по передаче данных большого 
объема содержит:

а) оператор, указывающий операцию, которая должна выпол­
няться. задавая тип операции и идентифицируя блок данных дос­
тупа к файлу, для кторого эта операция должна применяться:

б) любую необходимую передачу данных;
в) завершение обмена.
Операции управления являются простыми командами и отве­

тами Определяемыми операциями являются:
г) операция «Определение местоположения», которая указы­

вает узел внутри структуры файла, этот узел является корнем 
некоторого блока данных доступа к файлу;

д) операция «Стирание», которая удаляет блок данных FADU  
из структуры файла.

15.7. Ф а з а «3 а к р ы т и-е ф а й л а »
Фаза «Закрытие файла» завершает режим «Открытие файла», 

установленный во время фазы «Открытие файла»; она заканчи­
вает период, в котором возможна передача данных. Фаза «Зак­
рытие файла» дает возможность обмена информацией о состоя­
нии в конце режима «Открытие файла» Она обеспечивает под­
тверждение того, что все требуемые передачи данных были за­
вершены либо успешно, либо со сбоем; если завершение успешное, 
предшествующие действия не будут заново вызываться. При ус­
пешном закрытии файл содержит результат всех действий, вы­
полненных во время фазы «Передача данных», несмотря на сбои 
связи или прикладного уровня, которые могли иметь место 
впоследствии Сбой после открытия м перед успешным закрытием 
оставляет файл в неопределенном состоянии; состояние файла 
может быть установлено заново при помощи процедур восстанов­
ления при ошибках.
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15.8. Ф а з а  « О т м е н а  в ы б о р а  фа й л  а»
Фаза «Отмена выбора файла» отменяет режим «Выбор фай­

ла», установленный во время фазы «Выбор файла*. Фаза «Отме­
на выбора файла» может включать стандартные последователь­
ности учета. Она сохраняет, в сущности, любую идентификацию 
аутентификации или идентификацию учета, установленные до 
фазы «Выбор файла». Фаза «Отмена выбора файла» может выз­
вать уничтожение выбранного файла.

15.9. Ф а з а  « З а в е р ш е н и е  р е ж и м а  с л у ж б ы  П Д У Ф  
(F TA M )»

Эта фаза аннулирует режим, совместно используемый абонен­
том и ответственным логическим объектом, отменяя любой режим 
аутентификации и режим учета. Кроме того, в дальнейшем не 
остается никакого режима, связанного с файлом; активность фай­
ловой услуги завершается.

16. М О Д У Л И . И С П О Л Ь З У Е М Ы Е  В Ф А Й Л О В О М  П Р О ТО К О Л Е

16.1. М о д у л ь  с о с т о я н и й  п р о т о к о л а
Основные действия базисного протокола заключаются н уста­

новлении .1 завершении ряда вложенных режимов. В самом внут­
реннем вложенном режиме передача данных является простым 
однонаправленным потоком с возможной вставкой контрольных 
точек. Следовательно, реализация протокола может быть точно 
описана е помощью модуля состояний, непосредственно смодели­
рованного по подобию кратких описаний и состоянии, приведен­
ных в ГОСТ 34.980.4 (И С О  8571/4).

Стоимость п сложность реализующей системы точно соответ­
ствуют сложности модуля состояний, на котором она базируется. 
Классы услуг и функциональные блоки должны быть, следова­
тельно. выбраны таким образом, чтобы дать простой модуль 
состояний с наименее возможной взаимозависимостью между 
функциональными блоками.

16.2 Г р у п п и р о в а н и е  п р о т о к о л ь н ы х  б л о к о в  
Д а к и ы х

Один из способов, при котором механизм состояния упроща­
ется. является введение обязательных групп в класс услуг пере­
дачи. Для того, чтобы взаимосвязать протокольные блоки данных, 
которые устанавливают режимы «Выбор файла» и «Открытие 
файла*, требуются соответствующие реализации; подобное огра­
ничение применяется отдельно к тем блокам, которые заверит- 
ют взаимосвязь. Пороговый параметр в начале взаимосвязи уста­
навливает количество блоков, которое должно быть успешно реа­
лизовано до того, как будут выполнены запрашиваемые дейст­
вия. Реализации класса услуг передачи требуются для установде-
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ния порогового параметра на группирование таким образом, что­
бы либо все требуемые режимы устанавливались бы, либо все зап­
росы на установление нс достигали бы успеха (т. е. действии 
должны быть приведены в исходное состояние).

Результатом такого группирования является то. что прото­
кольные блоки данных, связанные с выбором, управлением атри­
бутами и открытием файла, могут быть рассмотрены, с точки 
зрения разработчиков, в качестве подполей в одной передаче дан 
них Механизм состояния дли инициализации некоторого режима 
файла имеет только два стабильных состояния (инициализиро­
ванное и открытое) и два состояния ожидания.

Однако с помощью выполнения группирования, необязатель­
ного в доступе, и классами услуг без ограничений появляется 
большая гибкость для обеспечения широкого круга приложений в 
вышепредставленном совместном способе.

16.3. П р о з р а ч н о с т ь
Для поставщика услуг уровня представления и данные поль­

зователя файла и протокольная управляющая информация служ­
бы 11ДУФ (F TA M ) являются последовательностью значений дан­
ных уровня представления. В общем случае, требуется наличие 
возможности передавать произвольные файлы без неопределен­
ности между данными пользователя и протокольной управляю­
щей информацией.

Это означает, что должны быть предприняты шаги для пре­
дохранения произвольного ряда значений данных уровня предс­
тавления в данных пользователя файла, которые могут быть син­
таксически взяты в качестве протокольной управляющей инфор­
мации, которая так будет интерпретироваться.

Решение, принятое в протоколе службы П Д УФ  (F T A M ), 
состоит в том, чтобы выделить использование двух контекстов 
уровня представления. Первым контекстом уровня представления, 
используемым в режиме службы П Д У Ф  (F T A M ). считается та­
кой, который должен быть контекстом уровня представления про­
токольной управляющей информации П У И  (P C I) службы П Д УФ  
(F T A M ). а в другом контексте уровня представления значения 
данных уровня представления могут быть явно идентифицирова­
ны как отличающиеся от протокольной управляющей информа­
ции П У И  (P C I) режима службы П Д У Ф  (F TA M ) через модули 
протокола уровня представления, даже если они взяты из того 
же абстрактного синтаксиса и являются синтаксически хорошо 
сформированными блоками данных протокола

Так как модуль прозрачности базируется на контексте уровня 
представления, который является примером использования абст­
рактного синтаксиса, прозрачность обеспечивается даже при ус­
ловии. если данные пользователя файла представлены в абст­
рактном синтаксисе протокольной управляющей информации
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П У И  (РС1) режима службы П Д У Ф  (Н ТЛ М ). Следовательно, 
должны были бы существовать два особых контекста уровня 
представления, соответствующих этому абстрактному синтаксису.

16.4. В в о д  к о н т р о л ь н о й  т о ч к и
Контрольные точки вводятся в поток данных пользователя 

файла в точках, выбираемых отправителем, чтобы дать возмож­
ность выполнить операции по рестарту и функции восстановле­
ния при ошибках. И отправитель и получатель должны хранить 
информацию о местонахождении в файле активных контрольных 
точек (т. е. контрольные точки, введенные или полученные, но еще 
не замеченные из-за подтверждения более поздней контрольной 
точки).

В общем случае также необходимо сохранить информацию, 
связывающую точку в структуре файла, в которую вставляется 
контрольная точка. Эта информация разделяется на две катего­
рии:

а) семантическая информация, не выраженная явно н содер­
жании сообщения файла, такая как позиция в структуре доступа 
к файлу или иные связи между блоками данных, такие как ссыл­
ки к указателям и идентификаторам; она не требует дополнитель­
ной информации, которая нс сохраняется с файлом;

б) информация о состоянии интерпретации абстрактного син­
таксиса или синтаксиса передачи. Если где-либо была допущена 
возможность введения контрольной точки, то состояние интерпре­
тации соответствующего синтаксиса передачи также необходимо 
сохранить. Эта информация потенциально является дополнитель­
ной информацией, выраженной явно в хранимом файле, потому 
что трансформация местного синтаксиса, управляемая услугой 
уроння представления (такая как переупорядочивание полей в 
прикладных процессах, ориентированных на запись), может сде­
лать невозможным вывод принятого состояния из хранимого в 
памяти состояния, или действительно запомнить всю информа­
цию. прежде чем будет заполнен блок семантики.

Чтобы избежать необходимости при реализации обеспечивать 
этот специальный второй тип информации, позиционирование 
контрольных точек ограничивается таким образом, чтобы они 
находились только в границах семантики заполненных блоков, 
определенных в абстрактных синтаксисах.

При наличии информации о структуре файла службы П Д УФ  
(F TA M ) эти ограничения выражаются в нотации ЛСН.1 с по­
мощью выражения структуры файла и содержания сообщения 
файла как ряд связанных элементов данных, кзждый из кото­
рых кодируется независимо. Абстрактный синтаксис протокола 
ссылается на эти элементы с помощью одного символа, расшире­
нием которого является тип C H O IC E  (ВЫ Б О РО ЧНЫ Й  Т И П ) из 
доступных элементов данных. Взаимосвязь семантик со струк-
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туриой точки зрения определяется использованием нотации ЛСН.1. 
исходя из типа данных, представляющих полную иерархическую 
модель файла, но этот тип данных никогда не упоминается в 
абстрактном синтаксисе протокола и. таким образом, не коди­
руется.

Подчиняясь этим ограничениям, контрольные точки разме­
щаются в позициях, определяемых отправителем, который может 
быть или не может быть связан с границами памяти н той или 
другой системе. Получатель должен быть готов принять контроль­
ные точки в любой допустимой позиции в файле.

1в.5. Д и а г н о с т и к а  и р е з у л ь т а т ы
Протокол обеспечивает два уровня информации, зависящие от 

успешного завершения или завершения со сбоем запрошенных 
операций.

Первый уровень представляет собой индикацию на самом об­
щем уровне, в зависимости от завершения режима самих- моду­
лей протокола; это сигнализируется с помощью двух параметров 
результата, указывающих:

а) успешное выполнение каких-либо запрошенных передач мо­
дуля протокола;

б) успешное выполнение каких-либо запрошенных действий 
фяйлохранилнщз.

Например, при удалении файла, передача протокола отмены 
выбора файла завершается всегда успешно, но действие файло- 
храннлища по удалению файла может закончиться со сбоем.

Значение параметра «Результат действия» может указывать 
либо успешное завершение, либо сбой, после которого возможно 
восстановление (которое может инициировать протокол восста­
новления при ошибках), либо постоянную ошибку.

Вторым источником информации является параметр «Диаг­
ностическое сообщение», который содержит информацию, более 
ориентированную на пользователя, е подробными объяснениями 
и более сложной структурой. Анализ этого параметра не является 
обязательным для продолжения выполнения протокола.

16.6. О б р а б о т к а  д о к и т а  и э н е р г о н е з а в и с и м а я  
п а м я т ь

Настоящий стандарт определяет процедуры восстановления 
при ошибках, которые допускают, чтобы действия по передаче 
данных были продолжены после возникновения ошибки связи или 
ошибки системы, которые вызывают разрыв соединения уровня 
представления и ассоциации прикладного уровня. Однако для 
того, чтобы восстановление при ошибках имело место, совокуп­
ность информации, которая описывает действие и стадию, достиг­
нутую при передаче данных, должна быть сохранена неповреж­
денной. При ошибках, которые разрушают информацию в системе.
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выдается сообщение, кто с кем связан и почему после ннх не 
может быть восстановлена работа.

Совокупность информации, которая должна бить сохранена, 
называется допитом. Определение такого термина не означает, 
что при реализации необходимо концентрирование информации в 
одном месте, а просто указывает, что весь набор обладает опре­
деленной степенью постоянства.

Тип памяти, используемый для хранения до кита, будет зави­
сеть от требований к надежности, установленных пользователем 
файловой услуги. Для любого типа памяти имеется некоторая 
небольшая вероятность ошибки, даже если она связана только с 
физическим повреждением в обеспечиваемом оборудовании. Раз­
работчик распределенного прикладного процесса может выбрать 
любую технологию энергонезависимой памяти, которая обеспечи­
вает необходимый уровень надежности эксплуатируемых систем.

16.7. М о д у л и  в о с с т а н о в л е н и я  п р и  о ш и б к а х
Целью этих процедур, определенных в настоящем стандарте, 

является обеспечение непрерываемой файловой услуги для поль­
зователей внешней файловой услуги, с исправлением ошибки с 
помощью обмена между модулями протокола таким образом, что­
бы пользователь не осознавал, что имело место что-либо из неор­
динарного.

Ошибки могут разрушить обеспечивающую взаимосвязь или в 
одной из конечных систем может возникнуть сбой и проведен 
рестарт; в другом случае сохраняется п исправности ассоциация 
высокого уровня между взаимодействующими прикладными про­
цессами. потому что оба хранят соответствующие докиты. Про­
токол обработки ошибок вое ста и а вливает обеспечиваемые соеди­
нения и состояние передачи данных, имевшееся до сбоя, бази­
руясь на информации, сохраненной в доките, и затем продол­
жает взаимосвязь.

Пользователь файловой услуги предоставляет модуль прото­
кола обработки ошибок для файла, информацию, необходимую 
для выбора модулей, точно описанных посредством параметра 
«Качество услуги» и с помощью местных способов. Модуль вос­
становления файла при ошибках, действующий в качестве поль­
зователя внутренней файловой услуги, таким образом может пе­
редать пользователю функциональные блоки восстановления или 
рестарта (или никакие из них) для использования в указанной 
связи.
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П Р И Л О Ж Е Н И Е  А  

С п р а в о ч н о е

П Р И М Е Р Ы  И С П О Л Ь З О В А Н И Я  С Л У Ж Б Ы  П Д У Ф

А1. Введение
Это приложение предоставляет набор ситуаций, н которых могла бы нс* 

пользоваться служба П Д У Ф  (Р Т А М ), к указывает ьрогОкодьиыс обмены, ко­
торые могут иметь место (предполжвя. что обмен проходит без сииибох). 
Область применения службы П Д У Ф  (Р ТА М ) чрезвычайно широкая и суше- 
ствует значительно большее число вариантов использования, чем представлено 
в приведенном здесь примере.

А.2. Передача целого файла в удаленную систему
Предположим, что пользователь в одной системе хочет черпать файл 

КОллеге и другую систему через общую сеть передачи данных. Мри ном  вы­
полняются следующие шаги (см. черт. I I ) :

Посылка ф айла в  удаленную  сист ем у  
Примитцдй^исполязур.чые Примитивы, йсаользуемые

инициатором '  ответчикам

F-immuzE
зап р ос

F-/W T/AUZE
подтверждение

/  ШАГЕ 1 
и F- OPEN I

запрос I

F -  C R E A TE  

и  F -O P E N  I  — 
подтверждения I

Г  ъ П . 'Т  з а п р о с

г -ва '■ запрос 

г  р а  ТА зап р ос  
F-РАГА запрос

F -ЛАТА зап р ос

f  РА та -к  N0 запрос

F  ТРАН$*1ГГ ESP
запрос

• F-IRITIAL )2Е индикация 
~F-INITIALIZE от вет

{F-CREATE 
О F-OPCfi 
индикации

I Г - CREATE 
u F -O P tN

о т в е т

•У WRITE индикации

- F -РА ТА индикация

-  F -Л А ТА индикация
-  F-PKTA индикация

-F -E A ~ A  и н д и к а ц и я

F -ВАТА- END 
“  и ндикация

Черт. I I .  лист I
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F-TXANSFER-IHD  
nodmSrfiтждение

F-CLOSE и
e -d es e le c t

Запрос

F-U O SE и 
F  DESELECT 

подтдерпдениг \

F  Т Е М  IRATE 
запрос

F-TERM.'NATC
подтверждение

У

F-THAMSFEF-END 
' индикация 
• F'TTUHSFfR-EHD 

от вет

{F -U O S E  и 
F-DESELECT 
индикация

r- c lo s e  u
-DESELECT 
ответ

F-7ERUINATE  
■ и н д и к а ц и я

F -T E K M IN A T E
о т в е т

Черт И , лист 2

а) пользователь инициатор запрашивает ассоциацию прикладного уровня 
Ои предоставлист информацию, необходимую дли адресации удаленной системы 
и для самоидентификации Реализующая служба выбирает необходимое ка­
чество услуг и контексты уровня представления на основе своей системной 
упранляющей информации и выбирает класс передачи функциональными бло­
хами записи и ограниченного управления. Выбор функциональных блоков 
восстановления при ошибхах и рестарта будет зависеть от еоотношазня стой- 
мость/произподательность;

б) система ответчик выполняет всю необходимую процедуру аутентифика­
ции местоположения вызывающей системы, идентификации пользоватсля-инн- 
циа7орз. предполагаемый учет и разрешает соединение;

в) система-инициатор посылает спецификации файла, который должен быть 
создан в удаленной системе, и спецификации среды в которой должна выпол­
няться пересылка данных. Примитивы создания и открытия файла указывают­
ся отдельно в настоящем стандарте, чтобы било возможно более сложное 
использован не, но в згой простом примере »тн иримктины всегда сцеплены и 
посылаются как единая операция;

г) сисгема-приеммик принимает эту спецификацию;
д) система-инициатор посылает как непрерывный поток пересылок специ­

фикацию операции «запись», хотораи должна быть выполнена, а такж е содер­
жание сообщения файла, маркер конца данных и запрос на подтверждение 
конца передачи;

с) систсма-отасгчи* подтверждает получение содержания сообщения файла;
ж ) система-инициатор разъединяет соединение с зноаь созданным файлом; 

аналогично здесь указано сцепление отдельно указанных компонентов;
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з) система-отпетчих подтверждает, что файл был освобожден;
и) еяетечэиннциатор запрашивает разьединение ассоциации с удаленной

системой.
к) система-ответчик подтверждает, что режим службы И Д У Ф  (F T A M )  

освобожден;
д ) система-инициатор разрывает обеспечивающие связи к  записывает эсх> 

необходимую учетную информацию и информацию журнала регистрации.
Л.З. Доступ к удаленной базе данных
Предположим, что пользователь хочет получить ряд справок из удаленной 

базы данных Необходимо выполнить следующие шаги (см. черт 12):
а) инициировать ассоциацию, как в шагах а) и б ) разд. А.2, но выбирая 

шлько функциональный элемент для чтения;
6| выполнит», шаги но инициализации файлов, как в шагах в) и г) разд. 

Д.2. Вместо предоставлен и я спецификации файла пользователи инициирующая 
система называет поле информации внутри адресуемой базы данных;

в) система-инициатор посылает запрос иа чтение данных, используя зап­
рос к базе данных в качестве идентификатора блока данных доступа к файлу 
и двухмерном файле нотации возможных ответов;

Примитивы, ихпомьЗие 
мые инициатором

Дог т уп  л  удаленной базе данных

f-tm iA iut
запрос

r - t m / A u z e  
подтверждение.

r-sutcr'x
и  Г -OPEN L .  

запр ос \

F-SELECT  "I 

и Р-OPEN 
рп?> -Еерндоче I 
г-ЕЕАЗ запрос ■

П р и м и т и в ы , и  С п о л и у г -  ыые ответчиком

Г -IN IT iA L iZ L
индикация

г - SELECT 

и F-OPEN  
индикация
FS E LE Z T

u F -ОРЕЧ
ответ

. если 
I ну/ннО 
| п е р е  -
I

Черт 12 лист 1
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f  ВАТА и н д и ка ц и я  

F-DATA индикация  

F - В  А ТА и н дикаций  

F-DATA ин дикаций

/-DATA ха л  р а с  

F-ВАТА за п р о с  

F -В  АТА з а п р о с  

F-DATA за п р о с

дать
большей
объем

данные

F-OATA -£ Н В  индикация  

F -  TRANSFER- E N D  

з а п р о с

F-T.4ANSFC« £Н0 
подтЗер* сенцр

г  ш а г и  | 
г -of s c a n  
,,,ПЦО ЮОфШЯЩгс J 

< -T T P M m n  30,крое

f ■ т£/емтг£ 
поЗт8еря0ение

F-TER M ’UA T£  индикация  

f  -Т£ЛАННА ТЕ о т в е т

Черт 12. лист 2

г) система-ответчик возвращает результат запроса в качестве содержания 
сообщения запрошенного блока данных доступа к  файлу;

д) система-инициатор указывает коней транзакции, а система-ответчик 
подтверждает >г<>;

с) дальнейшие запросы обрабатываются подобным образом в порядке 
поступления по мере необходимости;

ж )  система-инициатор разрывает СВЯЗЬ С информационной базой, как ука­
зано и шагах ж )  н л )  разд. А.2;

з) ассоциация и обсспсчюяюиик- ее ресурсы освобождаются, как описано в 
шагах пт и) до к) разд А.2.

А.4. Файловая служба локальной вычислительной сети
Предположим. что малая система бел диска, подсоединенная к локальной 

вычислительной сети и качестве рабочей станции, использует центральную фай- 
лоную службу для обработки ее рабочих файлов Эти файлы организуются
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операционной системой рабочей станции внутри об л ает файлового пространст­
ва. рассматриваемой файловой службой как единый неупорядоченный фзйл 
прямоте доступа Предпринимаются следующие шаги (см. черт. 13):

Нс г.-ель зевание с л у к  Si. < ns. W (F 7 A  М} вф айловойс Лут йе лоно яьной сети

П рим и т ивы , используемы е  
инициатором

Инициирование,
В ы бор  и  

о т к р ы т и е

Операции 
„  п и с а т ь  "  
п р и  п е р е д а ч е  

д а н н ы х  
большого 
объема.

О п е р а ц и и  
„читать” 

п р и  п е р е д а ч е  
б а н н ы х  

б о л  ь и ю г о  
о б ъ е м а

Примитивы, используемые 
ответчиком

S o  В р ем »  
З а г р у з к и  
с и с т е м ы

Повторять 
с т о л ь к о  р а з ,  

с  к о п ь я  о  
т р е б у е т с я

П о в т о р я т ь  
с т о л ь к о  р а з ,  

с к о л ь к о  
т р е б у е т е я

Черт. 13

а) в процессе инициализации системы, когда загружается ее операционная 
система, рабочая станция устанавливает соединение с файловой службой и от­
крывает сдоб рабочий файл, как  описано в шагах а ) — г) разд. А.2, и а это 
время выбирая класс доступа файла н функциональный элемент как на чте­
ние. так и на запись;

б) если операционной системе нужно прочитать данные из своего файло­
вого пространства или записать данные в свое файловое пространство, она ис­
пользует процедуры передачи на чтение или запись данных большого объема, 
уже описанные в разд. А З  и А.2 Поскольку средстве связи локальной вычис­
лительной сети не подвержены большому числу ошибок, отпадает необходи­
мость в процедуре восстановления при ошибках;

в) последовательность операций чтения и записи продолжается до тех пор, 
пока работает операционная система Если происходит сбой системы, файловая 
служба откажется от соединения. Соединение будет устанавливаться заново 
во время восстановления работоспособности операционной системы рабочей 
станции Затем во время инициализации система будет заново устанавливать 
целостность образа диска.

А.5. Активность административного управления файлами
Предположим, системная управляющая программа файловой службы, упо­

минавшаяся и разд А .4. хочет определить размер рабочего файла для одной 
из нескольких рабочих станций и изменить счетчик, в котором подсчитываются 
затраты памяти Выполняются следующие шаги (см. черт. 14):
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л) выполняется инициализация соединения и выбирается класс управле­
ния файлом;

0) система управления посылает непрерывным потоком команды для 
идентификации и выбора файла, запроса значения атрибута файла «Размер 
файла», установления значения атрибута файла «Учет» и затем отмены режима 
выбора файла;

я) файловая служба отвечает на каждую из этих команд одним ответом;
г) система управлении завершает соединение и выдает результаты в сис­

темную управляющую программу.

у п р а в л е н и е  <раиЛОм

ВрииитиВи, птолыиемы*
инициатора*

F - i n i t i A i i z e  за п р о с— «-

F -W /7/A U 2E
падтВернВение
З а п р о с  с и с н у м и -  

у п р а д л е н и м

Л сд'пО ерж Згни*
Систем»/

управления

F  - Т&ГМ1НА ТС за п р о с

F-7CRWWE
гтоАп/Вередение /

Примитив»/, испоеьлуемме 
ртВетиимС/м

F-iSUlALiZeu»&JranuH
■ Г- lf/17/A L IZ t дгпЗгп,

. Мм дина ц и *  систем* 
управления

. ОтВет систем»/ 
у п р а в л е н и я

■ F-rERMIMA ТСин&яацон 

• F-ГЕММтТЕ отЗеш

Черт. И

П р и м е ч а н и е .  На указанном выше чертеже термины «запрос системы 
управления» «индикация». «ответ» и «подтверждение» используются для 
представления группы соответствующей последовательности примитивов F- 
S tl.F .C T . F  R E A D -A TTR IB U TE . F -C H A N G E -A TT R IB U TE  и F-D ESELEC T.
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П Р И Л О Ж Е Н И Е  В 

С п р а в о ч н о е

К Р А Т К О Е  О П И С А Н И Е  ОБЪ ЕКТОВ И Н Ф О Р М А Ц И И . 
О П Р Е Д Е Л Е Н Н Ы Х  В С ТА Н Д А Р ТЕ

Б.1. Введение
Настоящий стандарт устанавливает ыесколъко значений для идентификато­

ра объекта типа АСН I Различные определении приведены в настоящем стан­
дарте вместе для упрощения работы с ними. Однако в других частях IOC.T 
34 980 могут появиться определения, не вошедшие в >то приложение

Размещение значений идентификатора Объекта в настоящем стандарте 
организуется в два этапа. То есть сначала компонент идентификатора ннодится 
для некоторого множества объектов, а затем вводится дополнительный компо­
нент идентификатора для отдельных объектов внутри этого множеста* Этот 
процесс выполняется просто через использование структуры компонентой, оп­
ределенной в ГОСТ 34.973

Б.2. Группы объектов
Группы обьгьгов определены слиую щ нм обритом.
■М прикладные контексты:
б )  абстрактные синтаксисы;
в) модели файлов;
г ) -таборы ограничений;
д) типы документов
П р и м е ч а н и е  Правила для спадания синтаксиса передачи из опреде­

ленных абстрактных сии там  псов оирсдслиютеи при i омошм идентификатора 
«Объединение— Международная организация но стандартизации IS O  —  М еж  
аунэроднын консультативный комитет но телеграфии и телефонии СС1ТТ», 
-определенного в ГО С Т 34 971

Б 3. Идентификаторы объектов
Специально определенные идентификаторы объектов даны, в следующих

подразделах.
Б.3.1 П р и к л а д н ы е  к о н т е к с т ы

ГОСТ 34 980 (ИС О  6571) прикладной
М)

vKi-ftam (1)
коитекп

Б,3.2. А б ст р а кт ны е  с ш а а к с и е ы
flam-pci (1)ГО С Т 34.980 (И С О  Я571) абч трактный 

синтаксис (2)
(2)ГО С Т 34.980 (И С О  8571) абстрактный

синтаксис (2)
flrm -fad ii

ГО С Т 34.980 (ИС О  857 !) абстрактный
(2)

неструктурирован-
(3)синтаксис i iu A текст

ГОСТ 34.980 (ИС О  8571) абстрактный неструктурирован­
(4)синтаксис (2) ный двоичный

Б.З.Э М о д е л и  ф а й л о в  
ГО С Т 34.980 (ИС О  8571) модель файла (3) иерархическая U )

Б.З 4 Н а б о р ы  о г р а н и ч е н и й
(4)■ГОСТ 34 980 (ИС О  8571) набор ограничений неструктурирован-

О )
ГО С Т 34 963 (ИС О  8571) набор ограничений И )

1 ТМ *1
иск де,питательный
двухмерный (2)

ГО С Т 34.960 (И С О  8571) набор ограничений (4) упорядоченный
двухмерный (3)
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ГО С Т 34 980 (ИС О  857 П набор ограничений <4) упорядоченный двух­
мерный с уиккаль-
нымн именами (4)

ГОСТ 34.980 {ИС О  8571) набор ограничений (О упорядоченный
иерархический (5)

ГОСТ 34.980 (И С О  8571) набор ограничений (4) общий иерархичес­
кий (6)

ГОСТ 34.980 (И С О  8571) набор ограничений (4) общий иерархкчес-
кий с уннкальннми
именами (7)

В 3 5. Т и п ы  д о ку м е н т о в

ГОСТ 34.980 (И С О  8571) тки документа (5) неструктурирован­
ный текстовый (1)

ГОСТ 34.980 (И С О  8571) тип документа (5) последонат едьи ый 
текстовый (2)

ГО С Т 34.980 (И С О  8571) 

ГО С Т 34.980 (И С О  8571)

тип документа (5) неструктурирован­
ный двоичный (3)

тип документа (5) последовательный
Д В О И Ч Н Ы Й (4)

ГО С Т 34.980 (ИС О  8571) тип документа (5) простой иерархичсс-
кий (5)
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И Н Ф О Р М А Ц И О Н Н Ы Е  Д А Н Н Ы Е

1. П О Д ГО ТО В Л Е Н  И ВНЕСЕН Техническим Комитетом Т К  22 
«Информационная технология»

2. УТ В Е Р Ж Д Е Н  И ВВЕДЕН В Д Е Й С Т В И Е  Постановлением 
Госстандарта России от 19.08 92 № 990
Настоящий стандарт подготовлен методом прямого применения 
международного стандарта И СО 8571/1— 88 «Системы обра­
ботки информации. Взаимосвязь открытых систем. Передача, 
доступ и управление файлом. Часть I .  Общее описание» и пол­
ностью ему соответствует

3. Срок проверки — 1998 г., периодичность проверок — 5 лет 

4 ВВЕДЕН ВПЕРВЫ Е

5. ССЫ ЛОЧНЫ Е Н О РМ А ТИ В Н О  Т Е Х Н И Ч Е С К И Е  Д О К У М Е Н ­
ТЫ

о б о з н а ч е н и е  о т е ч е с т з е н  • 
н о г о  Н Т Д ,  и  а к о т О р и Я  

д а н е  с с ы л к а

О б о з н а ч е н » *  е о о т о е т с т е у -  
М М г О  м е ж д у н а р о д н о г о  

с т а н д а р т а

Н о м е р  р а з д е л * .  п у н к т а ,  
п р и л о ж е н и я ,  ь  к о т о р о м  

дала ссчлкм

ГОС Т 28906-91 ИСО 7 49 8 -8 4 Виелеике, 3 , 7
— ИСО 6326- -87» ю . з
— ИСО 8 5 0 9 -8 7 * 4

ГОСТ 34.980 2 - 9 2 ИСО 8571/2—88 ,1. 5 12 3. 15.3
ГО С Т 34 980 3 - 9 2 И С О  8571 /3— 88 1.  Б
ГОСТ 34.980.4—92 ИСО 8 5 7 1 /4 -8 3 1. 5. 10.1. 12 3. 16.1
ГОСТ 34 981- -91 ИСО 8 6 4 9 -8 8 10.1
ГОСТ 34.971—91 ИСО 8322—8$ 102
ГОСТ 34.973 -91 ИСО 8824 87 13. приложение Б
ГОСТ 34-974—91 ИСО 8 3 2 5 -8 7 102. приложение Б

___ ИСО 9804— 90* 9 5
- ИСО 9834 /-2— 90* 14

* Д о  прямого применения данного документа в качестве государственного 
стандарта распространение его осуществляет секретариат Т К  22 «Информацион­
ная технология».
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